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PayKey is a new Social Banking Solution, already working with top tier
banks such as HSBC, Santander, Citi, UOB, Westpac and more.

PayKey enables banks to provide their users with peer-to-peer payment
options and other banking services just when they are needed most -
when they are engaged in social interactions. Users can initiate a payment
transaction or other banking services right from the social app such as
Facebook Messenger, WhatsApp and Twitter, keeping the payment
experience intuitive, contextual and simple.

https://www.paykey.com
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Q-nomy develops and implements software solutions designed to help
organizations optimize the customer experience in their branches or
stores. The company’s vision is to make the most of every customer visit
by delivering more sales and greater customer satisfaction. The
company’s flagship product is Q-Flow, an innovative software package
integrating customer flow management and branch campaign
management. Q-Flow is being used by customers around the world in
various industries, such as telecom, healthcare, government, retail,
banking, education, and more. Q-nomy also provides a wide range of
professional services that complement its software offerings, including
business requirement analysis, custom solutions development, change

management, media and content production for campaigns, and others.

https://www.gnomy.com
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Paygilant's fraud prevention technology is designed to protect mobile
transactions, executed by NFC, QR code, P2P, or in-app payments,
against fraudulent attacks. It is a combination of a smart, independent,
compact SDK and powerful analytics that support it.

By performing the risk assessment on the mobile device itself, Paygilant
uses multiple data points for transactional behavior analysis without
latency issues and enables a smooth customer experience.

http://paygilant.com


http://paygilant.com/
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Personetics Technologies has developed a technology that anticipates
individual customer needs, enabling financial institutions to deliver a
uniquely engaging digital experience. By focusing on each individual’s
best interests, institutions can improve their relationships with customers,
building trust, and achieving sustainable growth. The company’s
predictive “Smart Assistant” solution is designed specifically for the
banking industry. Its real-time analytics engine works with a
comprehensive library of banking-specific service topics, actionable
insights, and highly personalized recommendations to drive customer
engagement. Results include reduced service costs and an increase in user
adoption and utilization. The company was named a cool vendor in "Cool
Vendors in Vendors in CRM Customer Service, 2014" by the Gartner
Research Group.

http://personetics.com
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QED-it offers a privacy program for distributed ledgers. Based on
zero-knowledge proofs (ZKP) , this method proves the outcome of a
particular process without revealing any details.

The company specializes in algorithm-heavy ZKP, accelerating
computations through parallel systems. QED-it's solutions are scalable
and meet businesses' need for DLT.

http://qed-it.com
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Wave, developed by OGYDoaocs, is a decentralized application that
connects all parties in the supply chain, enabling direct exchange of
documents without having to trust a third party. Wave's application
manages ownership of documents on the blockchain, eliminating disputes,
forgeries, and unnecessary risks.

OGYDocs aims to provide secure and efficient tools for international
trade.

http://wavebl.com
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Secret Double Octopus offers a password-free, keyless authentication
technology to protect identity and data across cloud, mobile, and IoT

environments.

Based on secret-sharing algorithms originally developed to protect
nuclear launch codes, Secret Double Octopus’ technology is designed to
prevent cyber attackers from accessing enough critical information to be
useful for attacks, eliminating brute force, man-in-the-middle, PKI
manipulation, key theft, and certificate authority weaknesses.

http://doubleoctopus.com


http://doubleoctopus.com/
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Seegnature offers a next-generation customer engagement platform for ID
verification and paperwork completion processes. The platform is
suitable for customer self-service scenarios as well as real-time
collaborations with an agent. Bypassing the constraints of in-person or
remote transactions, Seegnature empowers consumer-facing enterprises to
close transactions instantly from a distance through easy collaboration
with clients in real time before closing a sale. Its solution increases
closing ratios, reduces process time, increases customer satisfaction, and
eliminates the need for an in-person encounter.

https://www.reachhg.com


https://www.reachhq.com/
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MER Group is a holding company that incorporates telecom, security,
and cleans tech businesses. MER Group also continues to invest in other
areas, including satellite communications, biotechnology, and materials

science.

Made up of world experts with vast field experience, many of whom have
grown from within the Israeli cyber ecosystem and intelligence
community, MER cyber solutions cover the entire range of cyber and
intelligence related products and services. These include cyber threat
intelligence services, cyber training, establishment of a Cyber Security
Operation Center ( CSOC ), Managed Security Services ( MSS ), as well
as endpoint security and state-of-the-art collection, analysis and
investigation tools.

http://www.mer-group.com
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| Know First provides daily investment forecasts based on an advanced
self-learning algorithm that uses artificial intelligence and machine
learning techniques to analyze, model, and predict the stock market.
Predictions are generated daily for a growing universe of over 3,000
securities, including stocks, world indices, ETFs, interest rates, and more.
The company’s algorithm is used to discover the best investment
opportunities and as a decision support system for existing investment
processes, as well as for developing systematic trading strategies. | Know
First is adaptable and scalable, allowing comprehensive, customized
algorithmic solutions, including integration of additional markets
according to client needs, such as family offices, wealth management
firms, and hedge funds, as well as fund management partnerships. The
company has grown both its institutional and retail client base by 400%
during 2013-2015.

https://iknowfirst.com
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