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Committee ; AC) * % q’ﬁ»ﬁ{é o (TeanlcaI Llerlson Group ;

TLG) = H 35 a quﬁlypm

[ R AR

(GAC) - N
I g
§ (ALA)
- /
4 N\ 4 ‘ 4 N\

FEE 22 RTE
\ | 4R 6 (510
J J
'd N\ I‘H—l‘i 'd N\
BRAERAE RPIRE & i

4 i ¢ (RSSAC)
N

Yok 4

N J/ . J/
| A
' ™ ' ™
ICANN Y R
%A (TLG)
N\ J N\ J

ot A ST T
[amuﬁﬁg.ﬁx@so)} [ ¥ %(G;\FEO) [ o

ICANN 5553540 %l

! |Pﬂ¥[ﬁ[‘3§ﬁ[ﬁ?€‘mﬁjl 7, (Internet Protocol) 17 i » @rﬁ ﬁ’FﬂﬁjE'g‘, ) zélpjﬁ g *#?ﬂ%‘f (physical links)
[ ﬁlfﬁ]l’ﬂ IP &b it~ IR s Vb i flif Internet 1 & & F[rﬂlwg ;FEL Internet +
ﬁ%ﬁd”aaww?bﬁﬁ? ([0 1P o 05— A 5 (7447 | DNS | * e [ ¢72 (human-friendly names)
R B

2



2.2 ICANN ,—T\F'J?iyﬁ { b ﬁJH
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ICANN 3 (= —Fﬁ (=== 3% P RELH (accountability and transparency) &7
B - A
3.2.1.1IDNs Z i

IEH/ES R - GAC ‘Zil@ Rl | % kUf 3 - i CONSO-GAC
E’gﬁ £ |V "Issue Paper: selection of IDN ccTLDs associated with the
ISg) £166-1two letter codes™ sl i' (T H R - 7[;#5]‘%;1;@; F;[ﬂ’lﬁgl?i
E‘Li ELE[UBﬁﬁjsF 1‘1%?1%— E:%Ell]fmﬁl%g%g ,E?$§%%Bf¢f¢ 2, fj
%¢%@F*J§Jﬁ%ﬂ%ﬁﬁ@i‘§ﬁ s A4 T 2008 F 6 EF'I?Q%T@
{1+ 445 cONSO 597y A - (Policy Development Process) -

GAC %} ICANN /i 1L 14(r00t)I DNs /36 w7 Bl] » =
FRLR }fﬁ[j{ﬁﬁ?ﬁ [fast track) V2% > - #T]] ccNSO F:iﬁ%—;ﬁgi},j
IDN {52 fiofiig » GAC = pfifi e -

3.2.1.2WHOIS 3 i

GAC (L= fj= 5 7 i< "ICANN ¢ I WHOIS =i i * [BF i
PRI AR T e (IS R GAC @ IR AR T
(AR =V HENE  GAC T~ = IS (A AR« AU
GAC = Frﬁq,g (San Juan) . EFF.»; ATy 391”1':%\%’?}?3% (= e
FLHE S ’ﬁ’ﬂ:iﬂ(ﬁji@ﬁ%ﬁ” ICANN gTLD WHOIS pOllcy”éf:EgﬁIE’fi[g}zI%gj/

GAC giflr=15[[ix GAC WHOIS FEifilfl1 g% » ICANN s =
Ef;\./\go' S erRl i EE |7 GAC =13 R PR
FHELpL ©

3.2.1.3 RERE (accountability principles) & £ £

GAC S ICANN 558~ W] 22 (2 RUllA Rt - GAC
i Iy |CANN =iy (San Juan) ¢ 35,1 gisf > L " ICANN
A R SR D B o (2 ICANN I S
SR N e SN/E S TR
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and the deployment of 1Pv6)

T EEIV AR RS 78 (Number Resource Organization, NRO) iy i
GAC &3 NRO ﬁ;g}ﬁr ICANN =2 i 1 S5 |PvA =2 1PV6 S Ix@Jip o
S F; > HLob IPvA 2y #2441 > GAC FIFJEE%*JE}_T |Pv4 n‘{lwur'Ejﬁ
.,gg[‘fkm [/1@]@2,[ (SR bE[IF’?E Jﬁ&ﬁﬁ[,, i:q(stak olders) 4 [fJPEI% JL,E{
IPV6 b -] I/g R | e i Eéjf » GAC 77 B P35 R S5 3 18
FREH Efol®

3.2.1.5SSAC fiy#

e A VS @_’;ﬁ%}é Ej %’7 (Security and Stability Advisory
Committee, SSAC) 7= GAC 335 | (8~ i » CCTLD - Lwﬁ%{ >
fﬂJF]‘F:ﬁﬁ DNSSEC il ﬁ'Fﬁ@%EbﬁE‘%&(root)ﬁljﬂ& Fi o GACM%%@F%

~J[F~@

3.2.1.6 New gTLDs

GAC @ 3glds £, 1857 35 (Generic Names Supporting Organization,
GNSO) s} new gTLDS S FL B M i Ao SR e e 45 ) o
GAC %’JH;F?;;@LPAJ:E{:;{(T ﬁ‘*ﬁ "GAC principles regarding new gTLDs” 357
2.2 ATV A q?“jﬁj[?i[jz I ¢ 3 |-(avoidance of country names) i - 1L

o B J’§+j‘7ﬁ{&ﬁ’u (proposed objection mechanism) £ y2k 387 F |7 5L sl

% ﬁjﬁ“ﬁj\ z? |CANN @ VI - GAC;.H;BJt J:Fig new gTLD %
H@:F W= new gTLD HiHs “ » SRl T ﬁ‘&; » GAC &
EFIE il A Lij\ i GN Fﬁg”lrg BT iRk £ (the introduction of
new genenc Ievel domai ns)”gﬁj\w@gf R

3.2.1.7 ﬁ”@ Er(Institutional) 3

GAC &3 [gylFF9§f%[§ {EL' *a~ Ff W Mﬁﬁ;ﬁ (AZFF =
%) 2008 = 3 k| F A @] GAC;.H jtlj/;[ﬁﬁﬁgﬁ U

GAC =I5 e [ v ["“Tirf‘f jfgrjlr%ﬁ% ( World Summit on the
Information Society, WSIS) jit: ICANN 32 ] /A R T TG
RN H H iﬁu—:_‘bf y @‘%EIVTI ICANN ﬁ[ﬁ%ﬁf F[}J [/‘T' 12 GAC Fﬁy"t'v}[j
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3.2.1.8 GAC — =/ iZsH (reform)== = (= 1% (working methods)
&1 ICANN B U $RAE A EF[;:éJ £l i b@quﬁjﬁ mFEIFTMfE%
}ﬁFJ » GAC TJP»HI}*:{E[,—:J/'I?I,FJ:' I,LE”BE[‘{%[ l—r)fﬁﬁJ o

. G};*Z?Eﬁf ’GAC??:,'“ BEEL FELR 20 %
e 7 61 EYBR T i -
i

3.2.1.9GAC 2008 = ~ ==

2008 & GAC Fifei [BhL IDN [I3kes GAC}[ﬁJ’ 4 2008 = 6 F | Hdif
FHEY (= ccNSO/GAC ‘?)f’ 5613 o IPvA=2 IPV6 -~ DNS 1o ===
PR S BEE Y L 2008 A (R LE :]l, *Fi - 2008 & rfA X RIEE

2008 i 2 f|

B & * [IDN in cc Space(n%ggﬂ Fz’ﬁtjz H{ﬁ% 5. (fast track
modalities)) -

PR AR S = Vg @I e L
&+ newglLD % Y4 15 ﬁﬁ'ﬁﬁ‘ﬂ«ﬁ

IGO ¢ ALY it

i N G

GAC a5 » CIJ}AF[?}Q_LT_LKAII ‘J&ﬁ %%&_ﬁc JI&:[’EAE'J;;(_%@AT;F%%%
AR - (fast track modalltla))

2008 = 6 k|

M iz IDN in cc space(%@ﬁtjm I?L{Ef’ﬁ [ A - (fast track
modalities)) -

&+ newglLD & = J—F«?ﬁl[@ﬁ% o

IDN mccspacef I SEHE

IGO & iy iy . (s (4 GNSO PDP ﬁg]:?;) .
;ﬁrﬁt,af;@u:ﬂag,;,ﬁﬁg VR -
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B GACIDN TLDs ’_F,'LEIU(?]‘?F’E/T;Q%) o
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B GAC & > EIJT‘FIE%%-QT—FEFA j&ﬁ[l Lifﬁ%[*%&%\?‘ q‘:.—(rﬁﬁgﬁ;,\
) °

B GAC ##E(= /Fw ~ 3hb H rﬁbmrﬁ ENAC L) -

TR R R E B TR -

3.2.1.10 @ ¢,

KT 182 % Ms. Maimouna Diop Diagne ; ’QE@WT% 2008 = GAC
TEN “ B PRy { E”%\}[ﬂj’?};é‘?fﬁﬁfjl%“_%%\,—: - GAC i
Frank March % JD:,Jr"\ | Graham ,H;EI— B = ?‘?EF HIEF GAC BB e
HYE R

Tl YRR BRI L GAC Uik 2008 5 ENAC (73504, -

Ms. Suzanne Sene( = )

Mr. Sune Jin Christensen(L£] %)
Ms. Manal Ismail (5 %)

Ms. Olga Cavalli(fir £-Li=)

Mr. Brenton Thomas(jy)

GAC ;ﬁ;ﬁ_w"‘ﬁéﬁ GAC &% F'lrf“ g & A 6 2 F
(Nominating Committee) £ (BIRE
3.2.1.11 W Vint Cerf zi=;

GAC il ICANN ZEIgi g7 = ??J Vint Cerf I fgal (E gk Bl - gTJE[
#=phe ICANN Bﬁrﬁw’ﬁ%i’f?éﬁﬁiip@ BB o o B RLIELA ]
Fl s S A 4 VA g as )
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3.2.1.12 ﬁ&,é{
ICANN T* o ﬁﬁ;?,ﬁlﬁz‘ 2008 & 2 F| 9-15 [IKS[| ™ #1l
ﬁ[%\ﬁ °

3.2.2 iffs 76 ¥ B (CccNSO) :Fb?%
¢ B = EJ*FI 30 % st ccTLD F{.IEIEHFF r\‘%fﬂ'ﬂ I EIJE[J[
*IL‘E' AL i N WA AIE o IDN RLA P ceNSO i =
F@'F”‘]‘Tuﬁqﬁﬁ_ » E el I E[J?F
Byt IDN 7 [ g ,HFJ'JS‘if © [y IDN CCTLD pify 1 i
AT ’mm@ﬁ Wk o 1) 0% BB IDN ccTLD « 55 =) 52
% EH B GAC 1 {1(f 2 1) - coNSO Eﬁ;a(r[_—ﬁ@)\z £
GNSO (v & 2 £ ALAC [*% 1 74 5 R +1 £ SSAC &
* ~ % 2 # ICANN 7 &+ AN L) “”’%’Fﬁ%ﬁ ZJ&}{ F Fﬁ%ﬁi
B HAE T frE'F%fW P =B 4% 5.
ccNSO = GAC #~ % -~ ICANN fﬁMF}gFﬁF Vi e iﬁ,ﬁ”ﬁ
F“«& z[f“jﬁmﬂ‘ﬁ CCNSO i = I/ fast track [y IDN ccTLD fy
RN riffr~ B o T2 Tk (O ] ) o B 278 5 FF FRPpd ™ o g
e IDN FJWHIF,%PIT%EE - M2 KE“FQP[E e S F B o o
=0, A 8 fe LT ﬁl}*? py IDN ccTLD i % - cCNSO
o F 150 3166-1 A (1A &) di s I PY2RL £ ﬁﬁﬁ&;{ﬁﬁj%j\ﬁ:ﬂ[ﬁ%
£, IDN fy ASCII gTLD - g“jtggg IDN & #5328 58 5 - FU R =
L 11 ;ﬁdx PLF'I * root zone [V [1> ® A% 4 F 10 F] 15 FI -2V gl B test
=T I ] 2% S E 0 & 47 Autonomica laboratory test of
A-labels (IND TLDs)(=I#*> 4 & 2 F| 5 54 3f]=4) ~ IANA Procedure for
the Insertion of A-labelsinto the Root Zone - IDN TLD Root Server
Performance / Tolerance Document - I'| % IDN TLD Application
Evaluation Facility = -~ # B & + ¥ F - f % B
www.icann.org/announcements/announcement -28oct07.htm -
E&Eﬁ LA B 2R L s F) 55 B - ceNSO Council;{%’ggm
self- selecflon ﬁkﬁfﬁuﬁé’;“&i R S A T JFHEJEETJ/ ccTLD E‘.j
B3R (RLAT! ﬁﬁgiﬁll&bﬁ&

4

*&u

_J:li\

1


www.icann.org/announcements/announcement-28oct07.htm

3.2.3 DNSSEC ﬁlféﬁ pﬁ =

R [\)NSLi Inte”:[et ﬁEIF;I ’[Ljﬁlﬁﬂﬁg}»ﬁ‘p F"’r‘é '[Ljﬁ_%ﬁ'\ﬁ'g UI_IJ&:IE[I DNS/\I,LE:
IP 5 ds & Jﬁ‘lzel » # DNS &k 1 ﬁ SET () Internet J{%eﬁifglg FHASZR
O DNS {77 Jjﬁf [y J"}*{—L}; ER H E’dlﬁﬁa‘{ﬁ};PJ%E& DNS IV &vg] pLixds
}Efﬁ‘[ #f Internet i J%&?F%'E[ IF‘,@H %%~ DDOS -

Pdﬂ—**"[j[l[r? Pz[ﬁk DNS 1fisgi = ICANN ﬁj@[fyllﬂ J—;&EE /- El IJ ILJEJ%i
T kA DNSSECLH[ 1Y Bl DNSSEClFL 2 fE 7 ICANN % IETF
= {rljﬁgfig;jgf lJﬁ‘]‘-F ifl 1o R E TR TE P IETE AR e DNSSEC #j
puEry RFC 7 i ,iﬁﬂﬁéﬂﬁgu RFC gy s i AN REEUEVR » PRI ]
25y ICANN ﬁ’ﬁﬁ%ﬂlﬁﬁj DNSSEC pfjﬁlréjg workshop p9ﬁn%y;ﬁ§§ﬁ
DNSSEC it -

# % ICANN & 3 [R5} DNSSEC EIU]E&@'[\H:?T%@%FP 2RI
%F_:FI—’\%E&, E I‘F‘J‘IJ"‘J : 13:55"" DNSSEC iEH:j% Iy ccTLD 3% I—IE‘KF&F& @:g c[J}‘FI
EIF,}ﬁ(TWNIC) FI4 JPRS - i NIDA % IANA o

& CCTLD ¥ ey ool IR [ DNSSEC fi Jr%?ﬁ HhGH
ﬁé[’tm{— B E'ﬂr 1 H - /?Ejﬁ H@D«I]%EF,TUYI: )7+ DNSSEC ﬁ [ Ry ﬂifﬁ
%gj FUA AN E TR AR IANA ;’T”FJIEIﬁfJFILJ root JHJZE 55 » TWNIC

,,M g DNSSEC 1R R JHIREHN - i@y plifs o % A]KT'” U :
ccTLD p;l‘ey;t KRR E j‘ TS DNSSEE )[E{H‘ l/r EE((/I zone
walking =) » lﬁiﬁf IREV vk wefﬁu IETF [IPJZQ—‘}{ Ak Ijul;[;ﬁ?iﬁﬂf 1T
v RFC 51 7] ) ﬁlﬁrg DNSSEC I/E&F%?rﬂfﬁi http: //Iosangele£2007|cann org
Inode/77 ([ iF5Z] -

324 [fgE ¢80 20 (GNSO) %
“+ GAC/IGNSO E’ﬁ% F—Irlff GNSO ﬁﬁ;} jdﬁws% EE%FIF{]”W,,

(1GQOs) 4 #&! Ef@q\bﬁﬁ*ﬁﬂﬁﬂ > [ FRRE T A pu GNSO “flljF?
(CouncH)L— Ljﬁai@gﬁm 5t 5 A 3 (PDP) - GNSO HE WHOI
OPoC (Operational Point of Control)z’ﬁJrj-% R

GNSO &7 R 6 /| Hjfiv rﬁ’ﬁﬁf f 2 ] - e 2t 5

2 OPOC .35 72 Jjie2 2 (7 el T on ve 5 B — hifk (EIE T o $150 OPOC e gt 1 -
BFEADR T fAABE AR R LA LN AT AR AFRLE G L3 pﬂzmmwr’ .
12



RS ek E L g N A SR VR IE A S
IRLE B % 6% 20, %) B gTLDsTﬁEé« PRS2 =R 5 F U M
o7 [ERLA 9 BB 5 A R A

3.2.5 ~1§*f u:§F 7 (ALAC) Tf

=R Eﬁﬁﬁ& Jﬂ&“nﬁ*g i 7% (Regional At Large Organizations,
RALSS)[*%#EJ?KF Eﬁlj@"é f%?ﬁ%% E'ﬂ[ﬁ:T Ii ) ]E[ (QF%%[‘/&T“
R D RALOS @SSP EF R - 1 iR
;@”F%'[‘gl:ﬁ@%:ﬁﬂij U, E,J;ﬁ gTLD, IDN = = RSP IDN ¢ i
#d (fast track) vyl 3 - ALAC - Fiof ICANN LR 2 Ui oo

3.2.6 ICANN ﬂg.g“%%
F AR S O RIARE D AV i
1. F.ﬁﬂ;&ﬁ IDN = {52 o I APk it IDN HI% Vg
It
2. ICANNiL:];rF’P%ﬂyA ccNSO Council 17 ICANN ByZEIE, 855 75
HEY ;[ e ﬁalj\ﬁlﬁggﬁﬁr AEEL E,Jyf[ GNSO - ccNSO
ASO - GACbALAC
3. ICANN # Q*Fﬂfv'ﬂ* ICANN — &+ £t 2008 = 1 E VR
~ [iBiy new gTLD sk 72 1 Hl%ﬁﬂﬁwuﬁﬁf,  PIALE W
,\_l—jl%i:l’gﬁ]ll:u °
g%‘ﬂlzjr— s ,_[. = Lfl?‘i—% 7;/¢ {F‘*&%F% JFEJ » ICANN %
gby Fﬁ%ﬁiifﬁ*ﬁﬁ”l_‘ A

1.5? = f N R R W B B ccTLD HY R H b E
Accountability Framework ;

2.2 AFRIREGISTER of Burrundi % = Registrar
Accreditation Agreement » AFRIREGISTER of Burrundi £l
FUR8Y = S T ZEYY L L B9 pY Registrar -

ICANN 4 < ﬂ;{zj’%’ CITEL(Inter-American Telecommunication
Commission of the Organization A merican States)
CTO(Commonwealth Telecommunications Organization) =

13



4.2

4.3

R R

TE& | 3F [ P}J LIRS

GAC Plenary Fﬁ?%

I A GAC Plenary H@;F cert.br % 2006.06-2007.09 L3
K Sﬂas«' VH%@B[#(SPAMg BN > EUHTE 153 7343 177 -
N %If - seednet ~ ] el e ViR 55 IHJIﬂ‘f'J 5 u(i/['BITH‘ 6) -
AR P AR BTS2 B TR
ﬂ%{g'\[@l spamhaus 5 ﬁ%ﬁl‘(http :/Iwww.spamhaus.org/ ) - f i 2007
Pl (UOBRHE 7 - 2SI i 10 s spam ik ([
hlnet.net £H15T 4 A 5E32 spam ISP) -

[H—ﬁ[r H‘ SI —'\

DNSSec ﬁlﬁéfij QF _;kbj“]g

NN Fﬁ—ﬁ, ICANN ﬁ 1+~ JPRS 1y Shinta Sato~ NIDA iy HanSang Lee
=2 TWNIC Z759 35 R ikf 14~ dRpeesy 47 I+F v DNSSec pJ
[??I fit 'T%F i ICANN S5 DNSSec 7 iy ILJ:E"ITIF““J%?F‘E
e~ . JPRSZ2 NIDA ?B%n ffir*'] DNSSec 5} zonefile AR
TSP P E &“Eﬁ%ﬁ IJFﬁij;;t ’IFFQ 2. JPRSZ= NIDA %77
DNSSecE‘Hﬁ;ful;“:? ﬁllglpj 3 Ejlif&t;: [TF

CNNIC f15 31 7
CNNIC % 11 ] 1 FIpY ICANN Public Forum F| g SPRT

?‘E—' [ITPE?ITF‘E'HITP =+ IDN @F' JJE J?ylfljjﬁij{%—] FTJ =]
DG aa@%ﬂ' R E WY I %;j’:g’j’[r, NICT iy %,ICANN Board
e 55+ (BEEIB O R A0 R (DN B -

7

1. =% GAC ¢ ZF HE~1 % “Selection of IDN ccTLDs associated

i

14



with the 1SO 3166-1 two letter codes” ¥ {f Aty zE 2 3
@’ﬁ_ﬁwu—H@P’WHﬁ%GNﬁ?Wﬁoﬂqﬁ
Ry LR o 4 %@5: ; ”;l‘:rth GNSO JEJ Fifkl |I;~ ['ﬁi > cCNSO .
LR ﬂ[aszlﬁé%’r F:‘quéf BT /@gﬁﬁ‘ GAC K chso /E@ﬂ ,
IR s GNSO S IDN B = & % o i Y3 -

. Jit RegisterFly.Com Ard |58 Vi {F » TWNIC &+ S5 ’J'Ejz_iﬁl%g
P ARG D R R Y B L) R
MR

. B ICANN fUsE (mp iRt > I W ? Flﬁgﬁ;lﬁ AR Fﬂ[
%ﬁﬁﬁﬁf wmﬁﬁi%ﬁwPACANNEﬁpﬁI ' ~

T ’ IZ'*TZI%IE r%' L%[*J%E%% °

.

7 (25 B AR 0 B P T L M L e R S - E AL
IDN o ORI F 0 B B R HE D - ARl a o %
DS

CHE gk IPv6 ¥ ICANN (] = %Ll £, “ internet’s vital
expansion” 13w .J ,i&%“ GAC AN R = T
%Fﬁtyw@mﬂw@ﬁrﬂPH@ﬁ; 2 %'B%éiﬂ
/’?“/Fﬁ'“"ﬁ‘ﬂ B 1R B ISP ROR *?ﬁbﬁ 5
AN CIERRTREN T (WA ‘JFﬁeﬁ%”‘J[ﬂJ jF"'FIr]
. [1fj] ICANN IDN = [/ 5 (IDNWG) % e -2t sy o » 254,
IR R U ﬁWW@@ﬁWO
b i F[Jf:[ ﬂf“[ﬁ?'uf*?cﬂ[ﬁ%ﬁ[' +ccNSO rﬁﬁ'{
(ccnso.icann.org/applications/archive/ msg00221.html) >
i? g E 3 H o p ICANN 75)% ol %Eﬁﬁlfﬁ%gﬂ
FF” il B ‘%H* °
N j«l@ﬁfu spam ﬁlﬁrgﬁtﬁj LL,ISPi:gEfﬁ&ﬁrmPp =
;lfglmw&ﬁ[g[;c REEE IR EE N ES ¥FF” » ISP 2 S50 e 2322 1]
L—ﬁ'J ZE{F > P ECBrIRERCER (oo KL S spam U
WWV?%{@%#W%?M“%@%%*”%@F%
(AR RSl tat T R U AN T ING

15



0T T I S o L) DR S g

6. [ {F
L. ICANN 2007 5 ji¢ /6% 7 3 3%
2. GAC 2007 i jis 6% 1 %

w

Issues paper: Selection of IDN ccTLDs associated with the
SO 3166-1 two letter codes

Draft Charter IDN Working Group

IDN ccTLDs? Designing An Interim Approach (Draft)
U 2006-2007 = SPAM il %< Ry ¥ 7k £

# [ spamhaus 2007 = 11 F| SPAM i 5 v

N o o bk

16



ICANN 30™ Los Angeles 2007 Schedule and Agendas

Saturday 27 October

09:00
14:00

17:00 GNSO CouncilW oking Session
18:00 GAC W orking G oup on IDN's (CLOSED )

Sunday 28 October

09:00
09:00
09:00
09:30
10:00
11:15
13:00
14:00
14:00
15:30
16:00
16:00

10:00 GAC W orking Group 1: DN s in gTLD Space (CLOSED )

16:00 GNSO CouncilW orking Session

18:30 A td.age Advisory Comm ittee M eeting (CLOSED )

17:00 A tl.age Regional Secretariats, 1 st Session

11:00 GAC W oking G oup 1:Follow -up ©o W hois and New gTLD s (CLOSED )
13:00 GAC W oiking G roup on IDN s (CLOSED )

14:00 ICANN Board /GAC JointW otking G oup (CLOSED )

15:30 JANA W orkshop: IPv6

15:45 GAC W orking G roup 2& 4:M eeting w /ccN SO Council (CLOSED )
16:00 COFFEE BREAK

17:30 JANA W orkshop Part II: IPv6

18:00 JomntGAC/GNSO CouncilM eeting

Monday 29 October

07:30
08:00
08:00
09:00
10:00
10:30
11:00
11:00
12:30
13:00
15:00
19:00
19:00

08:30 Fellow ship Participants M eeting

17:00 ¢cTLD TechnicalM eeting

09:00 Intellectual Property Constituency s W hois Infom ational B riefing
09:45 W elcom ¢ Cerem ony

10:30 COFFEE BREAK

11:00 ICANN Public Forum : President's Reportand Com m ents
12:30 W orkshop:GN SO Im provem ents

12:30 DNSSEC In The Field: A sia-Pacific and IANA

13:00 LUNCH BREAK

19:00 GNSO W otkshoponNew ¢TLD s

15:30 COFFEE BREAK

20:00 W_elcom e Cocktail

21:00 ALAC & RALO Secretariats JomntM eeting, 1stSession

Tuesday 30 October

07:30
08:00
09:00
09:00
09:00
09:00
09:00
09:00
10:00
10:30
11:00
11:45
13:00
14:00
14:00
14:00
14:00
14:00
15:00

08:30 Fellow ship Participants M eeting

12:00 Coss Constituency M eeting
17:00 gTLD Registries Constituency M eeting

18:00 Registrars Constituency M eeting

17:00 Non-Comm ercial Business U sers Constituency

17:00 ccNSO M em bersM eeting

10:30 GAC W oiking G oup 7:GAC Refom s (CLOSED )

11:00 A tLamwe Community M eeting w ith ICANN Board M em bers

13:00 A tl.arge North Am erican Region M eeting

11:00 COFFEE BREAK

11:45 GAC W orking G roup 7:D iscussion of Inputon A ccountability (CLO SED )

13:00 SSAC Briefing forGAC and c¢cTLD Operators on DN SSEC (CLOSED )
14:00 LUNCH BREAK

16:30 GAC Plenary (CLOSED )

17:00 Intellectual Property Interests Constituency M eeting

17:00 IntemetService and Connectivity Providers Constituency M eeting
16:00 Comm ercial and Business U sers Constituency M eeting

17:30 A tLarge Advisory Comm ittee M eeting, 2nd Session

15:30 COFFEE BREAK
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Carmel Room
La Jolla Ballroom

La Jolla Ballroom
Carmel Room
Century A/B

Newport B

La Jolla Ballroom

La Jolla Ballroom
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International Ballroom
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International Ballroom
La Jolla Ballroom
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International Ballroom
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International Ballroom

Pacific Ballroom
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International Ballroom
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Newport C
International Ballroom
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15:00
16:45
17:00
19:30
07:30

16:30 A tl.arge Regional Secretariats, 2nd Session

18:00 GAC M eeting w ith the ICANN Board (OPEN SESSION )

18:00 M eeting:Caribbean and Latin Am erican ¢cTLD s

23:00 GALA Event@ Sony Studios including O fficial Tribute to V intCerf
08:30 Fellow ship Participants M eeting

Wednesday 31 October

08:30
09:00
09:00
10:00
10:30
10:30
12:00
13:00
13:30
14:00
14:00
15:00
15:00
15:30
15:30
17:00
17:00
21:30

10:00 0 pen GNSO CouncilM eeting

10:30 GAC Plenary (CLOSED )

15:15 ¢cNSO M em bersM eeting

10:30 COFFEE BREAK

12:00 O pen GNSO CouncilM eeting continued
12:00 ASO W orkshop

13:00 LUNCH BREAK

14:00 W orkshop: IntemetG ovemance

15:00 SSAC Open M eeting

15:00 W orkshop: ICANN T ranslation Policy
18:00 GAC Plenary (CLOSED)

15:30 COFFEE BREAK

16:00 AntPhishing W orking G oup

17:00 A tdLamwe Community Registrar A ccreditation A greem ent RAA ) TutorialN orkshop

17:00 D raftStrategic Plan and the Revised Fram ew orks and Principles forA ccountability and T ransparency

18:30 W orkshop: ICANN Nom mating Comm ittee R eview

18:00 ¢cNSO CouncilM eeting
22:30 APRALO M onthly Teleconference (CLOSED )

Thursday 01 November

07:30
08:30
13:00
13:00
14:00
15:00

08:30 Fellow ship Participants M eeting

13:00 ICANN Public Fomum

14:00 LUNCH BREAK

17:00 ALAC and RegionalA t{.arge Secretariats JontM eeting, 2nd Session

17:00 GNSO CouncilD iscussion of Input from M eetings
15:30 COFFEE BREAK

Friday 02 November

07:30
08:30
13:30

08:30 Fellow ship Participants M eeting
13:00 M eeting of the ICANN Board
17:30 3rd DNS-OARC W orkshop
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ICANN
Governmental Advisory Committee
LosAngeles, 31st October 2007

GAC Communiqué - Los Angeles
October 2007

[.INTRODUCTION

The Governmental Advisory Committee (GAC) of the Internet Corporation for Assigned
Names and Numbers (ICANN) met in Los Angeles, during October 27 -31, 2007.

40 members and 2 observers participated in the meeting.

The Governmental Advisory Committee expressed warm thanks to ICA NN for hosting the
annual meeting in Los Angeles.

[I.1DNs
The GAC welcomes ICANN'’s progress on the introduction of test IDNs in the root.

In Los Angeles, the GAC had a brainstorming session on possible answers to the joint
ccNSO-GAC issues paper: selection of IDN ccTLDs associated with the 1SO 3166-1 two
letter codes. The discussion mainly identified basic principles of agreement and highlighted
issues that need further consideration. Discussion will continue on the answers with the
intention of producing a final document at the Paris meeting in June 2008 as input to the
anticipated ccNSO Policy Development Process.

The GAC reaffirms support in principle to the possibility of a fast track approach and
welcomes the proposal of the ccNSO Council to create an IDN working group. The GAC
will actively engage in the process.

[11. WHOISissues

The GAC welcomes the opportunity to respond to the “draft ICANN Procedure for
Handling WHOIS Conflicts with National Privacy Laws”. Due to the complexity of this
issue related to the diversity of national policies and procedures anong GAC members the
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GAC does not believe a uniform process is workable and accordingly the interim solution
from the GAC’s San Juan communiqué should be the basis of resolving any potential
conflict:

... specific cases should be referred to the relevant national government for advice on
the authority of the request for derogation from the ICANN gTLD WHOIS palicy.

The GAC reiterates its recommendation outlined in the GAC WHOIS principles that a s tudy
on uses and misuses of WHOIS data should be undertaken by ICANN and is prepared to
contribute to the elaboration of the terms of reference of such a study.

I'V. Accountability principles and definition

The GAC acknowledges ICANN’s commitment to make further progress on transparency
and accountability. In response to an ICANN Board request in San Juan the GAC submits a
paper on Definitions of Accountability in the ICANN Environment (Annex A) as an input to
the ongoing consultations on the “Accountability and Transparency Frameworks and
Principles”

V. IPv4 free pool depletion and the deployment of 1 Pv6

The GAC received a briefing from the NRO and appreciates ongoing work within ICANN
in raising awareness about 1Pv4 and I1Pv6 issues. Specifically, the GA C noted the important
need for the continued good management of the IPv4 address space in light of the depletion
of the free pool and the urgent need for initiatives by all relevant stakeholders to ensure the
acceleration of the deployment and use of IPv6 addresses. In this respect, the GAC noted
the particular importance of such matters for developing countries.

V1. SSAC briefing

The SSAC provided a briefing to a session of the GAC aso attended by the ccTLD
community which gave a useful opportunity for discussion of issues surrounding the
deployment of DNSSEC and issues related to signing the root. The GAC will keep these
issues under review.

VIl. New gTLDs

The GAC appreciates the work done by the GNSO regarding the proposal for principles,
recommendations and implementation guidelines for new gTLDs. After initial anaysis the
GAC draws attention to the fact that the proposal does not properly take into account
paragraph 2.2 in the GAC principles regarding new gTLDs, in particular on the avoidance of
country names. In practice some countries would not be in a position to avail themselves of
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the proposed objection mechanism especially those not participating in ICANN activities. The
GAC will monitor the implementation of the new gTLD policy and the new g TLD application
round and will provide further input as necessary. GAC members also agree to reflect on the
need to provide advice on the final report by the GNSO on the introduction of new generic
top level domains.

VI1II. Institutional issues

The GAC welcomes the announcement by the United States Department of Commerce that
the mid-term review of the Joint Project Agreement will be conducted as planned through
March 2008. The GAC will consider contributing to this review process.

Having discussed possi ble ways and means of implementation of WSIS outcomes in relation
to Internet governance relevant to ICANN mandate and suggesting to improve
communication about ICANN'’s relevant activities, the GAC considers it useful for ICANN to
include, where possible, in its annual reports information on steps taken by the organization
and its constituencies in implementing relevant outcomes of the Tunis agenda.

I X. GAC working group reform and wor king methods

Taking into account that all supporting organizations and advisory committees and the Board
are undergoing review, the GAC revisited its current working methods.

Following its initia reflections, the GAC considers that trandation of its deliberations and
main documents into other languages would benefit the majority of GAC members,
non-native English speakers.

X. Work Program 2008

IDN deployment will be a major priority for the GAC in 2008. The GAC is committed to
provide written input to the ccNSO/GAC list of issues by June 2008. Matters related to 1Pv4
and IPv6 addressing and the security and stability of the DNS are considered as matters of
priority in 2008.

The work program is subject to review and will be adjusted as challenges arise.

XI. Elections and nominations

Ms. Maimouna Diop Diagne from Senegal was reappointed to the position of Vice Chair of
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the GAC for 2008. Elections of two other Vice Chairs will take place in the New Delhi
meeting.

The GAC thanks Frank March from New Zealand and Bill Graham from Canada for their
service in capacity as Vice Chairs and their outstanding contribution to the work of the GAC.

The following members have been designated to serve as GAC representatives to the
Emergency Numbers and Addresses Committee (ENAC) for 2008:

Ms. Suzanne Sene (USA)

Mr. Sune Jin Christensen (Denmark)

Ms. Manal Ismail (Egypt)

Ms. Olga Cavalli (Argentina)

Mr. Brenton Thomas (Australia)

The GAC will provide advice concerning the role of the GAC Liaison to the Nominating
Committee in the course of the Nominating Committee Review. In the in terim, the GAC will
defer the appointment of a GAC Liaison to the new Nominating Committee.

XI1. TributetoVint Cerf

The GAC acknowledges the outstanding contribution of the Chairman of the ICANN Board,
Vint Cef, and expresses its heartfelt gratitude for his commitment to ICANN and
development of the Internet in general. Particularly, the GAC acknowledges his efforts in
promoting accessibility of the Internet in the developing world.

* k % %

The GAC warmly thanks all those among the ICANN community w ho have contributed to the
dialogue with GAC in LosAngeles.

The next GAC meeting will be during the period of the ICANN meeting in New Delhi, India,
9'"_15" February 2008.

Los Angeles, 31st October 2007

22



Annex A
DEFINITIONSOFACCOUNTABILITY INTHE ICANN ENVIRONMENT

There are several ways to look at the definition of accountability. Each has its own
implications when applied to ICANN. This paper represents current GAC thinking on the
issue, and is offered for consideration by the ICANN Board and the ICANN community more
widely:
Accountability in the public sphere
In the public sphere (i.e., governmental), GAC members collectively have a wealth of
experience. Our experience is relevant to the extent that ICANN performs a public trust
function -- which seems to be an assumption consistent with the nature of the Corporation as
defined in particular by Article 3 of the "Articles of Incorporation”. But it would not be
reasonable to suggest holding ICANN to the same standards of accou ntability that would
apply to government officials, who in democratic societies are held to quite a high standard of
accountability to the political level, and through them to the population. On the other hand,
governments’ definitions of accountability mi ght prove useful for our consideration of this
topic, and in that light GAC offers the following definition:

Accountability is the obligation to demonstrate and take responsibility for

performance in light of commitments and expected outcomes.
Governments often have mechanisms in place to assure the public that they have behaved
responsibly, including mechanisms for reconsideration of decisions. This can take the form of
an audit or evaluation, usualy performed by an independent officer, such as an audit or
general, inspector general. Others use outside auditors. These are integral to a system of
checks and balances. As outlined in the Draft Management Operating Principles, ICANN does
have review mechanisms (Board Reconsideration Committee, Independent Rev iew Panel,
Ombudsman), but these are somewhat circular in that they all return back to the Board for a
final decision. The ultimate external accountability mechanism is succinctly stated: ICANN
can be taken to court. While thisis true, the cost of undertaking a court action against ICANN
is prohibitively expensive in both cost and time.

Another aspect of accountability in the government realm can be referred to as a culture of
accountability. For example, it is possible for an organization to have a good definition for
accountability and good bylaws, but the culture of accountability can determine to a large
degree how these are implemented. It is useful to think about how ICANN interprets and
implements its existing mechanisms. Good policies can fail if appropriate enforcement is not
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provided, as recent experience has shown. More can be done in that respect. The definition of
Internet governance in the Tunis Agenda refers to “the development and application ... of
shared principles, norms, rules, decision-making procedures, and programs that shape the
evolution and use of the Internet.” The "application" part covers both implementation and
enforcement.

The GAC aso considered the importance of the role of the ICANN Ombudsman in the broad
accountability regime. The Ombudsman’s role is to help assure ICANN stakeholders their
problems will be addressed. That he cannot overturn decisions, and can be fired by the Board,
serve as a check on his powers. A quick look at the 26 October 2007 Ombudsman’s report
shows that some recommendations were and some were not acted upon. In at least one
country with an Ombudsman similar limitations exist, but there the government has very
rarely not complied with Ombudsman recommendations (and has never dismissed an
Ombudsman). ICANN might consider what it can do to strengthen the visibility of the
Ombudsman as it seeks to improve the organization’s accountability. This could be
accomplished by responding more vigorously to the Ombudsman’s recommendations where
possible, as a way of demonstrating its commitment to accountability. In cases where the
ICANN Board determines it would be inappropriate to comply with a recommendation from
the Ombudsman, as a general principle the Board should publicly state its reasoning,
understanding always that in exceptional cases confidentiality may be deemed essential.
Finally, when selecting a new Ombudsman, ICANN must employ a clear and transparent
mechanism to ensure the appointee will have the respect and support of the full range of
stakeholders. This is important to diminish the risk of the ICANN Board’s having to dismiss
the Ombudsman, an action which would not be well regarded by either stakeholders or the
world at large..

Accountability in member ship organizations

In the realm of membership organizations, accountability is to the members. That is usually
thought of in two ways. First is fiduciary accountability ensuring the appropriate and
responsible handling of funds. Second is political accountability whereby the members have
an expectation that the executive perform functions in line with the wishes of the membership.
The first is usually affirmed by auditors. The second is usually accomplished through
elections (whose results can be affected by what is said by auditors). This is difficult in the
ICANN context, where there is no membership, but there are “stakeholders,” "participants”
and "affected communities,” some of whom have expressed a desire to see political
accountability mechanisms in place, in addition to the fiduciary mechanisms. But in a context
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where there is no defined membership, it is more chalenging to find an appropriate
mechanism for political accountability. The GAC is not 100% persuaded by the argument that
one difficult election experience rules out the possibility of any type of election mechanism
being more successful, but | recognize more work is needed. A PDP or other open process
may be the appropriate mechanism to ask stakeholders of al typesto state precisely what they
believe is missing from ICANN’s political accountability. The GAC notes that the current
reviews of the Board and of the NomCom are likely to attract useful comments on these
topics.

Accountability in non-member ship or ganizations

In the realm of non-membership organizations — there should normal ly be accountability to an
incorporating body. Thinking in terms of NGOs and not -for-profit entities, these are usualy
incorporated in some jurisdiction. Accountability is usualy of the fiduciary type -- ensuring
that funds flowing into and out of the or ganization are handled in a manner appropriate to the
charter, misson and aims of the organization — and there can be broader accountabilities
governing responsible behaviour by the entity. ICANN is obviously this type of organization,
and it has a fairly conventional mechanism for ensuring these types of accountability. Like
most non-membership organizations, ICANN also holds Annual General Meetings and issues
a public Annual Report. The issues and debates around accountability seem to me to be
framed by the expectations of some participating individuals and "communities' (see
membership organizations above). The issue for ICANN's Board seems to me to be whether
or not to attempt to find new ways to address the demands/desires of those individuals and
communities.

Other considerations about accountability

Business entities also have accountability mechanisms, often a mix of those mentioned above.

With regard to fiduciary accountability, there is amost always a requirement that finances be
managed in a manner appropriate both for the proprietors or investors and for the state (which
has usually got expectations related to taxation, compliance with laws, and in some senses
with ethical norms of behaviour). Sometimes a political mechanism is used to ensure
fiduciary responsibility (shareholders meetings, Board elections), sometimes a more
administrative approach (appointed Boards, Annual Meetings, Annual Reports, etc.). The
market also imposes its own kind of accountability: investors/shareholders/consumers “vote”
by providing or withdrawing resources. This environment should perhaps be examined to see
if any models can be found that would have lessons for ICANN, but the fundamental

difference between the imperatives of for-profit businesses and not-for-profit organizations
may muddy the waters. The fact that ICANN's responsibilities for naming and numbering

have significant economic import for business entities suggest to me at least that some
consideration should be given to accountability mechanisms in a bu siness environment. In
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this respect, ICANN needs to be accountable to the community, and to anyone materially
affected by its decisions.

The point of looking at these different models is to provide a framework for GAC to use in
looking at "accountability and transparency” of ICANN. From the perspective of the GAC,
ICANN has been making good progress on transparency issues. Nonetheless, the GAC
believes a few issues remain to be dealt with: making information more easly/readily
available isjust one part of the process. Other important elements involve making certain the
information is succinct, usable, and placed in context. The purpose of particular postings or
deliberative processes must be made clear, and sufficient time has to be alowed for the
submission of comments. Once comments have been submitted and reviewed, the results of
the review need to be written up and explained, to facilitate a clear understanding of the
premise and scope of whatever decision istaken by the board.

GAC members are aware that the ICANN Board sometimes deals with sensitive issues, such
as cases concerning delegation and re-delegation, where it is not appropriate to publish al of
the information considered in the decision making process. However, even in those
circumstances, when the ICANN Board publishes its agendas and minutes it should identify
which topics are regarded as sensitive, and offer an explanation of why they are considered
sufficiently sensitive to justify keeping related information confidential.

After thinking through the framework above, it is clear that the issue of "accountability” for
ICANN is difficult. By many measures, ICANN seems to have a reasonable set of
mechanisms in place to assure accountability in a non -member organization, recognizing that
improvement is always possible. The question the GAC would like to pose in this paper is
whether ICANN's Board is satisfied that the organization is doing as well as possible not only
to meet the requirements of its Articles of Incorporation and related off icial requirements, but
also to answer the needs vocally being expressed by individuals and communities interested
in the organization?

These questions will no doubt be addressed through the mechanism of the upcoming 2007
Review of the ICANN Board, for which the terms of reference were posted, with comments
due October 11. The draft terms of reference clearly open the door to consideration of the
issues outlined above. Similarly, concerns around accountability in how the Board is selected
will be the subject of ongoing deliberations, through the review of the Nominating Committee.
The review report will be submitted to the Board and posted for public review and comment.
Looking at accountability in these three different environments, it is possible to draw out
some points that are common to al of them which can extend this discussion as it moves
forward. For example, no matter how defined, accountability can be assessed and measured in
terms of :

* processes by which decisions that affect the broader commu nity are developed and adopted;
» mechanisms by which the inputs and rationales for such decisions are explained (this
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includes explanations of what inputs are used in a process and why inputs received via a
public consultation process have been rejected) ; and
* processes by which stakeholders can raise concerns and seek redress.

The GAC also wants to point out that in some sense, ICANN’s mandate puts it in a situation

of having specific responsibilities to the entire global community. An Annual Report is a
useful mechanism to report on its stewardship, but the organization should take care to show

its sensitivity to the interests of the whole international community. The GAC’s message to

ICANN is that they may need to look for mechanisms to increase pol itical accountability.
This should be a consideration in the work of the President’s Strategy Committee, including

considerations of expanded internationalization.

In conclusion, the GAC believes that ICANN has made progress in its efforts to improve its

transparency and accountability. But the GAC aso believes that this must be an ongoing

process. As government representatives, we are committed to continuing to work with

ICANN and its communities in their ongoing work.

31 October 2007
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it 3

| SSUES PAPER
Selection of IDN ccTL Ds associated with
the | SO 3166-1 two letter codes

1. General issuesregarding IDN ccTLDs
Which ‘territories’ are eligible for an IDN ccTLD?

The existence of IDNs as ccTLDs assumes a direct relationship between an IDN TLD string
and a ‘territory’ as in ASCII ccTLDs.

a) Should this relationship be maintained?

® |n the context of IDN ccTLDs, a relationship should be maintained to a specific
geographical territory currently allocated to an ASCII ccTLD. Going beyond
territories may lead to gTLDs which is beyond the scope of the paper.

b) If so, should the “territories’ which are potentially eligible for IDN ccTLDs be exactly the
same as the “territories’ that are listed in the 1ISO-3166-1 list?

* All territories eligible for ccTLDs should be eligible for an IDN ccTLD.
® The process of identifying territories eligible for an IDN ccTLD should be the same as
the process used for identifying territories eligible for ASCII ccTLDs.
* Any changes to the current process used for ASCII ccTLDs should be equally applied
to the IDN ccTLDs process.
® The existing status as per the list of ISO-3166-1 list should be followed for identifying
the IDN ccTLDs.
c) If not, should another list be used or should another mechanism be devel oped?
d) Should anything be done about ccTLDs aready being used as gTLDs?
® The process of identifying eligible territories for an IDN ccTLD is not the right venue
to try solving the problem of ccTLDs currently being used as gTLDs.
e Concerned ccTLDs and gTLDs should evolve a consensus with all stakeholders.
e Safeguards should be put in place to prevent use of new IDN ccTLD asgTLD.
Should an IDN ccTLD string be “meaningful”?
An ASCII ccTLD string ‘represents’ the name of a * territory’ based on its entry into the ISO
3166-1 list.
a) Is there an obligation to make the IDN ccTLD string 'meaningful’ in its representation of
the name of a “territory’? For example, whereas .uk is 'meaningful’ because it is a commonly
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used abbreviation for United Kingdom, .au is not 'meaningful’ because t he commonly used
abbreviations for Australiaare Oz or Aus.

* |tisimportant to have pre-defined lists to rely on (reference table similar to one in 1SO
3166) when introducing IDNs, similar to the use of the 1SO 3166 -1 list for ASCII
ccTLDs.

® |DN ccTLD strings within those lists should be made as meaningful as possible.

®* An IDN ccTLD string should essentially belong to the character set representing a
language bearing a correlation with the country/territory name as well as is
meaningful. It is important that an IDN ccTLD has LINGUISTIC ICONS i.e. it
should be recognized by the community at large and should be also CULTURALLY
ICONIC i.e. acceptable to a user community.

b) If so, how is “meaningful”” determined and by whom?
® Strings within those lists should be made as meaningful as possible by internationally
recognized and/or collectively agreed standardization agency in consultation with
relevant government authorities and relevant language communities.

How many IDN ccTLDs per script per ‘territory’?
Apart from some exceptions, there is one single ASCII ccTLD per listed * territory’.
a) Should there similarly be only a single IDN ccTLD for a given script for each * territory’ or
can there be multiple IDN ccTLD strings? For example, should there be only one equivalent
of .cnin Chinese script for Chinaor .ruin Cyrillic for Russia?
® The number of IDN ccTLD strings should be directly proportional to the number of
languages/scripts used by the territory/country/state without any restriction on the
upper limit of the number of IDN ccTLD.
* During first phase, there should be one single IDN ccTLD per script per territory .

b) Could there be several IDN strings for a ‘territory’ in a script? If so, who would determine
the number and what are the criteria?
* Loca Internet & language community and the relevant government should determine
the needed number and the criteria for such IDN ccTLDs within aterritory.
c) If an IDN ccTLD string is not applied for, for whatever reason, should an IDN ccTLD
string that could be associated with a particular “territory’ be reserved or protected in some
way?
e ThelIDN ccTLD string of a specific territory, if unapplied for, should be reserved for
this territory.

How many scripts per ‘territory’?
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a) Can a ‘“territory’ apply for more than one IDN ccTLD string in different scripts if more than

one script is used to represent languages spoken in that location? For example in Japan more

than one script is used to represent the Japanese language.  In other words, should there be a
limit on the number of scripts each territory can apply for?

e A territory can apply for more than one IDN ccTLDs in different scripts if more than
one script is used to represent its spoken languages.

b) In what circumstances would it be appropriate to seek to in troduce a limit on the number of
scripts a ‘territory’ may choose to introduce for a ccTLD or any TLD with a national
connection?
* [nlater phases alimit may be considered only if there istechnical evidence that such a
limit is needed.

c¢) Can a ‘territory’ apply for an IDN ccTLD string even if the script is not used in a language
with any ‘official status’ in that “ territory’? For example, if the Kanji script is accepted under
the IDNA protocol, can Australia apply for a representation of Australiain t hat script even
though neither the script nor any language deriving from it has any 'officia’ status in
Australia?

* Thereisno reason behind such a limitation.

* |t should be l€ft to the concerned government to decide to use a script which is not
used in alanguage with any official status within that territory.

* Territories are expected to prioritize their IDN ccTLDs requests according to their
languages priority where it could be easily assumed that priority would be given to
languages of official status.

e |f alimit isto be introduced, this should be made clear before allowing a second IDN
ccTLD in order for territories to properly sort their priorities.

d) If “official status’ is required who will define it and who will determine it in each case?

* The responsible governmental authority for a territory / local internet community

should be the reference in defining its language priorities.
Number of charactersin the string?
Currently, ccTLD strings are limited to 2 US-ASCII characters and gTLDs to 3 or more. It is
understood that abbreviations can be problematic for internationalized TLDs as abbreviations
used in US-ASCII are not used on a global basisin al scripts. The underlying nature of IDN
makes the actua string inserted in the DNS aways longer than two characters when
expressed in Unicode (due to the IDNA requirement to prefix internationalized labels with
‘xn—"*). However, it is how the string appears in its non US-ASCIl character set that is
important. In this context:
a) Should all IDN ccTLD strings be of a fixed length, for example by retaining the
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two-character limitation that appliesto ASCII ccTLD labels, or can they be of variable length?
If a variable string length is introduced for IDN ccTLDs, should it aso be introduced for
ASCII ccTLDs?

It is not suitable to apply fixed-length limitation on all IDN ccTLD strings as this
would highly affect the meaningfulness of IDN ccTLDs.

There is need to allow for variable-length IDN ccTLD. Maximum length of a string
should be set by technical standards with stability, security and integrity in mind.

IDN ccTLD representing territories appropriately in local languages may spill to 4 -5
characters. The existing punycode barrier needs also to be re -examined.

It is not advisable to re-visit the 2-character limitation of the current stable and
operational ASCII ccTLD system.

b) Does moving outside the current 2 symbol limitation create any security, stability or
integrity issues?

Moving outside the current 2-character limitation should not create any security,
stability or integrity issues.

Variable length TLDs have been experienced with the current stable and operational
gTLDsand sTLDs.

New string-length limit for IDN ccTLD representation standard can only be created
through the process of consensus calling for RFCs conforming to the IDNA
requirements of security, stability and integrity and through a discussion among all
stakeholders.

¢) Who determines the appropriate label used to represent a new IDN ccTLD string, and how
are the set of characters used to represent this label selected?

Within the process of creating pre-defined lists for the various IDN ccTLDs, the
responsible governmental authority for a territory should be the reference in defining
itsIDN ccTLD string.

Internationally recognized standardization organization should be involved in
developing a reference table.

Are there any ‘rights’ attached to a given script?

In purely technical terms, a script is a collection of symbols. However, each of those
collections of symbols when put together in particular ways produce the ‘languages’ of
groups of people sometimes defined by borders, although very often not. These groups are
often referred to as language communities.

a) Should such groups (or their governments) have specia rights regarding those scripts? For
example, should the Korean language community be entitled to restrict the use of the Hangul
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script? If special rights exist what is the procedure to exert these rights and resolve
conflicts?

e Within the context of the IDNA protocol, lan guage tables should be defined only by
the relevant language communities / internationally recognized standardization
organization, then posted for public use by any registry. The use of those language
tables should not be restricted in any sense.

b) Can anyone get acceptance of a script under the IDNA protocol or are there restrictions?
For example, can a gTLD registry get the Kanji script accepted under the IDNA protocol ?
Should that use be vetted/approved by Japan? If yes, would the same requirement app ly if a
script is used in more then one ‘territory’

® Preservation of languages and culture mandates that language tables be defined only
by the relevant language communities / internationally recognized standardization
organization, then posted for public use by any ccTLD or gTLD registry. The use of
those language tables should not be restricted in any sense.

¢) Should it be possible to adopt two or more “versions’ of a script with only minor
differences for use under the IDNA protocol and are there issue s or concerns should this
occur?

* |t isrecommended that each language community comes up with one language table
for its script.

* Adopted version of Unicode should be complete and include all scripts.

e Adopted version of Unicode should be constantly upgraded with newer versions to
help include maximum character sets of any language and ensure a strong and
dynamic variant table to handle all security issues.

2. Introduction of IDN ccTLDs

Should alist of IDN ccTLD strings be mandated?

In the US-ASCII case, ccTLD strings are currently primarily based on the ISO 3166 -1 Alpha
2 list. If asimilar mechanism were adopted for IDN ccTLDs, this could mean that every 1SO
3166 entry would have an equivalent IDN ccTLD string(s) to represent it.

a) Issuch alist necessary? [replies to questions a) to g) are aggregated bel ow]

b) Who would develop such alist?

¢) Should such alist be mandated?

d) If yes, by whom?

€) Who would develop the criteriaand relevant policies for identifying IDN ccTLDs?

f) Under what policy or authority would the list be created?

g) If additiona criteria and or policies are required, who is responsible for formulating that
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policy?

During phase one only a single list should be compiled by a selected committee within
ICANN and agreed upon through consultation with concerned government authorities,
concerned ccTLD registries and relevant |anguage communities.
This list should, initially, contain one IDN equivalent for ASCII ccTLDs, as requested
by territories, and should then be mandated b efore introduction of IDNSs.
Agreeing on alist beforehand is necessary and would facilitate work in the future.
Territories eligible for ASCII ccTLDs should be eligible for an IDN ccTLD.
Agreeing upon general guidelines for developing this list beforehand, would facilitate
and speed up the process of developing the list. These guidelines could include
criteriasuch as:

0 shortest meaningful string

0 relating to territory name

o defining limitation on string length
At a later stage, more comprehensive per languag e lists may be compiled, for the
record, by relevant language communities, made available for public comments and
sent to concerned governments for approval.
Current policies applicable for ASCIlI ccTLDs should be revisited by selected
committees within ICANN and extended, if needed, to accommodate for IDN
CCTLDs.
The reference table should be developed by the internationally recognized
standardization organization by using existing methodology of standards setting.

What precedence should be given to ccTLDs in the IDN implementation process?

It is important to have a clear policy set for IDNs for both ccTLDs and gTLDs yet
precedence should be given to ccTLDs as ready for implementation. It is
recommended to have 2 paralel processes; one which could take some time to
develop and put in place all policies related to the introduction of IDNs and another to
deal with faster roll -out of IDN ccTLDs.

Who selectsthe IDN ccTLD string in the absence of a mandated list?

If IDN
ccTLD

ccTLD strings are not going to come from a mandated list then, how does an IDN
string become designated as the string for a particular “ territory’?

a) What are the criteria and policies to determine who can submit a request for the designation
of an IDN ccTLD?

VS.

Procedure should be similar to the ASCII ccTLD delegation.

The respective government of aterritory where the languages are officially recognized

33



should be the sole authority to ask for such an IDN ccTLD.
b) Who will develop the criteria and policies for determining the desig nation of an IDN
ccTLD?

* A selected multi-stakeholder committee within ICANN should develop the criteriaand
policies for determining the designation of IDN ccTLDs while ccNSO Council
engages in full PDP. The former should be agreed upon through consultati on with
concerned government authorities, concerned ccTLD registries and local Internet
community. The GAC should be part of the latter.

VS.

* The local Internet and language community and the government should develop the
criteria and policies for the IDN ccTLDs. ICANN may be a facilitator to define the
norms and criteria for determining the designation of an IDN ccTLD.

c¢) How will such issues as competing requests (both domestic and

international) be dealt with?

d) What will happen if 2 ‘territories’ are eligible for the same or confusingly

similar stringsfor IDN ccTLD?

* Competing or confusingly similar requests should be dealt with by IANA on a case by
case basis in consultation with all concerned stakeholders.
* Confusingly similar strings should be kept i n the reserved list and be resolved with the
help of concerned stakeholders.
What coor dination should exist between the different actors?
The deployment of IDN ccTLDs will require coordination among various actors, within
territories and ICANN constituencies. Irrespective of the methodology employed, some
coordination questions must be addressed, such as:
a) Who are the appropriate actors?
* Relevant actors include:
o Concerned governments
Current ccTLD registries/ registrars
Language experts
Language communities and local users
Relevant ICANN constituencies such as: ccNSO, GAC, .....
ICANN IDN committee
IETF
Unicode consortium
0 Intergovernmental organizations
b) What are their roles?
e All relevant actors are entitled to voice their opinions within a public & inclusive

O O O o o o o
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consultation process and work towards evolving a consensus for IDN ccTLD
formulation from the point of view of technical and operational stability, security and
addressing the public-policy issues.

c) Do the GAC ccTLD principles need to be revised in the light of the introduction of IDN
ccTLDs?

GAC principles for the delegation and administration of ccTLD should equally apply
to IDN ccTLDs.

GAC ccTLD principles need to be re-casted in light of IDN ccTLDs in terms of
protocols, delegation criteria, language & variant tables, reserved names etc..

Minor editing may be needed to extend the scope of the document to include IDN
ccTLDs (such as definitions, referencing of RFCs, etc....).

3. Delegation of IDN ccTLDs
Do existing ccTLD delegation policies apply to the delegation of IDN ccTLDs? If not:

It is recommended to apply the existing ccTLD delegation policies to the delegation of
IDN ccTLDs.

a) Who can apply to have the IDN ccTLD delegated or to be the delegate for that ccTLD?
[repliesto questions a) & b) are aggregated below]
b) Who decides on the delegation and in particular:

VS.

Are there specific reasons for deviating from the standard practice/guidelines that a
zone should only be delegated with the support of the local internet community, which
includes the government?

I's consent/involvement/knowledge of government required?

I's consent/involvement/knowledge of incumbent ccTLD manager required?

Is there any presumptive right of the ASCII ccTLD manager over a corresponding
IDN ccTLD?

Local Internet and language community and the Government are the main
stakeholders of IDN ccTLD delegation.

Government consent is essential.

Incumbent ccTLD operator should be involved throughout the process

It is recommended to apply the existing ccTLD delegation p olicies to the delegation of
IDN ccTLDs, including the standard practice/guidelines.

Where appropriate a priority should be given to the current ccTLD registry for
applying to have the IDN ccTLD delegated after government consent.

Not at all. This should be treated as a separate entity which is open for other players
also to be able to participate and compete to manage the Registry.

35



* In case the current ccTLD registry shows no interest, another entity may apply for
delegation of the IDN ccTLD, subject to approval by the concerned government.

¢) Who will formulate the policy for these processes?
d) Do existing US-ASCII ccTLD delegation policies for dealing with multiple applications,
objections to applications or disputes apply to the same issues in th e delegation of IDN
ccTLDs? If not who will formulate the policies for these issues?
€) Taking into account all experiences ICANN has acquired - should there be an agreement
between ICANN and the IDN ccTLD operator on the operation of the IDN ccTLD string ?

* |t isadvisable to have an agreement formalized between ICANN and the IDN ccTLD
operator, on the operation of the IDN ccTLD string, based on readiness and consent of
both entities.

* |tisaso advisable, if appropriate, to have the concerned government i nvolved in such
an agreement.

4. Operation of IDN ccTLDs
Is the operation and management of an IDN ccTLD different to that of an existing US -ASCI|I
ccTLD such that there are specific global technical requirements, in addition to the general
IDN standards, needed for the operation of an IDN ccTLD? If so, how are those
requirements devel oped and who would develop them?
* No.
VS.
® QOperation and management of IDN ccTLDs will call for knowledge of language
character set, variant table, dispute resolution mechani sm, language keyboard,
reserved name list etc.. These should be developed by the concerned language
territory, community and the Government keeping the IDN standards .
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Hit 4

Draft Charter IDN Working Group (DRAFT FOR DISCUSSION)

A. Purpose

To meet near-term demand, gain experience in dealing with IDNs as ccTLDs and to
inform the country code policy development process launched on 2 October 2007
(IDN ccPDP) aimed at creating an overall policy, a fast track approach to introduce a
limited number of IDN ccTLDs associated with the ISO 3166-1 two-letter codes (IDN
ccTLDs), in a short time frame is being considered.

The purpose of the IDN Working Group (IDNWG) is to develop and report on feasible
methods, if any, that would enable the introduction, in a timely man ner and in a
manner that ensures the continued security and stability of the Internet, of a limited
number of non-contentious IDN ccTLDs while the overall policy is being developed.

B. Scope

The IDN ccPDP is intended (if initiated following completion o f the Issues Report) to
develop overall policy for IDN ccTLDs.

The scope of the IDNWG is limited to developing feasible methods (for the
introduction of a limited number of IDN ccTLDs) that do not pre -empt the outcomes of
the IDN ccPDP.

In considering feasible methods the IDNWG should take into account and be guided
by:

 The overarching requirement to preserve the security and stability of the

- DNS;

- Compliance with the IDNA protocols;

- Input and advice from the technical community in respect to the imp lementation
of IDNs;

- Current practices for the delegation of ccTLDs.

If issues become apparent to the IDNWG that are outside of its scope, the IDNWG
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Chair should inform the ccPDP Issues Manager of the issue so that it can be taken
into account in the ccPDP. The IDNWG Chair will also submit all Reports of the
IDNWG to the Issues Manager.

C. Membership of the IDN Working Group

The IDN Committee will have the following members:
Members of the GAC including its chair;

Members of the ccNSO including its chair;

Two (2) members of the GNSO;

Two (2) members ALAC;

One (1) representative of technical community;

One (1) member of the SSAC: and

Two (2) ICANN staff members.

The IDNWG shall select its own chair from the members of the Working Group.
ICANN will provide adequate staff support to the IDNWG

D. Process for the development of feasible methods for fast track approach

1. IDNWG Initial Report

The IDNWG shall publish for public consultation an Initial Report on a method or
alternative methods at the time designated in the IDNWG Time Line. The consultation
should include a public discussion with the relevant stakeholders at a designated
ICANN meeting.

2. IDNWG Interim Report

At the end of the public consultation period the IDNWG shall prepare a Interim Report
which contains a review and analysis of comments made on the Initial Report. The
IDNWG at its reasonable discretion, is not obligated to include all comments made on
the Initial Report, nor is it obliged to include all comments submitted by any one
individual or organisation. The Interim Report shall be published for public
consultation at the time designated in the IDNWG Time Line.
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3. Review of IDNWG Interim Report

At the end of the public consultation on the Interim Report, the IDNWG sha Il review
and analyse the comments received and may, at its reasonable discretion, add
appropriate comments to the Interim Report, to prepare the "The IDNWG Final
Report". The IDNWG shall not be obligated to include all comments made during the
comment period, nor shall the IDNWG be obligated to include all comments submitted
by any one individual or organisation.

4. IDNWG Final Report

In considering its recommendations the IDNWG shall seek to act by consensus. The
consensus view of the members of the ID NWG shall be conveyed to the GAC and the
ccNSO as the IDNWG Final Report. If a minority opposes a consensus position, that
minority position shall be incorporated in the IDNWG Final Report. The Report shall
be published within seven days after adoption of the Report by the IDNWG and
conveyed to the chairs of the GAC and the ccNSO.

5. GAC and ccNSO support for IDNWG Final Report

Following its submission the ccNSO and GAC shall discuss the IDNWG Final Report
and decide whether they support its recommendations. The Chairs of the GAC and
the ccNSO shall notify the Chair of the IDNWG in writing of the result of the
deliberations.

6. Supplemental IDNWG Final Report

In the event that the ccNSO or the GAC does not support the recommendations it will
inform the IDNWG of the reasons for this. The IDNWG may, at its discretion,
reconsider its report and submit a re -drafted Final Report to the ccNSO and GAC to
seek support.

7. IDNWG Board Proposal

In the event the IDNWG Final Report or IDNWG Supplemental Final Report is
supported by the ccNSO and GAC, the IDNWG shall, within 5 days, submit to the
ICANN Board :
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a. The (Supplemental) IDNWG Final Report;

b. The written confirmations of support from the ccNSO and the GAC

E. IDNWG Time Line

Activity Date* Closure** Minimal Duration
Publish Initial | 25 January 2008 NA NA
Report
Public Comment | 25 January 2008 15 February 2008 | 21 days
on Initial Report
Publish Interim | 9 April NA
Report
Public Comment | 9 April 7 May 2008 28 days
on Interim Report
Publish Final | 4 June 2008 NA
Report
GAC and ccNSO | 4 June 2008 25 June 2008 21 days
Support Final
Report
Board Proposal** | 26 June 2008 NA

* Latest date possible to meet minimal duration for public consultation period

** |t is assumed in this schedule / time line the Proposed methodology is adopted at
the Paris meeting.

F. Background and References

In the Domain Name System, a ccTLD string (like .jp, .uk) has been defined to
represent the name of a country, territory or area of geographical interest, an d its
subdivisions as identified in ISO 3166-1, and is represented by 2 US-ASCII characters

(http://www.iso.org/iso/country _codes/iso_3166_code_lists/english_country _nam

es_and_code_elements.htm). This method of identification was adopted for use in the
Internet through RFC 920, dated October 1984, and reaffirmed through RFC 1591,
dated March 1994. All ccTLDs in use today are taken directly from the ISO 3166 -1 list
or from the list of exceptionally reserved code elements defined by the ISO 3166
Maintenance Agency.

The implementation of IDN ccTLDs introduces the (apparent) use of characters
outside the US-ASCII character set (for example characters in Cyrillic, Chinese,
Arabic, and other scripts) for domain name strings.

40


http://www.iso.org/iso/country_codes/iso_3166_code_lists/english_country_nam

In initial discussions by the ccNSO members, other ccTLD managers and ICANN[

Governmental Advisory Committee (GAC) a number of policy questions were
identified and a "Questions and Issues Paper” was submitted to the ICANN Board of
Directors http://www.icann.org/topics/idn/ccnso -gac-issues-report-onidn-09jul07.pdf).
It became clear that the development of the required policy for IDN ccTLDs to resolve
the issues raised was likely to take a minimum of 2 years. It also became clear that
such a time frame was a major concern for a number of cc TLD managers who have
expressed there is a pressing need for an IDN

cCTLD in their territory. Because of this, the concept of a fast track approach began to
be discussed. In those discussions it was thought that it might be possible to find a
method to allow the introduction of a limited number of IDN ccTLDs while the overall
policy was being developed.

Policies and procedures that may be relevant to the delegation of an IDN ccTLD
under a fast track approach include:

the IDNA protocol standards
(http://icann.org/announcements/announcement -2-11may07.htm);

RFC 3454 (http://www.ietf.org/rfc/rfc3454.txt);
RFC 3490 (http://www.ietf.org/rfc/rfc3490);

RFC 3491 (http://www.ietf.org/rfc/rfc3491.txt);
RFC 3492 (http://www.ietf.org/rfc/rfc3492.txt);

RFC 1591 and associated procedures for delegation of a country code top level
domain (http://www.isi.edu/in-notes/rfc1591.txt)

The GAC principles http://gac.icann.org/web/home/ccTLD_Principles.rtf.

Following consideration of the "Questions and Issues Paper” and s tatements of the
GAC and ccTLD managers on a fast track approach the ICANN Board has requested
the ccNSO to explore both an interim and an overall approach to IDN ccTLDs
associated with the ISO 3166-1 two-letter codes and to recommend a course of action
to the Board taking the technical limitations and requirements into consideration
http://www.icann.org/minutes/resolutions -29jun07.htm#m.

41


http://www.icann.org/topics/idn/ccnso-gac-issues-report-onidn-09jul07.pdf
http://icann.org/announcements/announcement-2-11may07.htm
http://www.ietf.org/rfc/rfc3454.txt
http://www.ietf.org/rfc/rfc3490
http://www.ietf.org/rfc/rfc3491.txt
http://www.ietf.org/rfc/rfc3492.txt
http://www.isi.edu/in-notes/rfc1591.txt
http://gac.icann.org/web/home/ccTLD_Principles.rtf
http://www.icann.org/minutes/resolutions-29jun07.htm#m

At its meeting on 2 October 2007, the ccNSO Council launched a Policy Development
Process (ccPDP) by requesting a PDP Issues Report and appointing an Issues
Manager. This ccPDP has been launched to develop an overall approach, which
includes finding solutions for the matters raised in the “Questions and Issues Paper”.
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SES

IDN ccTLDs? Designing An Interim Approach (Draft)

A. Introduction

At the ICANN Board meeting in Puerto Rico, the Board requested that the ICANN
community explore both an interim and an overall approach to IDN ccTLDs
associated with the 1ISO 3166 -1 two-letter codes and recommend a course of action to
the Board in a timely manner.

In respect to an overall approach, the ccNSO Council has requested an Issues Report
as a first step in a cc Policy Development Process.

An interim approach would be a methodology to allow for the introduction of a limited
number of IDN ccTLDs in a relatively short time frame without pre -empting the
outcome of the cc Policy Development Process.

In order to facilitate a substantive discussion on an interim approach by the ccNSO
members this document provides an overview of the st eps to be taken and decisions
to be made to devise an interim approach.

In designing a process to develop and propose an interim approach the following
assumptions/requirements have been taken into consideration:

* The proposals for mechanisms have to be developed through a process which all
relevant stakeholders have agreed upon and adopted prior to the launch of the
process;

* The outcome of the interim approach will feed into the ccPDP;

- Transparency and predictability of such a process should be guarant eed;

- Participation of relevant stakeholders in such a process should be optimized,;

* The proposals to the Board (outcome of the process) should be supported by all
relevant stakeholders.

In the balance of this paper the necessary steps and decisions are clustered
according to phases.
Annex A to this document is a decision table summarising the steps and timing goals.

B. Phase 1. Is there a need for an interim approach.

As outlined above, the Council has requested an Issues Report to launch a ccPDP to
resolve the policy and institutional issues relating to an all encompassing introduction
of IDN ccTLDs, including any necessary by law changes. The duration of this ccPDP
and the implementation of its Recommendations could take between 2.5 - 7 years. It
is understood that this time frame is of concern to a number of ccTLD managers and
governments in a number of territories.

The chair of the ccNSO has written to all ccTLD managers asking them to indicate if
there is a pressing need for IDN ccTLDs in the t erritory associated with their country
code. The goal is to assess if there is a pressing need for the introduction of IDN
ccTLDs.



Responses to the letter will form the basis of discussion at the ccNSO meeting during
the ICANN meeting in Los Angeles.

C. Moving forward on the assumption there is a need for an interim approach.

In the event that a need for an interim approach is demonstrated and taking into
account the assumptions and requirements set out in A above, it is suggested that the
ccNSO, GAC, and other relevant ICANN constituencies recommend that the ICANN
Board establish a committee (IDNC) to propose mechanisms to introduce a limited
number of IDN ccTLDs in a limited timeframe. The proposed methodology will need to
be developed according to a predefined process which is accepted by all relevant
constituencies, in particular the ccNSO and GAC.

In order to assist with an informed discussion at the Los Angeles meeting on the
advisability of an interim approach the ccNSO Council has requested so me
preparatory be prepared for discussion purposes. This includes
- Draft charter for an IDNC
° Scope of the IDNC and objective including the parameters within
which the IDNC is to develop a methodology for the interim
approach;
° Process to develop proposal for methodology (phase 2-6 of process
described in this paper) including a time line
- Description of membership of IDNC. Current thinking on membership is; 5
members of the GAC including its chair; 5 members of the ccNSO including its
chair; 2 members of the GNSO including its chair; 2 members ALAC including its
chair; one representative of technical community; and 2 senior ICANN staff
members.

At the Los Angeles meeting it is intended that the ccNSO will:
- Discuss the need for an interim approach and if agreed that there is such a need;
- Discuss the suggestion of an IDN Committee and if agreed,
- Discuss and, if agreed, adopt the draft charter and proposed membership of
IDNC.

It is hoped that the GAC will also be discussing these matter in Los Angeles an d will
consider making the same or a similar recommendation to the ICANN Board.

D. Phase 3 Adoption of recommendation by the ICANN Board and establishment of
IDNC.

Formalities

- Adoption of the Recommendation by the ICANN Board;

- Appointment of IDNC.
The balance of this document (Phases 4, 5 and 6) outlines steps and timelines for the
work of the IDNC and assumes that the ICANN Board adopts a recommendation and
appoints an IDNC at or soon after the ICANN meeting in Los Angeles.

E. Phase 4 Development of feasible methodologies for interim approach
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The IDNC will be tasked with developing a methodology or a number of alternative
methodologies for an interim approach to the introduction of IDN ccTLD in a limited
timeframe. The proposed methodology or me thodologies would be discussed by the
relevant stakeholders, in particular by the ccNSO and GAC. It is hoped this could be
done at the ICANN meeting in Delhi (10 -15 February 2008).

Preparatory work

- IDNC to develop feasible methodologies;

- Face-to face meeting IDNC to discuss draft methodologies;

- IDNC to provide initial report on feasible methodologies for public consultation (1
February 2008);

- Discussion on feasible methodologies at ICANN meeting in Delhi in February
2008;

-IDNC to prepare inerim report on feasible methodologies containing a review of
all DRAFT comments received and assessment thereof.

Formalities

- Publish Initial Report on feasible methodologies for public consultation;

- Public consultation on Intermediate report, which includes a fa ce-to-face
consultation with the ccNSO, the GAC and other relevant constituencies at the
ICANN meeting in Delhi (10-15 February 2008);

- Publish Interim report, within reasonable time after the Delhi meeting.

F. Phase 5 IDNC proposal for an interim approa ch

Based on the Initial Report and the Interim Report the IDNC prepares a Final Report
for an interim approach. This Report contains the proposed methodology, if any,
recommended by the IDNC for introduction of limited number of IDN ccTLDs.

The Final Report is published before and considered at the ICANN meeting in Paris
(22- 27 June 2008). In the event that the draft proposal is supported by the ccNSO
and GAC it would be submitted to the ICANN Board. If the ccNSO or the GAC does
not support the draft proposal, then it will not be submitted. The IDNC may, at its own
discretion, submit an amended Final Report to the ccNSO and GAC to seek support.

Preparatory work
-IDNC to prepare draft proposal;
- Tentatively face-to-face meeting IDNC to discuss draft proposals;

Formalities
- Publish draft proposal;
- ccNSO to discuss and if agreed, support draft proposal;
- GAC to discuss and if agreed, support draft proposal;
- IDNC submit Final Proposals to the Board

G . Phase 6 Adoption Final Proposals as submitted by the ICANN Board
Assumed formalities

- Public comment period of 28 days

- Adoption of proposal as interim approach

- Direct ICANN staff to implement proposals
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Annex A:

Decision table IDNC track

What Who When End date Comment
Initiate N .
exploration & chSQ 2 October 22 Initiate ex_pl_oratlon + preparatory
e Council October | steps (defining process etc.)
feasibility
NSO . ccTLD managers have to agree
membership,
) . Tuesday upon
Agree including 30 b d
(0CESS ccTLD 30 Tuesday process by consensus, as do
b October other relevant stakeholders such
managers & as GAC
GAC
Approve
Advice to the CCNSO. Wednesd ccNSO/GAC recommendation on
Council ay 31
Board on October process and scope of IDNC track
IDNC track
Appointment of IDNC, adopting
Board 2 of
adoption ICANN Board Novembe process . bas defined and
Advice ' supported by : :
ccNSO & GAC, adoption of time
line.
Publish
report on IDNC to produce document for
: 25 : ) )
feasible discussion of feasible models
IDNC January . . .
models and issues associated with
" 2008 o
(Initial interim approach.
Report)
Public Stakeholders, Public Consultation on Initial
. ; . 25 15 Report
Consultation | including o . :
: January February | This includes full discussion of
feasible ccTLD
models managers 2008 2008 report N .
at ICANN meeting in Delhi
Document with collected
Publish 9 April comments +
Interim IDNC P analyses and tentative
2008 L
Report direction(s) for
proposal
Public
Consultation 9 April | 7 May | This may include regional
Interim stakeholders 2008 2008 hearings etc.
Report
. . This Report includes preferred
Publish Final IDNC 4 June model based on extensive
Report 2008 .
consultation
Discussion ccNSO ccNSO membership + ccTLD
4 June |25 June
and Support | Members * 12008 2008 managers have to support the
Final Report | ccTLD proposals (by consensus). If not
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ccNSO and
GAC

managers and
GAC

there will be no Proposals on
implementation. GAC will need to
be able to support proposals of
IDNC If no consensus, potential
one round of consultation ending
at F2F meeting autumn 2008. To
be determined by IDNC.

IDNC Board IDNC 26 June IDNC W|I_I submit Board Proposal
Proposal for adoption.
Board Vote, | ICANN Board |27 June ?
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