行政院及所屬各機關出國報告

(出國類別：會議) 

出席「網際網路名稱與號碼指配機構」

(ICANN)第22次會議報告書

出國人員：





服務機關
職稱
姓名


交通部電信總局
副局長
高凱聲


交通部電信總局
主  任
江幽芬


交通部電信總局       
科  長
梁伯州


交通部電信總局       
科  長
李明忠


外交部國際組織司       
專門委員
張銘忠


台灣網路資訊中心
董事長
曾憲雄


台灣網路資訊中心
代執行長
呂愛琴


台灣網路資訊中心
專案經理
喬  敬


台灣網路資訊中心
管理師
江進榮





















出國地區：
盧森堡



出國期間：
94年7月7日至7月16日


報告日期：
94年8月15日



出席 ICANN 第22次會議報告書目錄

2壹、前言

ICANN簡介
2
(一)
ICANN組織架構圖
2
(二)
ICANN組成單位之功能
4
貳、ICANN第22次會議
7
一、 會議時間、地點及議程
7
(一)
時間：94年7月9日至7月15日
7
(二)
地點：盧森堡
7
(三)
議程：詳ICANN網站http://www.icann.org/meetings/luxembourg/
7
二、 主要討論議題
7
(一)
政府諮詢委員會(GAC)會議
7
(二)
國家碼支援組織(country code Name Support Organisation; ccNSO) 會議
12
(三)
世界資訊社會高峰會(WSIS)研討會
12
(四)
ICANN理事會會議
13
肆、檢討與建議
14
伍、附件
14
附件一、ICANN GAC會議公報
15
附件二、ICANN理事會決議報告
21
附件三、WGIG網路治理報告
32


壹、前言

「網際網路名稱與號碼指配機構」（ICANN）第22次會議暨其政府諮詢委員會(GAC)會議於94年7月9日至7月15日在盧森堡舉行。本次會議共有來自55個國家，超過900位代表與會，我國係由交通部電信總局、外交部國際組織司、及台灣網路資訊中心共同組團與會。

會議討論重點包括新頂級域名、國碼頂級域名(ccTLD)之PDP決議、世界智財組織第二版建議書(WIPO II)、網路治理工作小組(WGIG)、國際化域名(IDN)、域名登記查詢(Whois)及法律執行等相關議題。本報告書首先就ICANN組織現況作一簡介，再報告本次會議重要議題及內容。
ICANN簡介

ICANN係一全球性、非營利、共識導向的國際性機構(International corporation)，1998年10月成立於美國加州，負責監督原由美國政府管理之部分網際網路技術管理功能(Internet technical management functions)、通訊協定參數及通訊埠(Protocol Parameters and Port)之協調、域名系統(DNS)之管理、IP
位址之分配暨指派及根伺服器系統(root server system)之管理，以維持全球網際網路運作之穩定性、可靠性及安全性為其主要宗旨。

(1) ICANN組織架構圖

ICANN下設有理事會（Board of Directors）、3個支援組織（Supporting Organization；SO）、4個諮詢委員會（Advisory Committee；AC）及技術聯絡人小組（Technical Liaison Group；TLG）等，其組織架構圖如下：

ICANN組織架構圖












(2) ICANN組成單位之功能

1. 理事會

依2002年12月15日ICANN通過之新版組織章程，ICANN理事會係由15位具投票權之理事組成，其中8位理事由任命委員會選出，另由位址支援組織(ASO)、同屬性名稱支援組織(GNSO)、國碼名稱支援組織(ccNSO)各選出2位，總裁為當然理事。任期3年，每年改選部分理事。此外，6位不具投票權之聯絡人則分由根伺服器系統諮詢委員會(RSSAC)、網路安全及穩定諮詢委員會(SSAC)、政府諮詢委員會(GAC)、一般會員諮詢委員會(ALAC)、技術聯絡人小組(TLG)及網際網路工程任務小組(IETF)指派。目前理事會成員共有21位，分別為：

1) Vint Cerf (USA) – 理事會主席

2) Alejandro Pisanty (Mexico) – 理事會副主席

3) Thomas Niles (USA)
4) Joichi Ito (Japan)

5) Vanda Scartezini (Brazil)

6) Raimundo Beca (Chile)

7) Njeri Rionge (USA)
8) Mouhamet Diop (Senegal)

9) Veni Markovski (Bulgaria)

10)
 Hagen Hultzsch (German)
11)
 Michael Palage (USA)

12) Hualin Qian(China)

13) Demi Getschko (Brazil)

14) Peter Dengate Thrush (New Zealand)
15)
 Steve Crocker – 網路安全及穩定諮詢委員會聯絡人
16) 
Roberto Gaetano – 一般會員諮詢委員會聯絡人  

17) 
Richard Thwaites – 技術聯絡人小組聯絡人

18)  John Klensin – 網際網路工程任務小組聯絡人

19)  Suzanne Woolf – 根伺服器系統諮詢委員會聯絡人
20)
 Mohamed Sharil Tarmizi – 政府諮詢委員會聯絡人

21) 
Paul Twomey – ICANN總裁兼執行長
2. 支援組織

各支援組織（Supporting Organization）均有其特定之功能，為ICANN在各專責領域之主要政策建議來源及諮詢單位，目前ICANN下設有3個支援組織：

1) 位址支援組織(ASO)：ASO負責向ICANN提出有關IP位址運作、指配、及管理之政策性建言，其著重於識別單一Internet上各種電腦之IP位址系統，如128.9.128.127，係根據ICANN與各區域網際網路登記註冊管理機構(RIR)洽簽之MoU所設立之組織。目前按區域所設立之RIR，分別有負責北美洲區域之ARIN、歐洲區域之RIPE NCC、拉丁美洲區域之LACNIC、亞洲區域之APNIC及非洲區域之AFRNIC。一般RIR基本的位址分配政策係依區域需要及視未來一年內位址可能需求情形來分配位址區塊(Address Block)。

2) 國碼名稱支援組織(ccNSO)：ccNSO負責向ICANN提出有關ccTLD(諸如：.us， .uk， .it， .tw， .cn， .jp， .hk等)之政策性建言，ccNSO係由ccTLD管理者組成，下設評議會(Council)管理相關政策制定程序。該組織業於於羅馬會議期間（93年3月1日）正式宣布成立。

3) 同屬性名稱支援組織(GNSO)：GNSO負責向ICANN提出有關同屬性頂級域名之政策性建言，係由gTLD登記註冊管理機構、智慧財產權團體、商業團體、學術機構及消費者團體所組成，下設評議會(Council)管理相關政策制定程序。

3. 諮詢委員會

諮詢委員會為一正式諮詢體，由來自Internet社群(community)代表組成，負責向ICANN作政策性之建言，ICANN組織章程明定設立不同之諮詢委員會，諮詢委員會不代表ICANN行使職權，惟向ICANN理事會提出其研究報告及建言。

ICANN理事會目前設有4諮詢委員會，即

1) 政府諮詢委員會(GAC)
GAC為一由國家級政府、國際論壇承認之經濟體、多國政府組織及條約組織(treaty organizations)代表所組成之諮詢委員會，其功能為向ICANN理事會表達政府單位之關切事項，GAC以論壇方式討論政府之權益及關切議題(interests and concerns)，包含消費者權益；GAC不代表ICANN行使職權，惟向ICANN理事會提出其研究報告及建言。

2) 網路安全及穩定諮詢委員會(SSAC)
SSAC係負責就網域名稱及位址指配系統之安全及完整性向ICANN理事會提出建言，包括安全架構之擬定、與網際網路技術社群及重要DNS管理者、業者之溝通協調、風險分析評估等。
3) 根伺服器諮詢委員會(RSSAC)
RSSAC係負責向ICANN理事會提出有關網域名稱根伺服器運作之建言，包含主機硬體容量、作業系統、名稱伺服器軟體版本、網路連結、硬體環境、安全問題及系統效率、可靠度等。

4) 一般會員諮詢委員會(ALAC)

ALAC代表網際網路個別使用者向ICANN提出建言。

貳、ICANN第22次會議

1、 會議時間、地點及議程

(3) 時間：94年7月9日至7月15日

(4) 地點：盧森堡
(5) 議程：詳ICANN網站http://www.icann.org/meetings/luxembourg/
2、 主要討論議題
ICANN會議包括理事會議、公眾論壇、各支援組織及諮詢委員會會議，如政府諮詢委員會等，謹簡述重要會議內容如下：

(6) 政府諮詢委員會(GAC)會議

政府諮詢委員會(GAC)於2005年7月9日至12日在盧森堡召開會議，出席成員包括來自38個會員及3個觀察員之代表。

自馬德普拉塔會後尚無新政府加入。目前共有100個會員及9個觀察員。另公布法羅群島及馬爾他之會員申請書。

     GAC與ICANN社群共同針對以下議程召開會議：

· 4次圓桌會議，分別討論根伺服器、IP位址、國碼名稱支援組織(ccNSO)及一般會員諮詢委員會(ALAC)。

· 2次各半日之工作會議，分別討論國際化域名(IDN)及域名登記查詢(Whois)與法律執行相關議題。

GAC另召開與WGIG成員之資訊交流特別會議。

討論事項
1. 秘書處報告

秘書長Christopher Wilkinson報告其將自EC職務退休，並經主席同意將於2005年9月30日自GAC秘書長職位卸任。

2. 與ICANN理事會會談

GAC樂於與ICANN理事會針對以下議題進行對話：策略計畫、財務相關議題、推出新gTLDs，特別是.xxx及.travel案、IANA程序及ICANN與美國MoU到期等議題。

有關策略計畫部分， GAC已應ICANN邀請全程參與意見徵詢過程。主席已指示T副主席整合GAC相關意見。ICANN理事會期於2006年1月前改善該策略計畫。

GAC期望在公共政策之議題上，能與ICANN理事會間建立更負責任及透明之連絡機制。透過主席與ICANN CEO於2004-2005年間之信件交換意見，將改善ICANN網站上議題及文件公告時給予政府組織諮詢時間不足之問題，並將建立一預警系統。此議題將持續由主席與ICANN理事會透過聯絡人機制追蹤後續發展，並預期於ICANN溫哥華會議前提出具體改善方案。

ICANN職員另針對ccTLD重新指配及根區文件更新之議題，報告目前採取之處理程序。此報告已公布於網站上盧森堡會議項下。根據已修訂之GAC運作原則第10條之第40項原則，當主席確認GAC會員於非會議期間擬對ICANN提出之諮詢意見已達成共識，則可透過主席傳遞此諮詢意見予ICANN理事會。

3. 新頂級網域名

GAC歡迎ICANN針對新gTLDs以問卷方式徵詢意見，WG1(GNSO)負責GAC對此問卷之回覆工作。

主席回溯過去曾對.tel及.mobi這兩個新sTLD於意見徵詢階段所提出之建議。

GAC要求ICANN提出.xxx申請案通過時的評估報告，GAC認為與頂級域名延伸相關之某些內容可能引發公共政策議題。主席確認ICANN評議會認為GAC應繼續就.xxx案對ICANN提出諮詢。

GAC亦聽取Tralliance公司針對其於2005年7月8日透過GAC主席轉致會員有關.travel預保留地理名稱信函之報告。經過坦誠之討論，Tralliance公司已撤回原信，並向主席提出替代信函稿徵詢意見，該函稿將另轉致會員。

GAC會員特別針對ISO3166清單與WIPO II之建議國家名稱清單兩者間相容性持保留意見，並表達Tralliance公司所定之時間期限並不合理。

GAC鼓勵理事會針對發展新增頂級網域名稱之策略多方徵詢意見。

4. 國碼頂級域名(ccTLDs)-ccNSO PDP
GAC提及ccNSO決議針對CENTR及其他個別之ccTLDs所提之議題提出報告，及ccNSO評議會其後於本(2005)年6月5日啟動ccNSO PDP之決議。

GAC樂見ccNSO啟動PDP之倡議，此與ccNSO欲成為一具有全體ccTLD社群代表性之使命是一致的。GAC持續支持此進程。

GAC期許此PDP程序正視意見徵詢階段中各方所提議題，並鼓勵ccTLD社群之全體會員針對此程序提出積極且具建設性之回應，以達成ccNSO擴展其代表性之目標。

5. 網際網路分配號碼機構(IANA)程序

GAC於上次馬德普拉塔會議中曾要求ICANN提出更改根區文件及重新指配之政策及程序相關文件，而ICANN已將此部份之詳細資料置於 IANA網站。GAC感謝ICANN此舉並將檢視此資訊是否引發政府機構間之公共政策關切。

GAC亦鼓勵針對該份文件進行多國語言之翻譯。

6. 世界智財權組織第二版程序/建議書(WIPO II)

GAC回溯其支持實施世界智財權組織(WIPO)就國名和政府間組織名及同義名提出第二版建議書所發表之建議，並指出ICANN針對此議題所發表之文件依舊傑出。

針對此案後續廣泛之諮詢且有鑒於新頂級網域名持續產生，GAC鼓勵ICANN儘速實施建議案。

7. 世界資訊高峰會議/網路治理工作小組(WSIS/WGIG)

GAC樂於與WSIS Prepcom3之主席Janis Karklins大使及WGIG執行協調官Markus Kummer等數位WGIG成員進行討論。有鑑於2005年9月舉行之Prepcom-3，GAC決議再傳閱2005年2月公告的主席對WGIG之報告。

8. GAC工作小組

8.1 域名登記查詢(Whois)

GAC感謝WG1對本次Whois相關研討會之籌備，秘書處將會把相關文件上網供參。GAC確認溫哥華會議中將接續舉辦Whois研討會，討論域名登記查詢及隱私權保護、消費者利益及IPR。

8.2國際化域名

GAC會員可上WG2討論區參考IDN工作報告並提出建議，GAC重申其於馬德普拉塔會議中建議ICANN儘速就IDN議題成立總裁委員會，ICANN CEO已確認並認為此舉應刻不容緩。

8.3其他工作小組

GAC同意將WG6之任務延伸至所有IP位置政策，包含ASO連絡人。GAC亦同意WG4持續透過連絡人與ccNSO聯繫以促成溫哥華會議中之特別議程，討論議題包含ccNSO PDP和責任架構。
9. 區域論壇圓桌會議

在本次盧森堡會議期間，GAC利用大幅時段召開公開之互動討論，與ICANN各領域之成員互動，包含根伺服器管理者、IP位址社群、ccTLD社群及ALAC。GAC感謝各方利益相關者之參與促使本次區域論壇圓桌會議之成功。GAC體認並歡迎未來續有更進一步且深入之諮商。

圓桌會議之相關議程細節已置於GAC網頁供參，溫哥華會議及威靈頓會議將採納本次會議意見徵詢時之格式和議程排定。本次主要討論議題如下：

· 根區伺服器系統

· IPv6
· ccNSO/ccTLD社群

10. GAC研討會

· IDN

    GAC針對IDN舉辦一場公開研討會。GAC重申其於馬德普拉塔會議中針對IDNs實施所提出之建議，並鼓勵ICANN理事會儘速就IDN議題成立總裁委員會。

    GAC將持續研究IDN政策並期望於溫哥華會議中針對此議題有進一步發展。同時GAC將續與其他利益相關者進行諮商，此包含語言學社群及ICANN。
· 域名登記查詢(Whois)及法律執行
    在本次盧森堡會議中，GAC就Whois舉辦一場研討會，針對此資料庫對執法單位提供資料之重要性進行討論。

    本研討會得到GNSO及ccNSO社群大力支持，會中發表演說者包括Interpol與英國、澳洲、西班牙、馬拉威及日本等國之執法單位代表，其演說使GAC、GNSO、ccNSO及ASO社群之代表認知到該資料庫於犯罪活動之偵查過程中所扮演之重要角色。該資料之取得速度是主要議題。

    GNSO針對Whois議題從過去到現在之檢視為本研討會帶來相當助益。另外，其他註冊管理機構、註冊登記機構及ISP針對打擊犯罪之演說亦帶給大家極大收穫。

    GAC將持續與執法單位合作，加速其與ICANN社群之互動，以維持其獲得Whois資料服務之即時及便捷性。

    此外，GAC將於下次溫哥華會議中持續致力於更廣泛瞭解Whois資料之公共政策層面之議題，例如消費者、隱私權、智財保護等。

    GAC感謝GNSO與ccNSO社群之貢獻，並期盼在此工作之進程中與其密切合作。

11. GAC溫哥華會議

GAC確認下次會議將訂於2005年11月28日至12月1日在溫哥華舉行。

下次會議重點暫訂為

－WSIS突尼斯高峰會議之追蹤發展

－GAC未來之結構及財務議題

－ICANN策略計畫及其與美國之MoU到期

－新頂級域名(TLD)之評估與實施

－國際化域名(IDN)之準備

－域名登記查詢(Whois)相關之隱私權保護、消費者權益及智財權等議題

(7) 國家碼支援組織(country code Name Support Organisation; ccNSO) 會議

此次ccNSO會議於7月11日至13日舉行，主要議題包含ccNSO責任架構、預算、訂定秘書處聘僱之申請辦法、WSIS相關議題並修訂ICANN組織章程、政策制定程序(PDP)及釐清約束性政策等議題。

(8) 世界資訊社會高峰會(WSIS)研討會

此次為ICANN第5次籌辦之WSIS研討會，於7月13日上午採Panel方式進行，由ICANN的理事會理事暨WSIS工作小組成員Mr. Peter Dengate Thrush擔任主持人(Moderator)，邀請Paul Twomey (ICANN)、Nitin Desai (WGIG)、Markus Krummer (WGIG)及Janis Karklins大使(WSIS PrepCom)擔任講員，報告即將公布之網路治理報告內容重點，並邀請6位私部門及民間社會之代表及5位政府代表擔任Panelist，與前述四位講員共同回答問題、參與討論。
網路治理工作小組 (WGIG)報告於7月14日送出，7月15日公布。該報告提出網路治理之工作定義，並確認與網路治理有關之公共政策議題及提出最優先問題之處理建議（該部分問題詳述於該小組另公布之一份背景報告）。本報告另外就發展國家和開發中國家之所有利益相關者之角色和責任建立共識。

該報告針對網路治理機制提出四項建議：
· 論壇功能

· 全球公共政策和監理

· 機構間的協調

· 區域性與國家間的協調
另就政府的角色和責任提出四個建議模式，列於全球公共政策和監理項下：
· 【模式一】成立全球網際網路協調會（Global Internet Council,GIC），成員包含各區域具代表性之政府代表及利益相關者。此協調會將取代美國商務部及ICANN中GAC角色。在本模式中，改組後具有國際性質的ICANN將向全球網際網路協調會負責。GIC應設在聯合國，對GIC負責處理的問題，政府部分應發揮主導作用，私部門和民間社會將以諮詢身分參加。

· 【模式二】毋須成立特定監督組織。應強化ICANN之GAC角色，以消除一些政府對具體問題的擔憂。應透過成立論壇為參與探討的利益相關者發揮協調功能，為公開討論涉及現有網路治理組織的所有問題創造一個平台。

· 【模式三】成立一個國際網際網路協調會(International Internet Council, IIC)，由其行使相對應的功能，取代ICANN/IANA之功能。其功能還可包括現有網際網路資源管理以及其他政府間組織範疇以外之國際公共政策問題。IIC中之政府機構將扮演主導地位，私部門和民間社會將提供諮詢，如此將使GAC顯得多餘。

· 【模式四】將網路政策治理、監督和全球協調三個彼此相關領域綜合處理，成立全球網際網路政策協調會(Global Internet Policy Council, GIPC)，負責處理與國際網際網路有關的公共政策問題。成立世界網際網路名稱與號碼指配機構(World Internet Corporation for Assigned Names and Number, WICANN) 負責網際網路在技術和經濟領域的發展（與ICANN現有功能相似）。由政府間機構（GIPC）任命政府針對WICANN實行監督功能(美國商務部目前行使的職能)及諮詢功能(目前GAC的功能)。另成立全球網路治理論壇(The Global Internet Governance Forum, GIGF) ，負責協助有關網際網路的公共政策問題的協調和討論。
WGIG歡迎各方相關利益者於8月15日前針對該報告提出書面意見。

(9) ICANN理事會會議

理事會會議於2005年7月15日舉行，經過討論，ICANN理事會做出下列決議：

1. 通過SSAC之域名綁架相關報告並鼓勵利益團體制定域名保護之最佳共同範例。

2. 採認全球位址核配政策之理事會程序。

3. 指示評議會(General Council)於2005年8月前完成利益衝突政策(Conflicts of Interests Policy)之修訂。

4. 指示ICANN職員改進理事會電話會議報告的透明性。

5. 採認ICANN2005-2006年之預算

6. 確認下次會議於加拿大溫哥華舉行，時間暫定為11月30日至12月4日。
肆、檢討與建議
1、 此次會議中針對ICANN新推出頂級域名時，未事前主動徵詢意見，對此GAC會員普遍對於ICANN理事會感到不滿，期望ICANN未來做出改善，並應就其推出頂級域名之策略充分徵詢各方意見。
2、 綜合WGIG網路治理報告之建議，各界普遍認為要成立新論壇的困難度頗高，而短期內美國亦尚無改變其在網際網路發展上所扮演之現行角色之跡象。為適時保障我國參與相關國際組織權益，應持續追蹤此議題之後續發展。
3、 建議TWNIC持續與相關國際會議出席人員即時交換資訊，結合產、官、學、研資源持續密切觀察相關議題之發展，充分利用email隨時交換最新情報，以期定期於TWNIC國際事務委員會議中交換意見。
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附件一、ICANN GAC會議公報
Governmental Advisory Committee

Luxembourg, 12 July 2005

GAC Communiqué – Luxembourg

9 - 12 July 2005

I.
INTRODUCTION

The ICANN Governmental Advisory Committee met in Luxembourg, 9-12 July 2005. GAC participants comprised 38 Members and 3 Observers. 

GAC held several sessions together with the ICANN community:

-
four Round Tables about the Root Servers, IP addressing, ccNSO and ALAC

-
two half-day working sessions on Internationalised Domain Names and
 
Whois and Law Enforcement.

The GAC also held a Special information session with WGIG members.

II.
MATTERS DISCUSSED

1.
Dialogue with the ICANN Board

The GAC welcomes the dialogue with the ICANN Board on various issues which ICANN is currently undertaking. The GAC reaffirms the crucial importance of continuing dialogue between ICANN and the GAC and notes the various changes in processes that the ICANN Board is currently carrying out.

2.
New Top Level Domains

The GAC notes from recent experience that the introduction of new TLDs can give rise to significant public policy issues, including content. Accordingly, the GAC welcomes the initiative of ICANN to hold consultations with respect to the implementation of the new Top Level Domains strategy. The GAC looks forward to providing advice to the process. 

The GAC also encourages the Board to actively consult all constituencies with regard to the development of this strategy.

3. Country Code Top Level Domains (ccTLDs) - ccNSO PDP


The GAC notes the decision by the ccNSO Council to call for a report to look at issues identified by CENTR and some individual ccTLDs, and the subsequent decision by the ccNSO Council on 5th June to initiate a ccNSO PDP.

The GAC welcomes the ccNSO’s initiative to establish the PDP process.  The action is consistent with the intention of the ccNSO to act as an inclusive body representing the needs of the full ccTLD community.  The GAC continues to support this approach.

The GAC looks forward to the PDP process fully examining issues identified during the consultation period.  The GAC would encourage all members of the ccTLD community to contribute to this process in a constructive and responsive manner with a view to the ccNSO further broadening its representation.

4.
IANA Procedures

At the last GAC meeting in Mar del Plata GAC asked ICANN to provide documentation that codified the policies and procedures for changes in the root zone file and for re-delegations. More detailed information has now been provided by ICANN which is now available on the IANA website. The GAC appreciates this, and will analyse whether this information gives rise to public policy concerns of governments. 

The GAC also encourages the broadest possible dissemination of this information in multiple languages in a timely manner.

5.
WIPO II

The GAC recalls its earlier advice supporting the implementation of the WIPO II Recommendations on country names and the names and acronyms of IGOs, and recalls that the announced ICANN staff paper on this matter is still outstanding.

Following the extensive consultations on this matter and especially in view of the on-going introduction of new TLDs, the GAC encourages ICANN to proceed swiftly towards implementing these recommendations.

6.
WSIS/WGIG

GAC welcomed the opportunity to consult with the Chairman of WSIS Prepcom 3, Ambassador Janis Karklins and with WGIG Executive Coordinator, Markus Kummer together with several WGIG members.

III.
Regional Forum Round Tables

The GAC spent a considerable amount of its meetings in Luxembourg engaging in open and active dialogue with the various ICANN constituents namely the Root Server Operators, the IP addressing community, ccNSO and the ccTLD community and ALAC. The GAC would like to acknowledge the contribution made by all stakeholders in making the Regional Forum Round Tables a success. The GAC acknowledges that further and deeper consultations are welcome and would like to work towards having more such engagements in the future.

The proceedings of the Round Tables will be made available on the GAC Website.

IV.
GAC Workshops

1.
IDN:


The GAC conducted an open workshop on IDN. The GAC recalls its advice in Mar del Plata concerning the deployment of IDNs and the decision by the ICANN Board to create a President’s Committee on IDN. The GAC encourages ICANN to implement that decision. 
The GAC will continue its consideration of IDN policies and looks forward to making further progress on this matter at Vancouver. Meanwhile the GAC will continue consultations with other stakeholders, including linguistic communities and ICANN. 
2.
Whois and Law Enforcement:

During the Luxembourg meeting the GAC conducted a workshop on Whois, focusing on the importance of the data provided by that service to law enforcement agencies.

The workshop was developed with active support from the GNSO and ccNSO communities.

Presentations by Interpol, and law enforcement representatives from the UK, Australia, Spain, Malawi and Japan informed representatives from GAC, GNSO, ccNSO and ASO communities about the essential role that the data provided by the Whois service plays in the investigation of criminal activities. The significance of speed of access to this data was a common theme.

The workshop also benefited from presentations on the GNSO’s past and present examination of WHOIS issues, as well as presentations from registries, registrars and ISPs in relation to combating criminal activities.

The GAC will continue to engage with law enforcement agencies to facilitate their interaction with the ICANN community with a view to maintaining their timely and appropriate access to the data provided by Whois services. 

In addition, the GAC will continue its efforts to broaden understanding of other important public policy aspects of Whois data, such as consumer, privacy, and intellectual property protection, during its meeting in Vancouver.

The GAC appreciates the contributions from the GNSO and ccNSO communities and looks forward to further collaboration as its work progresses.

*
*
*
*

The Governmental Advisory Committee expressed warm thanks to the Government of Luxembourg and the organisers for hosting the meeting in Luxembourg.

The GAC also thanks all those among the ICANN community who have contributed to the dialogue with GAC in Luxembourg, particularly the Round Tables and the IDN and Whois Workshops.

The next GAC meetings will be during the period of the ICANN Vancouver meetings.

___________________________

Luxembourg, 12 July, 2005

附件二、ICANN理事會決議報告
ICANN Board Meeting, Luxembourg

Approved Resolutions 

15 July 2005
Approval of Minutes

Resolved (05.__), the minutes of the meeting of the ICANN Board on 28 June 2005, are hereby approved and adopted by the Board as presented.

ICANN Board's Review Procedures for Global Internet Number Resource Policies

Whereas, Article VIII of the ICANN Bylaws states that the ASO AC "shall advise the Board with respect to policy issues relating to the operation, assignment, and management of Internet addresses" and that the ASO "shall be the entity established by the Memorandum of Understanding entered on 21 October 2004 between ICANN and the Number Resource Organization (NRO), an organization of the existing regional Internet registries (RIRs)." 

Whereas, the ASO MOU, Article 5, Global Policy Development Process, states that "Under this agreement the ICANN Board will ratify proposed global policies in accordance with the Global Policy Development Process, using review procedures as determined by ICANN." 

Whereas, a proposed such review procedure was posted for public comments on the ICANN website on 6 April 2005, receiving comments which prompted redrafting and posting of a second draft on the ICANN website on 31 May 2005, with deadline for comments on 27 June 2005. 

Whereas, the second draft did receive new comments which have been incorporated in the proposed version of the procedure. 

Resolved (05.__), the ICANN Board hereby adopts the "Procedure for Review of Global Addressing Policies" and instructs staff to take all necessary measures to implement this procedure and to inform the ASO thereof.

Adoption of ICANN Budget for Fiscal Year 2005-2006

Whereas, ICANN Bylaws Article XVI, Section 4 provides that "At least forty-five (45) days prior to the commencement of each fiscal year, the President shall prepare and submit to the Board, a proposed annual budget of ICANN for the next fiscal year, which shall be posted on the Website. The proposed budget shall identify anticipated revenue sources and levels and shall, to the extent practical, identify anticipated material expense items by line item. The Board shall adopt an annual budget and shall publish the adopted Budget on the Website." 

Whereas, on 17 May 2005, in accordance with the ICANN Bylaws, ICANN posted its Proposed Budget for fiscal year 2005-2006. 

Whereas, the posted Proposed Budget was developed through a series of consultations with ICANN constituencies, the Budget Advisory Group, and the ICANN Board Finance Committee. 

Whereas, the Finance Committee of the Board has reviewed the Proposed Budget, and has found that its adoption is in the best interests of ICANN. 

Whereas, the community consultation process has also made it clear that there are categories of expenditures that remain under discussion within the ICANN community, particularly support for the creation of a new non-profit organization to facilitate DNSSEC deployment; spending from segregated funds (with the exception of funding for the Technical Standing Panel, and initiatives on IDN and registry failover); and the establishment of new regional offices. 

Resolved (05.[A]), the ICANN Board adopts the proposed budget as the annual budget of ICANN for the fiscal year 2005-2006. 

Resolved (05.[B]), the President and Staff are hereby authorized to continue collaboration with the various constituencies to finalize the appropriate mechanisms and model for collecting the needed revenue levels. 

Resolved (05.[C]), the ICANN Board wishes to clarify that any expenditure on competition initiatives is intended only for the gTLD environment, and that expenditure for support of bottom-up addressing policy development is limited to the global policy level. 

Resolved (05.[D]), the Board Finance Committee is requested to itemize the expenditures in the expense categories still under discussion, including those in Resolution (05.[C]) above in order to ensure that such expenditures will continue only at the run rate from fiscal year 2004-2005 while community discussions continue.

Initiation of Review of GNSO

Whereas, Article IV, Section 4 of the ICANN Bylaws provides that the ICANN Board will regularly initiate an independent review of each supporting organization and supporting organization council. 

Whereas, a review of the Generic Names Supporting Organization (GNSO) is due to be completed in 2006. 

Resolved (05.__), the ICANN Board hereby requests the GNSO Council to prepare with the ICANN staff and Board a "Terms of Reference" document to guide the independent entity an outside consultant in conducting a review of the GNSO, and present the terms of reference to the Board for adoption at the meeting in December 2005, in Vancouver, Canada.

Designation of Vancouver as Annual Meeting for 2005

Whereas, ICANN Bylaws Article VI, Section 13, requires that each annual meeting for ICANN be held at the principal office of ICANN, or any other appropriate place of the ICANN Board's time and choosing, provided such annual meeting is held within 14 months of the immediately preceding annual meeting. 

Whereas, the ICANN Board will be meeting in Vancouver, Canada on 4 December 2005. 

Whereas, the ICANN Board desires to designate its meeting on 4 December 2005 as the 2005 Annual Meeting for ICANN. 

Resolved (05.__), the ICANN Board hereby designates the 4 December 2005 meeting in Vancouver, Canada as the 2005 Annual Meeting for ICANN.

Recommendation from the Reconsideration Committee Regarding RR 05-1

Whereas, in its report at the Public Forum on 14 July 2005, the Reconsideration Committee presented a recommendation based on Reconsideration Request 05-1, urging the ICANN Board to consider using real-time scribes to record all Board Meetings (including those Special Meetings held by teleconference). 

Whereas, the ICANN Board has considered the Reconsideration Committee's recommendation, and has determined that it would be beneficial for the public to be able to review transcriptions of all voting and Board member statements in connection with votes, consistent with procedures to protect confidential or privileged information. 

Resolved (05.__), the ICANN Board hereby adopts the recommendation of the Reconsideration Committee with regard to Reconsideration Request 05-1, and directs staff to take all reasonable steps to implement the proposed transparency recommendations relating to telephonic board meetings.

Conflicts Policy Revision Process

Whereas, the current Conflicts of Interest Policy was adopted March 4, 1999, pursuant to ICANN Bylaws, Article V, Section 7, and Article VI, Section 3(b)). 

Whereas, ICANN's General Counsel's Office conducted a review of the sufficiency of the current Policy and suggested changes to the Committee to enhance the policy and broaden the scope of this policy. 

Whereas, the ICANN Board's Conflicts of Interest Committee in their meeting on 12 July 2005 discussed the suggested revisions and made additional suggested changes to the Conflicts Policy. 

Whereas, such proposed changes to the Conflicts Policy will serve to clarify and broaden the scope of the policy. 

Resolved (05.__), the ICANN Board directs the General Counsel to complete the drafting of the suggested revisions to the Conflicts Policy and to present the revisions to the full Board of Directors at the Board Meeting, scheduled for August 2005.

Audit Committee Review

Whereas, ICANN's Audit Committee Charter was approved by the ICANN Board on 10 March 2000, consistent with ICANN Bylaws Article XII, Section 1. 

Whereas, ICANN Board's Audit Committee at its Meeting in Luxembourg agreed that the ICANN's Board Governance Committee should conduct a review of the auditing metrics and procedures used throughout ICANN to keep the auditing charter current with the highest standards of corporate governance and auditing practices. 

Resolved (05.__), the ICANN Board hereby requests that the Board Governance Committee conduct a review of the current Board Audit Committee Charter and also review best practices for non-profit auditing functions. 

Resolved (05.__), the Board Governance Committee shall report its recommendations relating to the enhancement of the Board's auditing functions, to the full Board in time for its consideration at ICANN's Vancouver Meeting.

SSAC Domain Hijacking Report

Whereas, on 12 July 2005, ICANN's Security and Stability Advisory Committee (SSAC) published a comprehensive report on Domain Name Hijacking. The report was the subject of a valuable workshop presented by the SSAC at these meetings in Luxembourg. 

Whereas, the SSAC report includes recommended steps to be taken by registries, registrars, resellers, registrants, and ICANN to protect domain registrations from the threat of domain hijacking. 

Resolved (05.__), the ICANN Board hereby accepts the Domain Hijacking Report, and thanks SSAC Chair Steve Crocker, SSAC Fellow Dave Piscitello, the members of SSAC, and all other contributors for their efforts in the creation of the report. 

Resolved (05.__), the ICANN Board directs staff to forward the Domain Hijacking Report to ICANN's advisory committees, supporting organizations and other interested parties for their consideration. 

Resolved (05.__), the ICANN Board encourages interested parties to consider developing a set of Best Common Practices for Domain Name Protection, and to make this information publicly available, and schedule a follow-up review of this subject in approximately six months.

Thanks to Doug Barton

Whereas, Doug Barton has been the General Manager of IANA since December 2003. 

Whereas, Doug has notified ICANN's President that his services to ICANN will conclude at the end of this meeting. 

Whereas, the ICANN Board notes with gratitude and affection the commitment and enthusiasm with which Doug has served ICANN and the global Internet community. 

Resolved (05.__), that the ICANN Board formally recognizes Doug Barton's service and contributions to the operation of the IANA and to ICANN, and expresses its good wishes to Doug in his future endeavors.

Thanks to John Klensin

Whereas, John Klensin was appointed as the first Liaison to the ICANN Board by the Internet Engineering Task Force in August 2003, and concluded his service in June 2005. 

Whereas, John Klensin has contributed enormously to the education and understanding of board members during his time as IETF liaison to the board and through his many presentations and writings has also helped to guide the ICANN community through many technological thickets, most especially in the area of internationalized domain names, but in a vast range of other topics as well. 

Resolved (05.__), that the ICANN Board expresses its gratitude to John Klensin for his service to the Board and the ICANN community and expresses its hope that he will continue to be available to the ICANN community for consultation and advice.

Thanks to Francisco da Silva

Whereas, Francisco da Silva was appointed as the Liaison to the ICANN Board by the Technical Liaison Group in August 2003, and concluded his service in February 2005. 

Whereas Francisco da Silva has served the board well in his liaison capacity, with warmth, charm, good humor and technical skill. 

Resolved (05.__), the ICANN Board expresses its gratitude to Francisco A. Jesus da Silva for his service to the Board and the ICANN Community, and offers to him its wish for long and healthy life filled with satisfaction and success.

Thanks to Paul Verhoef

Whereas, Paul Verhoef served as ICANN's Vice President, Policy Support, from January 2004, through June 2005. 

Whereas, Paul Verhoef has taken many fruitful initiatives to establish dialogue with various ICANN community organizations including the European ccTLD registries, and pursued substantive interactions in the international policy community. 

Resolved (05.__), that the ICANN Board expresses its gratitude to Paul Verhoef for his service to ICANN and the global Internet community and wishes him great success in his new role in connection with the European Galileo global positioning satellite initiative.

Thanks to Christopher Wilkinson

Whereas, Christopher Wilkinson has been a member of ICANN's Government Advisory Committee since its inception. 

Whereas, Christopher Wilkinson has served in countless ways as an ambassador to the Internet community and the Governmental Advisory Committee as head of its secretariat with panache, humor and a notable devotion to duty. 

Whereas, Christopher has announced his intention to retire. 

Resolved (05.__), that the ICANN Board expresses its gratitude to Christopher Wilkinson for his service to ICANN and the global Internet community and wishes him a long and healthy future wherever his retirement may take him.

Thanks to Scribes, Sponsors, and Translators

Resolved (05.__), the ICANN Board extends its thanks to all sponsors of the meeting, including Public Interest Registry, P&T Luxembourg, Afilias Global Registry Services, VeriSign, GDNX, Logic Boxes, Domains .PH, EuroDNS and Thawte. 

We would like to acknowledge the effort made by the staff of the Conference Center Kiem to meet all of our many requests. 

The ICANN Board expresses its great appreciation to the ICANN staff present here in Luxembourg; Laura Brewer; and Terri Darrenougue and the rest of the ICANN staff for their dedicated efforts in ensuring the smooth operation of the meeting.

Thanks to Local Hosts

Whereas, ICANN has successfully completed its July 2005 ICANN meeting in Luxembourg City, Luxembourg. 

Whereas, the gracious and warm hospitality, unique facilities, strong support, and close attention to fulfilling the needs of participants have all been truly magnificent. 

Resolved (05.__), the ICANN Board expresses its deep appreciation and thanks, on its own behalf and on behalf of all participants, to the local host committee: Chairman Patrick Vande Walle and CEO Anne Deschuyteneer of ISOC Luxembourg, Theo Duhautpas and Fondation Restena, Isabelle Marinov and Tom Kettels, Media and Communications, the technical team of Carole Platz, Gilles Konsbruck, Mathias Von Bonkowitz and Le Gouvernement du Grand-Duche de Luxembourg, and most particularly to the Ministere d’Etat, Service des Medias et des Communications and Minister Jean-Louis Schiltz. 
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I.
Introduction 

1.
This report has been produced by the Working Group on Internet Governance (WGIG), which was set up by the Secretary-General of the United Nations in accordance with the mandate given to him during the first phase of the World Summit on the Information Society (WSIS), held in Geneva, on 10-12 December 2003. The WGIG comprised 40 members from Governments, private sector and civil society, who all participated on an equal footing and in their personal capacity. It was chaired by Mr. Nitin Desai, Special Adviser to the Secretary-General for the WSIS. The list of the members of the WGIG is attached as an annex to the report.

2.
A background report (hereafter referred to as “Background Report”) that includes much of the work produced in the course of the WGIG process is made available separately. It reflects the wide variety of opinions held within the group and reflects many comments made by stakeholders. The Background Report makes clear whether an argument or opinion is shared by the entire group or only by some of its members. It does not have the same status as the WGIG Report, but can be used as a reference.

3.
The WGIG held four meetings in Geneva: 23-25 November 2004; 14‑18 February 2005; 18-20 April 2005; and 14-17 June 2005.

4.
The mandate of the WGIG stemmed from the Geneva phase of the WSIS, during which Heads of State and Government recognized the importance of the Internet: they acknowledged
 that the Internet is a central element of the infrastructure of the emerging information society, while recognizing that there are differing views on the suitability of current institutions and mechanisms for managing processes and developing policies for the global Internet. For this reason, they requested the Secretary-General to set up a Working Group on Internet Governance, with a view to preparing the ground for negotiations at the second phase of the WSIS, to be held in Tunis in November 2005.

5.
The WSIS Declaration of Principles and the WSIS Plan of Action
 adopted in Geneva set the parameters for the WGIG and contain its Terms of Reference and work programme. The WGIG has been asked, inter alia, to “investigate and make proposals for action, as appropriate, on the governance of the Internet by 2005”,
 dealing with the following issues:


•
Develop a working definition of Internet governance


•
Identify the public policy issues that are relevant to Internet governance


•
Develop a common understanding of the respective roles and responsibilities of Governments, existing international organizations and other forums, as well as the private sector and civil society in both developing and developed countries

6.
In carrying out its assignment, the WGIG was guided primarily by the key WSIS principles. In particular, the WSIS principle relating to the stable and secure functioning of the Internet was judged to be of paramount importance. Hence, at the outset, the WGIG agreed that all recommendations aiming to improve current governance arrangements should be fully assessed in terms of their capacity to address the WSIS principles.

7.
For developing an understanding of governance issues, the WGIG found it useful to review the different phases of the Internet’s development, from a research project in the 1960s to a widespread commercial infrastructure with close to 1 billion Internet users connected in 2004. This historical lens was useful to identify guiding principles and factors that have enabled or contributed to the Internet’s successful development, including the open and decentralized nature of its architecture and the underlying technological development of its core standards, as well as the management of names and numbers. 

II.
Working definition of Internet governance

8.
While there is a common understanding of the Internet, there is not yet a shared view of Internet governance, hence the mandate from the WSIS for the WGIG to develop a working definition of Internet governance. During the 10 years in which the Internet evolved from a research and academic facility into “a global facility available to the public”,
 very different points of view emerged about the scope and mechanisms of Internet governance. 

9.
The WGIG first considered five criteria, namely that the working definition should be adequate, generalizable, descriptive, concise and process-oriented. Second, the WGIG analysed a wide range of public-sector, private-sector and multi-stakeholder governance mechanisms that currently exist with respect to different Internet issues and functions. Finally, the WGIG assessed a number of alternative definitions proposed by various parties in the course of the WSIS process and related international discussions. 

10.
Taking into account the criteria, analysis and proposals mentioned above, as well as the larger debate among stakeholders involved in WSIS, WGIG and the broader Internet community, the WGIG provides the following working definition:


Internet governance is the development and application by Governments, the private sector and civil society, in their respective roles, of shared principles, norms, rules, decision-making procedures, and programmes that shape the evolution and use of the Internet.

11.
This working definition reinforces the concept of inclusiveness of Governments, the private sector and civil society in the mechanisms of Internet governance. This working definition also acknowledges that with respect to specific issues of Internet governance each group will have different interests, roles and participation, which in some cases will overlap. 

12.
It should be made clear, however, that Internet governance includes more than Internet names and addresses, issues dealt with by the Internet Corporation for Assigned Names and Numbers (ICANN): it also includes other significant public policy issues, such as critical Internet resources, the security and safety of the Internet, and developmental aspects and issues pertaining to the use of the Internet.


III.
Identifying public policy issues that are relevant to Internet governance and assessing the adequacy of existing governance arrangements 

13.
The WGIG devoted much of its attention to the identification of public policy issues that are potentially relevant to Internet governance, as called for in paragraph 13 (b) of the Plan of Action. It agreed to take a broad approach and not exclude any potentially relevant issue. Based on this fact-finding work, the WGIG established four key public policy areas: 


(a)
Issues relating to infrastructure and the management of critical Internet resources, including administration of the domain name system and Internet protocol addresses (IP addresses), administration of the root server system, technical standards, peering and interconnection, telecommunications infrastructure, including innovative and convergent technologies, as well as multilingualization. These issues are matters of direct relevance to Internet governance and fall within the ambit of existing organizations with responsibility for these matters; 


(b)
Issues relating to the use of the Internet, including spam, network security and cybercrime. While these issues are directly related to Internet governance, the nature of global cooperation required is not well defined;


(c)
Issues that are relevant to the Internet but have an impact much wider than the Internet and for which existing organizations are responsible, such as intellectual property rights (IPRs) or international trade. The WGIG started examining the extent to which these matters are being handled consistent with the Declaration of Principles; 


(d)
Issues relating to the developmental aspects of Internet governance, in particular capacity-building in developing countries.

14.
After examining in depth the issues pertaining to these four clusters, the WGIG identified and included in the Background Report the public policy issues that are relevant to Internet governance. The issues of highest priority, including related issues and problems, are set out below for the attention of the WSIS.

15.
Administration of the root zone files and system

Unilateral control by the United States Government.


•
For historical reasons, the existing system involves only one Government in the authorization of changes to the root zone file.


Lack of formal relationship with root server operators.


•
The root zone operators perform their functions today without a formal relationship with any authority.

16.
Interconnection costs

Uneven distribution of cost.


•
Internet service providers (ISPs) based in countries remote from Internet backbones, particularly in the developing countries, must pay the full cost of the international circuits. 


•
Absence of an appropriate and effective global Internet governance mechanism to resolve the issue.

17.
Internet stability, security and cybercrime

•
Lack of multilateral mechanisms to ensure the network stability and security of Internet infrastructure services and applications.


•
Lack of efficient tools and mechanisms to be used by countries to prevent and prosecute crimes committed in other jurisdictions, using technological means that might be located within or outside the territory where the crime had a negative effect.

18.
Spam

No unified, coordinated approach.


•
There is no global consensus on a definition of spam and no global arrangement to address this matter or enable national anti-spam laws to be effective. However, there is an increasing number of bilateral and plurilateral agreements between countries to enforce national anti-spam laws, share best practices and cooperate on solutions.

19.
Meaningful participation in global policy development

There are significant barriers to multi-stakeholder participation in governance mechanisms.


•
There is often a lack of transparency, openness and participatory processes. 


•
Participation in some intergovernmental organizations and other international organizations is often limited and expensive, especially for developing countries, indigenous peoples, civil society organizations, and small and medium-sized enterprises (SMEs).


•
The content produced by some intergovernmental organizations and other international organizations is often restricted to members only or is available at a prohibitive cost.


•
Frequency and location of venues for global policy meetings causes some stakeholders from more remote areas to limit their participation.


•
There is a lack of a global mechanism for participation by Governments, especially from developing countries, in addressing multisectoral issues related to global Internet policy development.

20.
Capacity-building

Adequate resources have not been available to build capacity in a range of areas relevant to Internet management at the national level and to ensure effective participation in global Internet governance, particularly for developing countries.

21.
Allocation of domain names

Need for further development of policies and procedures for generic top-level domain names (gTLDs).


•
The need for further development of policies for the management and further development of the domain name space, though also due to the inherent complexity of the matter, has a significant impact on key issues, such as the equitable distribution of resources, access for all and multilingualism.

22.
IP addressing

Concerns over allocation policies for IP addresses.


•
For historical reasons, there is an imbalance in the distribution of IPv4 addresses.
 This issue has already been addressed by the regional Internet registries (RIRs). In the light of the transition to IPv6,
 some countries feel that allocation policies for IP addresses should ensure balanced access to resources on a geographical basis.

23.
Intellectual property rights (IPR)

Application of intellectual property rights to cyberspace.


•
While there is agreement on the need for balance between the rights of holders and the rights of users, there are different views on the precise nature of the balance that will be most beneficial to all stakeholders, and whether the current IPR system is adequate to address the new issues posed by cyberspace. On the one hand, intellectual property rights holders are concerned about the high number of infringements, such as digital piracy, and the technologies developed to circumvent protective measures to prevent such infringements; on the other hand, users are concerned about market oligopolies, the impediments to access and use of digital content and the perceived unbalanced nature of current IPR rules. 

24.
Freedom of expression

Restrictions on freedom of expression.


•
Measures taken in relation to the Internet on grounds of security or to fight crime can lead to violations of the provisions for freedom of expression as contained in the Universal Declaration of Human Rights and in the WSIS Declaration of Principles.

25.
Data protection and privacy rights

Lack of existence or inconsistent application of privacy and data-protection rights.


•
There is a lack of national legislation and enforceable global standards for privacy and data-protection rights over the Internet; as a result, users have few if any means to enforce their privacy and personal data-protection rights, even when recognized by legislation. An example of this is the apparent lack of personal data protection in some of the WHOIS
 databases.

26.
Consumer rights

•
There is a lack of global standards for consumer rights over the Internet, for example in the international purchase of goods through e-commerce; as such, users have few if any means to enforce their rights, even when these rights are recognized by legislation. In the case of digital goods and online services, there are problems for the practical and full application of traditional consumer rights.

27.
Multilingualism

•
Insufficient progress has been made towards multilingualization. Unresolved issues include standards for multilingual TLDs, e-mail addresses and keyword lookup, as well as insufficient multilingual local content. There is a lack of international coordination. 

28.
The WGIG identified a number of other important issues, such as convergence and “next generation networks” (NGNs), as well as trade and e-commerce, without however focusing on them in any detail. 


IV.
Developing a common understanding of the respective roles and responsibilities of all stakeholders from both developed and developing countries

29.
Recognizing the essential role of all stakeholders in Internet governance, this section expands on the roles and responsibilities of the principal stakeholders, i.e., Governments, the private sector and civil society, as well as intergovernmental and international organizations, as outlined in the WSIS Declaration of Principles.
 The academic and technical communities also play an important role.

30.
Governments. The roles and responsibilities of Governments include:


•
Public policymaking and coordination and implementation, as appropriate, at the national level, and policy development and coordination at the regional and international levels.


•
Creating an enabling environment for information and communication technology (ICT) development.


•
Oversight functions.


•
Development and adoption of laws, regulations and standards.


•
Treaty-making.


•
Development of best practices.


•
Fostering capacity-building in and through ICTs.


•
Promoting research and development of technologies and standards.


•
Promoting access to ICT services.


•
Combating cybercrime.


•
Fostering international and regional cooperation.


•
Promoting the development of infrastructure and ICT applications.


•
Addressing general developmental issues.


•
Promoting multilingualism and cultural diversity.


•
Dispute resolution and arbitration.

31.
The private sector. The roles and responsibilities of the private sector include:


•
Industry self-regulation.


•
Development of best practices.


•
Development of policy proposals, guidelines and tools for policymakers and other stakeholders.


•
Research and development of technologies, standards and processes.


•
Contribution to the drafting of national law and participation in national and international policy development.


•
Fostering innovation.


•
Arbitration and dispute resolution.


•
Promoting capacity-building.

32.
Civil society. The roles and responsibilities of civil society include:


•
Awareness-raising and capacity-building (knowledge, training, skills sharing).


•
Promoting various public interest objectives.


•
Facilitating network-building.


•
Mobilizing citizens in democratic processes.


•
Bringing perspectives of marginalized groups, including, for example, excluded communities and grass-roots activists.


•
Engaging in policy processes.


•
Contributing expertise, skills, experience and knowledge in a range of ICT policy areas.


•
Contributing to policy processes and policies that are more bottom-up, people-centred and inclusive.


•
Research and development of technologies and standards.


•
Development and dissemination of best practices.


•
Helping to ensure that political and market forces are accountable to the needs of all members of society.


•
Encouraging social responsibility and good governance practice.


•
Advocating for the development of social projects and activities that are critical but may not be “fashionable” or profitable.


•
Contributing to shaping visions of human-centred information societies based on human rights, sustainable development, social justice and empowerment.

33.
Furthermore, the WGIG recognized that the contribution to the Internet of the academic community is very valuable and constitutes one of its main sources of inspiration, innovation and creativity. Similarly, the technical community and its organizations are deeply involved in Internet operation, Internet standard-setting and Internet services development. Both of these groups make a permanent and valuable contribution to the stability, security, functioning and evolution of the Internet. They interact extensively with and within all stakeholder groups.

34.
The WGIG also reviewed the respective roles and responsibilities of existing intergovernmental and international organizations and other forums and the various mechanisms for both formal and informal consultations among these institutions. It noted that there is scope to improve coordination to some extent.


V.
“Proposals for action, as appropriate”


A.
Recommendations related to Internet governance mechanisms

35.
The WGIG addressed the adequacy of current Internet governance arrangements in relation to the principles outlined in the final WSIS documents and came to the conclusion that some adjustments needed to be made to bring these arrangements more in line with the WSIS criteria of transparency, accountability, multilateralism and the need to address all public policy issues related to Internet governance in a coordinated manner. It grouped these issues in four clusters: a forum, global public policy and oversight, institutional coordination, and regional, subregional and national coordination.

36.
The WGIG recommends the creation of a new space for dialogue for all stakeholders on an equal footing on all Internet governance-related issues.

37.
With regard to the roles and responsibilities of Governments, the WGIG decided to put forward different options for the deliberations within the WSIS context. The four different proposals all complement the forum described in section V.A.1 below.

38.
The WGIG also concluded that there would be merit in improving institutional coordination, as well as coordination among all stakeholders at the regional, subregional and national levels.

39.
The four proposals are set out below.


1.
Forum function

40.
The WGIG identified a vacuum within the context of existing structures, since there is no global multi-stakeholder forum to address Internet-related public policy issues. It came to the conclusion that there would be merit in creating such a space for dialogue among all stakeholders. This space could address these issues, as well as emerging issues, that are cross-cutting and multidimensional and that either affect more than one institution, are not dealt with by any institution or are not addressed in a coordinated manner.

41.
The WGIG also noted that one of its overarching priorities was to contribute to ensuring the effective and meaningful participation of all stakeholders from developing countries in Internet governance arrangements. Existing institutions that address some of these Internet-related public policy issues, such as the Organization for Economic Cooperation and Development (OECD), are not generally global in their membership and therefore developing countries lack a forum for discussing Internet-related public policy issues. Other global institutions are narrower in focus or do not allow for multi-stakeholder participation. It noted that the existing mechanisms do not sufficiently take into account geographic balance and linguistic diversity. Their fragmented nature and structure also make it difficult for developing countries to have their voices heard.

42.
One of the main aims of the WGIG is to foster full participation in Internet governance arrangements by developing countries. The WGIG placed this aim in the context of one of the priorities it had identified in the course of its work, namely, capacity-building in developing countries.

43.
Such a space or forum for dialogue (hereafter referred to as “the forum”) should allow for the participation of all stakeholders from developing and developed countries on an equal footing. Gender balance should be considered a fundamental principle with the aim of achieving an equal representation of women and men at all levels. Special care should be taken to ensure diversity of participation as regards, inter alia, language, culture, professional background, involvement of indigenous peoples, people with disabilities and other vulnerable groups.

44.
The forum should preferably be linked to the United Nations, in a form to be defined. It would be better placed than existing Internet institutions to engage developing countries in a policy dialogue. This would be an important factor in itself, as the future growth of the Internet is expected to be mainly in developing countries.

45.
The forum should be open to all stakeholders from all countries; any stakeholder could bring up any Internet governance issue. The forum would be reinforced by regional, subregional and national initiatives and supplemented by open online mechanisms for participation. It should support the information and communication technologies for development (ICT4D) agenda emerging from the WSIS and Millennium Development Goals (MDG) processes. It could assume, inter alia, the following functions:


•
Interface with intergovernmental bodies and other institutions on matters under their purview which are relevant to Internet governance, such as IPR, e-commerce, trade in services and Internet/telecommunications convergence.


•
Identify emerging issues and bring them to the attention of the appropriate bodies and make recommendations.


•
Address issues that are not being dealt with elsewhere and make proposals for action, as appropriate.


•
Connect different bodies involved in Internet management where necessary.


•
Contribute to capacity-building for Internet governance for developing countries, drawing fully on local sources of knowledge and expertise.


•
Promote and assess on an ongoing basis the embodiment of WSIS principles in Internet governance processes.

46.
There was a clear understanding that such a forum should not be seen as a continuation of the WGIG. Rather, it should be modelled on the WGIG open consultations, supported by a very lightweight structure and guided by a multi-stakeholder coordinating process, to be defined. Overlap or duplication with existing institutions should be avoided and the best possible use should be made of research and work carried out by others.

47.
The forum should develop partnerships with academic and research institutions to access knowledge resources and expertise on a regular basis. These partnerships should seek to reflect geographic balance and cultural diversity and promote cooperation among all regions.


2.
Global public policy and oversight

48.
The WGIG recognized that any organizational form for the governance function/oversight function should adhere to the following principles:


•
No single Government should have a pre-eminent role in relation to international Internet governance.


•
The organizational form for the governance function will be multilateral, transparent and democratic, with the full involvement of Governments, the private sector, civil society and international organizations.


•
The organizational form for the governance function will involve all stakeholders and relevant intergovernmental and international organizations within their respective roles.

49.
The WGIG agreed that the continued internationalization of the Internet and the principle of universality reinforces the need for a review of existing governance mechanisms, hence the WGIG undertook such a review and the results are presented here.

50.
There is a wide range of governance functions that could include audit, arbitration, coordination, policy-setting and regulation, among others, but not including involvement in day-to-day operational management of the Internet that does not impact on public policy issues.

51.
The review considered different organizational models for this purpose and the four models are set out below for consideration.

Model 1

52.
This model envisages a Global Internet Council (GIC), consisting of members from Governments with appropriate representation from each region and with involvement of other stakeholders. This council would take over the functions relating to international Internet governance currently performed by the Department of Commerce of the United States Government. It would also replace the ICANN Governmental Advisory Committee (GAC).

53.
The functions of the GIC should include:


•
Setting of international Internet public policy and providing the necessary oversight relating to Internet resource management, such as additions or deletions to the root zone file, management of IP addresses, introduction of gTLDs, delegation and redelegation of ccTLDs.


•
Setting of international public policy and coordination for other Internet-related key issues, such as spam, privacy, cybersecurity and cybercrime, which are not being fully addressed by other existing intergovernmental organizations.


•
Facilitating negotiation of treaties, conventions and agreements on Internet-related public policies.


•
Fostering and providing guidance on certain developmental issues in the broader Internet agenda, including but not limited to capacity-building, multilingualism, equitable and cost-based international interconnection costs, and equitable access for all.


•
Approving rules and procedures for dispute resolution mechanisms and conduct arbitration, as required.

54.
The relationship between the GIC and technical and operational Internet institutions, such as the reformed and internationalized ICANN, should be formalized. In this model, ICANN will be accountable to GIC.

55.
The GIC should be anchored in the United Nations.

56.
For the issues dealt with in this body, the governmental component will take a leading role. The private sector and civil society will participate in an advisory capacity.



Model 2

57.
There is no need for a specific oversight organization.

58.
It may be necessary to enhance the role of ICANN’s Governmental Advisory Committee (GAC) in order to meet the concerns of some Governments on specific issues.

59.
The forum, as proposed in section V.A.1 above, with full and equal participation of all stakeholders, could, in addition to the various functions set out therein, provide coordination functions for participating stakeholders and produce analysis and recommendations on some issues.

60.
This forum would provide a coordination function for participating stakeholders by creating a space in which all issues involving the existing Internet governance organizations could be openly discussed. These discussions will be enabled by the transparency of the participating organizations and participation should include a commitment to transparency.

61.
The forum would also interact with or create specific issue initiatives to produce analyses or recommendations on different Internet-related issues. The initiatives should include all the stakeholders involved in the issue and would make recommendations to the forum and to the stakeholders.



Model 3

62.
For policy issues involving national interests, given that no single Government should have a pre-eminent role in relation to international Internet governance, an International Internet Council (IIC) could fulfil the corresponding functions, especially in relation to ICANN/IANA competencies.

63.
In addition, its functions might include international public policy issues relating to Internet resource management and international public policy issues that do not fall within the scope of other existing intergovernmental organizations.

64.
For those issues, the governmental component of the IIC will take a leading role, with the private sector and civil society providing advice.

65.
Equally, the IIC could perform a fostering role for certain developmental issues on the broader Internet agenda.

66.
The new body could make the Governmental Advisory Committee (GAC) redundant.

67.
This internationalization should be accompanied by an adequate host-country agreement for ICANN.



Model 4

68.
This model brings together and addresses three interrelated areas of Internet policy governance, oversight and global coordination, and proposes structures to address the following challenges:


•

Public policy development and decision-making on international Internet-related public policy issues led by Governments.


•
Oversight over the body responsible at the global level for the technical and operational functioning of the Internet led by the private sector.


•
Global coordination of the development of the Internet through dialogue between Governments, the private sector and civil society on an equal footing.

69.

The Global Internet Policy Council (GIPC)

•
“Responsible for international Internet-related public policy issues”, and contribute public policy perspectives to Internet-related technical standard-setting.


•
Government-led mechanism that encompasses issues addressed by existing intergovernmental organizations and other public policy issues that currently do not have a natural home or cut across several international or intergovernmental bodies.


•
Participation by the private sector and civil society, both in an observer capacity.

70.

World Internet Corporation for Assigned Names and Numbers (WICANN)

•
Responsible for the “development of the Internet in both technical and economic fields” (a role similar to that performed by ICANN). Private-sector-led body made up of a reformed internationalized ICANN linked to the United Nations.


•
In this body, Governments will have two distinct and separate functions.


•
The oversight function over the body responsible, at the global level, for the technical and operational functioning of Internet (ICANN). This is the role currently performed by the Department of Commerce of the United States Government. This role would be played by an Oversight Committee appointed by and reporting to the intergovernmental body (the Global Internet Policy Council). The oversight function would not be of an operational or management nature.


•
The second function is advisory, as currently played by the ICANN Governmental Advisory Committee (GAC).


•
Participation of Governments and civil society in an observer/advisory capacity.




•
WICANN would have a host-country agreement.

71.

The Global Internet Governance Forum (GIGF)

•
Responsible for “facilitating coordination (and discussion) of Internet-related public policy issues”.


•
Participation on equal footing by Governments, the private sector and civil society.




3.
Institutional coordination

72.
Pursuant to paragraph 50 of the WSIS Declaration of Principles, the WGIG recommends that the secretariats of intergovernmental organizations and other institutions dealing with Internet governance issues continue to improve the coordination of their activities and exchange information on a regular basis, both among themselves and with the forum.


4.
Regional and national coordination

73.
The WGIG noted that international coordination needs to build on policy coordination at the national level. Global Internet governance can only be effective if there is coherence with regional, subregional and national-level policies. The WGIG therefore recommends:


(a)
That the multi-stakeholder approach be implemented as far as possible in all regions in order for the work on Internet governance to be fully supported at the regional and subregional levels;


(b)
That coordination be established among all stakeholders at the national level and a multi-stakeholder national Internet governance steering committee or similar body be set up.


B.
Recommendations to address Internet-related issues

74.
The WGIG agreed that there are two overarching prerequisites to enhance the legitimacy of Internet governance processes:


•
The effective and meaningful participation of all stakeholders, especially from developing countries.


•
The building of sufficient capacity in developing countries, in terms of knowledge and of human, financial and technical resources.

75.
The WGIG identified a number of recommendations emanating from the priority issues outlined in section III above. Some of these are addressed to the various Internet governance mechanisms proposed in section V.A above, while others are not attributed to any specific institutions.

76.
Administration of the root zone files and root server system of the domain name system (DNS)

•
Define the institutional arrangements and the responsibilities and relationships between the institutions that are required to guarantee continuity of a stable and secure functioning of the root server system of the DNS.


•
Noting that the number of root servers cannot be increased to more than 13 due to protocol limitations, carry out a requirements analysis to determine the appropriate evolution, including possible restructuring, of the architecture to meet end-user requirements.


•
Clarify the institutional arrangements needed to guarantee continuity of a stable and secure functioning of the root system during and after a possible period of governance reform.

77.
IP addressing

•
Transition to IPv6 should ensure that allocation policies for IP addresses provide equitable access to resources.

78.
Interconnection costs

•
Invite international agencies and the donor community to intensify their studies in this area, in particular to examine alternative solutions, such as the development of regional IP backbones and the establishment of local and regional access points.


•
Call on the groups studying Internet governance issues to take note of the WSIS Declaration of Principles, i.e., to be multilateral, transparent and democratic and to have the capacity to address Internet governance in a coordinated manner, based on a multi-stakeholder approach.


•
Invite relevant international organizations to report on these matters to whatever forum, body or mechanism(s) that the WSIS will create for issues related to Internet governance and global coordination.


•
Encourage donor programmes and other developmental financing mechanisms to take note of the need to provide funding for initiatives that advance connectivity, Internet exchange points (IXPs) and local content for developing countries.


•
Building on current international agreements, encourage interested parties to continue and intensify work in relevant international organizations on international Internet connectivity issues.

79.
Internet stability, security and cybercrime

•
Efforts should be made, in conjunction with all stakeholders, to create arrangements and procedures between national law enforcement agencies consistent with the appropriate protection of privacy, personal data and other human rights.


•
Governments, in cooperation with all stakeholders, should explore and develop tools and mechanisms, including treaties and cooperation, to allow for effective criminal investigation and prosecution of crimes committed in cyberspace and against networks and technological resources, addressing the problem of cross-border jurisdiction, regardless of the territory from which the crime was committed and/or the location of the technological means used, while respecting sovereignty.

80.
Spam

•
There is a need for global coordination among all stakeholders to develop policies and technical instruments to combat spam.


•
WSIS should recognize the need to act against spam and include common principles of action concerning cooperation in this field. It should recognize the need to produce anti-spam efforts, not only for legislation and cross-border enforcement but also in terms of industry self-regulation, technical solutions, partnerships between Governments and the Internet community, awareness-raising and user education. Special attention should be given to the connectivity and bandwidth limitations of developing countries. A joint statement could be agreed on the occasion of the WSIS and annexed to the final document(s) of the Summit.

81.
Freedom of expression

•
Ensure that all measures taken in relation to the Internet, in particular those on grounds of security or to fight crime, do not lead to violations of human rights principles.

82.
Meaningful participation in global policy development

•
International organizations, including intergovernmental organizations where relevant, should ensure that all stakeholders, particularly from developing countries, have the opportunity to participate in the determination of policy decisions that affect them, and promote and support such participation.


•
Specific efforts should be made to address the lack of funds of the different stakeholders of developing countries, which impedes them from actively and consistently participating in international Internet governance processes.

83.
Data protection and privacy rights

•
Encourage countries that lack privacy and/or personal data-protection legislation to develop clear rules and legal frameworks, with the participation of all stakeholders, to protect citizens against the misuse of personal data, particularly countries with no legal tradition in these fields.


•
The broad set of privacy-related issues described in the Background Report should be discussed in a multi-stakeholder setting so as to define practices to address them.


•
The policies governing the WHOIS databases should be revised to take into account the existence of applicable privacy legislation in the countries of the registrar and of the registrant.


•
Policy and privacy requirements for global electronic authentication systems should be defined in a multi-stakeholder setting; efforts should then be made to develop open technical proposals for electronic authentication that meet such requirements.

84.
Consumer rights

•
Efforts should be made to render consumer protection laws and enforcement mechanisms fully and practically applicable and to protect consumers during the online purchase of physical and digital goods and online services, especially in cross-border transactions.


•
Efforts should be made to define global consumer rights industry standards, applicable in the use and/or purchase of online services and digital goods. These efforts should be agreed by all stakeholders and should take into consideration applicable local laws and regulations on consumer protection, IPR and other relevant matters.


•
An ongoing multi-stakeholder assessment process for newly developed technologies that may affect consumer rights should be created.

85.
Multilingualism

(a)
Domain names:



•
Ensuring bottom-up and inclusive development of a transparent policy for the introduction of multilingual domain names.



•
Strengthening the participation and coordination of all Governments and all stakeholders in the governance process. This is required to push forward the development and implementation of multilingual domain name solutions, including multilingual e-mail addresses and key word lookup.



•
Strengthening cooperation between IETF and IDN registries,
 thus creating a sound international environment for the further development of technical standards and action plan for global deployment.


(b)
Content:



•
More effort should be put into developing content development tools to facilitate the creation of multilingual content.



•
Governments, the private sector and civil society are encouraged to promote and create more content in local languages to be posted on the Internet.
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Glossary

APEC
Asia-Pacific Economic Cooperation

ASCII
American Standard Code for Information Interchange; seven-bit encoding of the Roman alphabet

ccTLD
Country code top-level domain, such as .uk (United Kingdom), .de (Germany) or .jp (Japan)

DNS
Domain name system: translates domain names into IP addresses

GAC
Governmental Advisory Committee (to ICANN)

gTLD
Generic top-level domain, such as  .com, .int, .net, .org, .info

IANA
Internet Assigned Numbers Authority

ICANN
Internet Corporation for Assigned Names and Numbers

ICT
Information and communication technology

ICT4D
Information and communication technology for development

IDN
Internationalized domain names: web addresses using a non-ASCII character set

IETF
Internet Engineering Task Force

IGOs
Intergovernmental organizations

IP
Internet Protocol

IP Address
Internet Protocol address: a unique identifier corresponding to each computer or device on an IP network. Currently there are two types of IP addresses in active use. IP version 4 (IPv4) and IP version 6 (IPv6). IPv4 (which uses 32 bit numbers) has been used since 1983 and is still the most commonly used version. Deployment of the IPv6 protocol began in 1999. IPv6 addresses are 128-bit numbers.

IPRs
Intellectual property rights

IPv4
Version 4 of the Internet Protocol

IPv6
Version 6 of the Internet Protocol

ITU
International Telecommunication Union

IXPs
Internet exchange points

MDGs
Millennium Development Goals

NAPs
network access points

NGN
Next generation network

OECD
Organization for Economic Cooperation and Development

Registrar
A body approved ("accredited") by a registry to sell/register domain names on its behalf.

Registry
A registry is a company or organization that maintains a centralized registry database for the TLDs or for IP address blocks (e.g. the RIRs — see below). Some registries operate without registrars at all and some operate with registrars but also allow direct registrations via the registry.

RIRs
Regional Internet registries. These not-for-profit organizations are responsible for distributing IP addresses on a regional level to Internet service providers and local registries.

Root servers
Servers that contain pointers to the authoritative name servers for all TLDs. In addition to the “original” 13 root servers carrying the IANA managed root zone file, there are now large number of Anycast servers that provide identical information and which have been deployed worldwide by some of the original 12 operators.

Root zone file
Master file containing pointers to name servers for all TLDs

SMEs
Small and medium-sized enterprises

TLD
Top-level domain (see also ccTLD and gTLD)

WGIG
Working Group on Internet Governance

WHOIS
WHOIS is a transaction oriented query/response protocol that is widely used to provide information services to Internet users. While originally used by most (but not all) TLD Registry operators to provide “white pages” services and information about registered domain names, current deployments cover a much broader range of information services, including RIR WHOIS look-ups for IP address allocation information.

WSIS
World Summit on Information Society

WTO
World Trade Organization
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� IP為網際網路通信協定(Internet Protocol)之意，使得不同電腦網路間得以透過各式實體鏈路(physical links)而快速、經濟地互相通信。IP位址為一以數字表示之位址，使得Internet上之電腦位址得以確定，Internet上電腦間之資訊傳輸及建立連結即藉此IP位址達成，一般大眾係藉使用DNS以人性化名稱(human-friendly names)來辨識主機位址。


	� 	WSIS Declaration of Principles, paras. 48-50 (WSIS-03/GENEVA/DOC/0004).


	� 	WSIS-03/GENEVA/DOC/0005.


	� 	WSIS Declaration of Principles, para. 50 (WSIS-03/GENEVA/DOC/0004).


	� 	WSIS Plan of Action, para. 13 (b) (WSIS-03/GENEVA/DOC/0005).


	� 	WSIS Declaration of Principles, para. 48 (WSIS-03/GENEVA/DOC/0004).


	� 	See glossary.


	� 	Version four of the Internet Protocol.


	� 	Version six of the Internet Protocol.


	� 	A database that is widely used to provide information services to Internet users (see glossary).


	� 	WSIS Declaration of Principles, para. 49 (WSIS-03/GENEVA/DOC/0004).


	� 	WSIS Declaration of Principles, para. 50 (WSIS-03/GENEVA/DOC/0004).


	� 	WSIS Declaration of Principles, para. 48 (WSIS-03/GENEVA/DOC/0004).


	� 	WSIS Declaration of Principles, para. 49 (WSIS-03/GENEVA/DOC/0004).


	� 	This issue has received sustained attention in the Asia-Pacific Economic Cooperation (APEC) and the International Telecommunication Union (ITU), and has been raised in the World Trade Organization (WTO) as well.


	� 	See glossary.
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