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出席艾格蒙聯盟第十屆年會出國報告

艾格蒙聯盟簡介

艾格蒙聯盟（Egmont Group）1995年6月9日，由美國、英國、西班牙、比利時、荷蘭、香港等二十四個國家（或地區）及相關國際組織成員齊聚於比利時布魯塞爾的艾格蒙宮而成立，旨在結合當時各國受理金融機構申報異常交易之單位就防制洗錢進行國際合作，成立後相關秘書業務由美國金融犯罪稽查局（FinCEN）負責
。

聯盟為推動盟務，加強國際合作成效，目前常設三個工作組，分別為法律事務（Legal）、訓練暨通訊組（Training/ Communication）及聯絡發展(Outreach) 三個工作組；法律事務組主席Mr. Boudewijn VREHELST為比利時籍； 訓練暨通訊組主席為英國籍之Mr. Andrew BLEZZARD；聯絡發展組主席 Mr. Igor BRAC為克羅埃西亞籍
。我國於1998年第六屆年會在阿根廷布宜諾斯艾利斯時正式成為會員國，當時會員國計有四十八個
；另1999年我國為積極參與會務於當年九月加入聯絡發展組。

1996年11月在義大利羅馬舉行之第四次會議，共有三十個國家與會，會中決議未來加入聯盟之先決條件，必須是申請入會之國家（司法管轄區）有獨立的金融情報中心（Financial Intelligence Unit, FIU），並對FIU予以定義，其定義如后：

依據防制洗錢犯罪相關法律設立之中央級機關，受理、分析、整理金融機構申報之可疑交易，並有權將分析出的結果分送司法（警察）機關。


艾格蒙聯盟為強化會員間正式的金融情資交換，設有安全網路，此一網路設定必須取得網路管理者授權（目前為美國FinCEN），另經過加密；使用時必須輸入密碼，並配合由網路管理者配發之私密金鑰（Security ID）方能連線。透過本系統可以向目前有連線之五十三個國家，針對特定案件請求協助，本局近年來已有三案透過此系統，尋求國外FIU支持，並得到回應。


2001年6月於荷蘭海牙舉行之第九屆年會，有感於目前會員國與日俱增（截至今年五月計有會員五十八個），而且會員國遍及全球，乃討論成立執行委員會，以提昇盟務之推動；本案並經大會通過，成立工作小組進行研究，期間並曾以電子郵件徵詢各會員國意見及在荷蘭傑特米爾（Zoetermeer）、英國倫敦舉行兩次會議後，完成建置執行委員會計畫書；本（第十）屆年會時，將在六月五日金融情報中心首長（Head of FIU）會議中針對本案進行最後討論，並假六月六日下午之會議依地區分組選舉各區代表。

我國與日本、泰國、香港及即將於今年入會的新加坡及韓國分在亞洲地區組，將選舉地區代表乙名。另今年將申請入會國家除前述新加坡、韓國外，另有安道耳（Andorra）、巴貝多（Barbados  ）、加拿大、馬歇爾群島（Marshall Islands）、萬那杜（Vanuatu）等十一國，所有申請國必須經首長會議先行通過，再送年會討論。

會議議程

六月四日（星期二）

14:00-17:00
工作組會議

19:30-21:00
歡迎酒會

六月五日（星期三）

艾格蒙金融情報中心（ FIU）首長會議

08:30-09:30            首長報到

09:30-09:35            主席致辭

09:35-10:30            新會員申請入會案審核

10:30-10:45            休息

10:45-11:10            歡迎並介紹新會員國FIU首長

11:10-13:00            會議（商討成立執委會等案）

13:00-14:15            午餐

14:15-15:45            會議

15:45-16:15            休息

16:15-17:30            會議

20:30-22:30            晚宴及合照
六月六日（星期四）

09:30-09:40            開幕典禮

09:40-10:00            貴賓致辭

10:00-10:30            休息

10:30-10:40            二○○一年大會會議綜合報告

（荷蘭洗錢防制中心提報）

10:40-11:10            首長會議結論報告

歡迎新會員首長 

11:10-12:00            工作委員會報告

12:00-13:00            各新會員國簡報

13:00-14:15            午餐

14:15-16:00            專題報告

14:15-15:15            地區代表會議（選舉執委會會員）

15:30-17:00            地區代表會議（選舉執委會會員）

六月七日（星期五）

09:00-10:00            首長會議

10:00-10:15            休息

10:15-12:00            艾格蒙會員大會

                       國際組織報告

                       執委會簡報

11:00-12:00            第一次執委會會議

12:00-13:00            執委會會議結論報告

主要議題

1、 審查新申請入會會員國

計有新加坡、韓國、阿拉伯聯合大公國、加拿大、以色列、巴貝多、萬那杜等十一個國家為候選會員。

審查程序：候選國經法律事務組初步審查通過，於六月五日首長會議提交審查，六月六日提大會確認。

每個申請國必須有贊助國確認該國之金融情報中心（FIU）已正式獨立運作，並將相關狀況回報艾格蒙聯盟秘書處（我國為韓國申請入會之贊助國）。

2、 研商成立執委會（Egmont Council）
2001年於荷蘭海牙舉行第九屆年會時，決議應設置執行委員會，並成立「聯絡工作組」，就此一議案進行研究，並先後舉行三次會議，取得初步結論，將提交本（第十）屆年會討論。
重要決議

1、 聯絡發展組（OUTREACH WORKING GROUP）重要決議：

為有效推動盟務，加強與未成立FIU的國家聯絡，聯絡發展組成員應在每次會議，報告分工執行情形，故聯絡發展組應建立正式會員制；明（二○○三）年起，凡一年內兩次未出席聯絡發展組會議之會員，將取銷其工作組成員資格。

2、 首長會議於六月五日舉行，會中重要報告及決議事項如后：

1. 通過安道耳、巴貝多、加拿大、以色列、韓國、馬歇爾群島、波蘭、俄羅斯、新加坡、阿拉伯聯合大公國及萬那杜等共十一個FIU入會案。

2. 確定成立執行委員會，並將原規劃之名稱Steering Group改為Egmont Group Committee，委員會成員分自然產生及選舉產生兩種，自然產生之代表包括法律事務、訓練通訊、聯絡發展三個工作組主席，與負責安全網路及秘書處之國家（分別為美國、英國）；選舉產生之國家則依歐洲、美洲、亞洲、大洋洲推舉代表，歐洲、美洲各選出兩名，亞洲、大洋洲各選乙名，任期兩年。

3. 執行委員會並非取代原有首長會議，首長會議仍為最高權力機關；執行委員會，除緊急狀況外，不對聯盟任何事項進行最後決定，前述緊急狀況之條件必須先提出並送首長會議備查。會議時間將與工作組會議相同，並負責年報之出版，惟初稿提出後首長會議有建議修正權；另有關年會、首長會議時間及議程，年會邀請名單之草擬均屬委員會之職權。
4. 法律事務組主席Mr. Boudewijn VERHELST表示，有部分FIU對於會員間彼此之洗錢情資交換，要求必須在相互簽署司法互助條約或協定前提下，此種作法不符合聯盟之精神（Principle）。針對前述問題，巴拿馬代表表示，該國目前已與十四個FIU簽訂備忘錄取代條約或協定，另有三個正在簽署中；泰國則表示，該國願本於聯盟之精神，與所有國家簽訂備忘錄。

3、 年會於六月六日至七日舉行，重要決議事項如下：

1. 選舉執行委員會各洲代表，美洲代表：哥倫比亞及荷屬安地列斯（Netherlands Antilles）；歐洲代表：法國及斯洛文尼亞（Slovenia）；亞洲代表：泰國；大洋洲：澳洲。

2. 自然產生之代表及選舉產生之代表舉行秘密會議，推舉美國金融犯罪稽查局（FinCEN）的William BAITY（為該局副局長）為主席，澳洲Mr. Neil JENSEN及哥倫比亞Mr. Rodolfo URIBE URIBE為副主席。

3. 十月七日、八日由美國、英國、比利時共同籌劃，在墨西哥Oaxaca舉行洗錢防制訓練研討會（Training Seminar），討論主題計有：金融情報中心及私人企業；任務編組（Multi-Agency）之防制洗錢機構功能；非銀行體系之金融機構的可疑交易申報；非銀行體系之匯兌系統及信用卡；保險公司暨債券；恐怖主義資金等。

4. 今（二○○二）年第三次工作會議將於十一月四日至五日在捷克首都布拉格舉行。

5. 明（二○○三）年年會將於七月二十一日至二十五日在澳洲雪梨舉辦（二十一日為艾格蒙聯盟執行委員會會議，二十二日為工作組會議，二十三日為首長會議，二十四日至二十五日為年會）。

發現問題

艾格蒙聯盟目前每年舉辦年會一次，工作組會議三次（其中一次併年會期間召開），我國於一九九八年加入，現同時為聯絡發展組成員；本次聯絡發展組會議決議，為有效推動盟務，各工作組宜建立正式會員制，聯絡發展組成員如一年內缺席相關會議兩次，則取銷該會員資格。

目前政府財政拮据，各機關之國外旅運費均面臨大幅縮減，以調查局為例，每年出國計畫中，關於出席艾格蒙聯盟相關會議之經費，僅有「參加年會」乙項，可以編入年度出國計畫，易言之，其餘的兩次工作會議則無法派員出席；我國在明（二○○三）年，可能將面臨聯盟終止工作組資格之壓力。

艾格蒙聯盟為我國加入之十八個政府間國際組織之一，會籍名稱為TAIWAN，同時因其設有安全網路機制，會員彼此可以透過此機制進行洗錢情資交換，故無論對於提高我國在國際社會之能見度，或是就進行國際合作防制洗錢犯罪，均有正面作用；目前中共雖因尚未成立金融情報中心（FIU）故無法加入，然其刑法已於一九九七年將洗錢予以罪刑化，在面臨國際輿論壓力，中共日前已宣布將於明（二○○三）年在人民銀行下成立金融情報中心；中共目前為全球主要經濟體，一旦成立洗錢防制專責單位，艾格暨聯盟邀請其入會的可能性將大增。在我方受限於經費短絀，無法積極派員參與聯盟相關活動，而中共打壓我在國際社會之生存空間從未間歇的情況下，敵長我消的態勢已非常明顯，未來我方在艾格蒙聯盟的處境恐日益艱難。

建議事項

1、 面對中共在國際社會對我之杯葛打壓，努力爭取加入國際組織，提升我國際地位外，對已進入之國際組織，尤其是政府間國際組織，更應積極參與，爭取其他會員之支持；雖政府財政日益拮据，然對於參加政府間國際組織之例行性會議所需預算，實宜優先予以編列，而非通盤性的刪減。

2、 為展現我國積極參與艾格蒙聯盟盟務之誠意，並向國際宣示我國反恐、反洗錢之誠意，我國願意與任何國家（地區）合作，共同打擊恐怖主義、洗錢及其他跨國犯罪，故已積極向聯盟申請主辦2003年工作會議，惟舉辦國際會議涉及機關甚多，須賴相關單位配合，方可竟其功。
附錄
艾格蒙聯盟會員國名單（資料更新：2002年第十屆年會）
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The Egmont Group
Financial Intelligence Units of the World

OPERATIONAL UNITS (Meeting the Egmont Definition) 

status as of 05 June 2002
	1. Andorra
	Unitat de Prevenció del Blanqueig (UPB)

Money Laundering Prevention Unit

	2. Aruba
	MOT-Aruba

	3. Australia
	AUSTRAC

	4. Austria
	EDOK Meldestelle

	5. Bahamas
	Financial Intelligence Unit (FIU)

	6. Barbados
	Financial Intelligence Unit (FIU)

	7. Belgium
	CTIF-CFI

	8. Bermuda
	Financial Investigation Unit (BPSFIU)

	9. Bolivia
	Unidad de Investigaciones Financieras (UIF – Bolivia)

	10. Brazil
	Conselho de Controle de Atividades Financeira (COAF)

	11. British Virgin Islands
	Reporting Authority – Financial Services Inspectorate

	12. Bulgaria
	Bureau of Financial Intelligence (BFI)

	13. Canada
	Financial Transactions and Reports Analysis Centre of Canada -  FINTRAC

	14. Cayman Islands
	Financial Reporting Unit (CAYFIN)

	15. Chile
	Departamento de Control de Trafico Ilícito de Estupefacientes (CDE)

	16. Colombia
	Unidad de Informacion y Analisis Financiero (UIAF)

	17. Costa Rica
	Centro de Inteligencia Conjunto Antidrogas/Unidad de Analisis Financiero (CICAD/UAF)

	18. Croatia
	Financijska Policija / Ured za Sprjecavanje Pranja Novca (AMLD)

	Cyprus
	-- “Unit for Combating Money Laundering”

	19. Czech Republic
	Financní analytický útvar (FAU – CR)

	20. Denmark
	SØK / Hvidvasksekretariatet (HVIDVASK)

	21. Dominican Republic
	Unidad de Inteligencia Financiera (UIF – DomRep)

	22. El Salvador
	Unidad de Investigacion Financiera (UIF – El Salvador)

	23. Estonia
	Rahapesu Andmeburoo

	24. Finland
	Keskusrikospoliisi / Rahanpesun selvittelykeskus (RAP)

	25. France
	TRACFIN

	26. Greece
	(( -- “Committee of Article 7 of Law 2331/1995” (C.F.C.I.)

	27. Guernsey
	Financial Intelligence Service (FIS)

	28. Hong Kong
	Joint Financial Intelligence Unit (JFIU)

	29. Hungary
	Pénzmosás Elleni Alosztály (ORFK)

	30. Iceland
	Ríkisssaksóknari (RLS)

	31. Ireland
	An Garda Síochána / Bureau of Fraud Investigation (MLIU)

	32. Isle of Man
	Financial Crime Unit (FCU – IOM)

	33. Israel
	Israel Money Laundering Prohibition Authority (IMPA)

	34. Italy
	UIC (S.A.R.)

	35. Japan
	Japan Financial Intelligence Office (JAFIO)

	36. Jersey
	Joint Police & Customs Financial Investigation Unit- Jersey (FCU – Jersey)

	37. Latvia
	Noziedzigi iegutu lidzeklu legalizacijas noversanas dienests (KD)

	38. Liechtenstein
	Einheit für Finanzinformationen (EFFI)

	39. Lithuania
	Mokesciu policijos departamentas prie Lietuvos Respublikos Vidaus reikalu ministerijos. (MDP prie VRM) 

	40. Luxembourg
	Parquet de Luxembourg / Service Anti-Blanchiment (JOUBA)

	41. Marshall Islands
	Domestic Financial Intelligence Unit (DFIU)

	42. Mexico
	DGAIO / UIF


	43. Monaco
	SICCFIN

	44. Netherlands
	MOT

	45. NL Antilles
	MOT-Nederlandse Antillen

	46. New Zealand
	NZ Police Financial Intelligence Unit

	47. Norway
	ØKOKRIM / Hvitvaskingsenheten

	48. Panama
	Unidad de Análisis Financiero (UAF -  Panama)

	49. Paraguay
	Unidad de Análisis Financiero (UAF -  Paraguay)

	50. Poland
	General Inspector of Financial Information (GIIF)

	51. Portugal
	Brigada de Investigaçao Branquemento (DCITE – BIB)

	52. Romania
	Oficiul Nacional de Prevenire si Combatere a Spalarii Banilor (ONPCSB)

	53. Russian Federation
	Financial Monitoring Committee of the Russian Federation (FMC)

	54. Singapore
	Suspicious Transaction Reporting Office (STRO)

	55. Slovakia
	OFiS ÚFP 

	56. Slovenia
	MF-UPPD 

	57. South Korea
	Korea Financial Intelligence Unit (KoFIU)

	58. Spain
	SEPBLAC

	59. Sweden
	Finanspolisen (NFIS)

	60. Switzerland
	Money Laundering Reporting Office – Switzerland (MROS)

	61. Taiwan
	Money Laundering Prevention Center (MLPC)

	62. Thailand
	Anti-Money Laundering Office (AMLO)

	63. Turkey
	MSK

	64. United Arab Emirates
	Anti-Money Laundering and Suspicious Cases Unit (AMLSCU)

	65. United Kingdom
	NCIS / ECU

	66. United States
	FinCEN

	67. Vanuatu
	Financial Intelligence Unit (FIU)

	68. Venezuela
	Unidad de Inteligencia Financiera (UNIF)


(Underlined text indicates units accepted during Egmont Group Plenary, Monaco, June 2002)

INTERPRETIVE NOTE CONCERNING THE EGMONT DEFINITION OF A FINANCIAL INTELLIGENCE UNIT
艾格蒙聯盟對於金融情報中心之定義

History of The Egmont Group.   In June 1995, government agencies and international organizations gathered at the Egmont-Arenberg Palace in Brussels to discuss money laundering and ways to confront this global problem.   Out of this first meeting was born the Egmont Group (“Egmont”), an informal body of government disclosure receiving agencies that share a common goal – to provide a forum to enhance mutual cooperation and to share information that has utility in detecting and combating money laundering. Over time, working groups have developed to carry out the tasks of Egmont. Today, Egmont has three working groups:  Legal, Training and Communication, and Outreach. 

Early on, the participants in Egmont recognized the need for developing effective and practical means of cooperating, especially concerning information exchange and the sharing of anti-money laundering expertise. To meet those challenges, the Legal Working Group examined obstacles related to information exchange among government agencies that specifically combat money laundering through the processing of financial information. To identify financial disclosure receiving agencies around the world and to better understand how such government agencies function, jurisdictions completed questionnaires and submitted them for review by the Legal Working Group. On the basis of the answers provided from the questionnaires, the Legal Working Group devised a functional definition of government agencies, called Financial Intelligence Units (“FIUs”) that combat money laundering. 

Egmont Definition.  Based upon the work of the Legal Working Group, Egmont approved the following definition of an FIU in 1996:

A central, national agency responsible for receiving, (and as permitted, requesting), analysing and disseminating to the competent authorities, disclosures of financial information:

concerning suspected proceeds of crime, 

or required by national legislation or regulation, 

in order to combat money laundering.
The definition of an FIU can best be understood through a brief explanation of each of its component parts.

A central, national agency.  Egmont’s focus on international co-operation requires that only one government agency per territory or self-autonomous jurisdiction, recognized by international boundaries, serve as the contact point for international exchanges.  It must operate in a jurisdiction that is governed by the laws of that territory.  To be clear, use of the phrase “central, national agency” carries with it no political designation or recognition of any kind.  

An anti-money laundering government agency operating in a jurisdiction that in political terms constitutes a dependency of another nation, may be considered an FIU as long as it is the only government agency that carries out anti-money laundering efforts in that internationally recognized boundary.  Recognition that such government agency meets the Egmont definition of an FIU does not necessarily equate to sovereignty.  

In federal systems, the phrase “central, national agency” implies that only one government agency may be considered an FIU under Egmont.  Even though federal systems have multiple subdivisions, only one centralized agency serves as contact point for information exchange for Egmont.    

Responsible for.  This word denotes that the legal framework, which establishes the FIU, authorizes, at a minimum, the functions outlined in the Egmont definition.   

Receiving, (and as permitted, requesting) analysing and disseminating.  This phrase designates the three principal activities of all Egmont FIUs, and the functions that make them unique.  

Receiving.  FIUs serve as the first central reception point for receiving financial disclosures.  This takes into account FIUs that have more than one office and FIUs that receive disclosures from different domestic agencies.  This concept also distinguishes FIUs from law enforcement agencies with a general (overall) law enforcement mission. 

(And as Permitted, Requesting).  Some but not all FIUs have the ability to query specific financial information from certain financial institutions beyond the financial disclosures that FIUs normally receive from such institutions.  While helpful, the ability to request financial information directly from financial institutions is not a basic function of an FIU.   For this reason, the language is in parentheses and is limited in scope.   

Analysing.  Analysis involves an initial evaluation of the utility or relevance of disclosures received from reporting entities at the pre-investigation stage. Analysis of information reported to FIUs may occur at different stages and take different forms.  Some FIUs analyse every financial disclosure when it arrives at the FIU.  For other FIUs, such a system is impossible due to the sheer volume of financial disclosures that they receive.  Those FIUs make the financial disclosures immediately available to appropriate investigative authorities and the FIUs analyse financial disclosures in response to requests for information or on their own accord but not in response to each and every financial disclosure reported to it.   In an increasing manner, many FIUs have incorporated analytical software that assists in determining money laundering trends and patterns for use by law enforcement, to provide feedback to the reporting institutions and in some cases for purposes of proactive targeting.  In all cases, some de minimis level of analysis must occur in order to categorise a given piece of information and determine which agency, or group of agencies, should be entitled to receive it.

Disseminating.  FIUs at a minimum must be able to share information from financial disclosures and the results of their analysis regarding money laundering and related crimes as determined by domestic legislation firstly with domestic competent authorities and, secondly, with other FIUs.  A critical element in assessing dissemination capability involves assessing the extent to which a candidate FIU’s law permits the cooperation with other FIUs through the exchange of information. 

Disclosures of financial information.  These are the materials that FIUs use and share with each other to detect and combat money laundering.   In this regard, FIUs may share publicly available and as well as sensitive information (whether financial disclosures or law enforcement information) with competent authorities under terms that protect the information against misuse.      

Concerning suspected proceeds of crime.  The first type of disclosure of financial information concerns the reporting of suspicious or unusual transactions or activities.

[Disclosures otherwise] required by national legislation, or regulation. 

This requirement encompasses all other mandated types of reporting requirements required by law, whether involving currency, checks, wires or other transactions.  

In order to combat money laundering.  This phrase reemphasizes the common purpose of every FIU. 

HEADS OF FIU TABLE PAPER – 7TH JUNE 2002
DECISIONS TAKEN AT THE ANNUAL HEADS OF FIU MEETING MONACO 2002

二○○二年艾格蒙聯盟金融情報中心首長會議決議事項

The Heads of the Egmont FIUs met in Monaco on June 5th 2002 and agreed upon the following issues:

A
Structural

1. The Egmont Group establishes an Egmont Committee

2. The Egmont Committee has regional and permanent representation

3. The permanent representation consists of the following representatives.
Chairman of Legal Working Group

Chairman of Training and Communications Working Group

Chairman of Outreach Working Group

FIU hosting the ESW

FIU hosting the Egmont Permanent Administrative Support

4. Regional representation is based upon continental groupings and the number of representatives is a reflection of the number of FIUs currently located in each region.

Americas
2, Europe

2, Asia
1, Oceania
1

5. Since there are no FIUs operational in Africa to date a decision on their representation will be taken at a subsequent Heads of FIU Meeting.

6. The regional representatives and the Chair and Vice-Chair of the Egmont Committee will have a 2-year term with an option of a 2-year extension, subject to the approval of the Heads of FIU.

7. No decision was taken upon the length of service of the permanent representatives.

8. There will never be more than one representative from an individual FIU on the Egmont Committee.

9. The Egmont PAS will only attend the Egmont Committee in its capacity as a secretarial support and will not have voting rights.

10. If either a regional or permanent representative cannot attend an Egmont Committee meeting, that representative is responsible for selecting a substitute.

B 
Formation of the Committee

1. The continental groupings met and nominated their representatives on the Committee.

2. The Heads of the FIU approved the nominated Regional Representatives and the Permanent Representatives.

3. The Egmont Committee met and proposed a Chair and Vice Chair for the Egmont Committee. The Heads of FIU will then approve this proposal.


4. The Chair of the Egmont Committee will chair the Heads of FIU Meeting and will act as a Vice-Chair to the host of the plenary, who will chair the plenary.

C
Tasks and Responsibilities

1. The Egmont Committee will consult and co-ordinate with the working groups and the Heads of FIU. The roles and responsibilities of the working groups will remain as previously agreed.

2. Only in exceptional circumstances can the Egmont Committee make decisions. If possible, to consult Heads of FIU through the ESW or internet/e-mail then this course of action should be taken. If it is not practicable/feasible then the Egmont Committee has the authority to make an emergency decision but this decision must be reported to the Heads of FIU with all due haste. It is anticipated that the need for such decisions will be extremely rare.

3. The Egmont Committee should formalize such emergency procedures.

4. The Egmont Committee is responsible for setting the agenda for the Heads of FIU meeting and the plenary. 

5. The Egmont Committee is responsible for preparing the invitation list for the plenary and Heads of FIU Meeting.

6. The Egmont Committee will draft an annual report. The Heads of FIU are to correspond with the Egmont Committee with suggestions on the content and format of the report. The Egmont Committee should provide feedback to the Heads of FIU within 6 months.

7. The Egmont Committee will draft internal procedures and publish them in the first annual report.

8. The Chair of the Egmont Committee will give a verbal report on the work of the Committee at the Egmont Plenary Meeting.

9. The Egmont Committee, before making any contact with the press, should seek full agreement of the Heads of FIU.

10. The Egmont Committee will organise its meetings to coincide with working group meetings.

11. The Egmont Committee will examine ways to illustrate efficiency or progress in conjunction with the working groups.

12. The Egmont Committee may consider the need to establish further working groups.


13. The Egmont Committee will wherever possible use the ESW for any communications.

艾格蒙聯盟執行委員會第一次會議決議事項

2002年6月7日
1.  The Egmont Committee (Committee) met for the first time, with full concurrence of the Heads of FIUs, and consistent with the document entitled “Table Paper” (Attached).  Therefore the following infrastructure
 of the Committee is set out:

Chair:


FinCEN (USA) (ESW) - William Baity 

Vice-Chair:

AUSTRAC  (Australia) (Oceania) - Neil Jensen 

Vice-Chair:

UIAF (Colombia) (Americas) - Rodolfo Uribe Uribe 

Chair, Legal WKG:
CTIF-CFI (Belgium) - Boudewijn Verhelst

Chair, Trg/Comm WKG:
NCIS (United Kingdom) - Andrew Blezzard

Chair, Outreach WKG:
AMLD (Croatia)  - Igor Barac

Americas:

MOT-NA (Netherlands Antilles) - Hellen Chirino-Roosberg

Asia:


AMLO (Thailand) - Peeraphan Preampooti

Europe:


TRACFIN (France) - Jean-Marc Maury

Europe:


MF-UPPD (Slovenia) - Klaudijo Stroligo

PAS (Secretariat):

Julia Ghose

2.  The Committee will follow the “Table Paper”, as modified
 by the Heads of FIUs, setting out the expectations and general parameters surrounding the operation of the Committee as determined by the Heads of FIUs.

3.  The Committee has created a sub-group to work on the establishment of Committee internal operating procedures.  UIAF (Colombia) will chair this sub-group, with assistance from TRACFIN (France) and AMLD (Croatia).

4.  The Committee has recognized the next Egmont Plenary host to be AUSTRAC in the spring of 2003, with a date of July 21 – 25th.  The Committee envisions that plenary hosts will be established two years in advance and thus the Committee will seek to have a candidate host for 2004 as well.

5.  The Committee is cataloguing all international meetings and events to which Egmont representation would be advisable.  A draft list will be vetted with the Heads of FIUs in the near future.

6.  The Committee is exploring ways to enhance communication among its members including special email addresses on the Egmont Secure Web and the availability of teleconferencing facilities.

7.  The Committee will meet concurrent with the Working Group Meetings.  The next set of WKG meetings will be held in Prague, Nov. 4 – 5th.  We have scheduled a Committee meeting on Wednesday, Nov. 6th.  

與會人員名單
專題報告資料

Presentations by The World Bank 
Mr Alain Damais

On behalf of the World Bank, I would like to thank you for inviting the World Bank to the Egmont Group Plenary Meeting. This annual meeting of the Heads of the Financial Intelligence Units that have been created around the world is of most importance in the current context of increased international cooperation in combating money laundering and the financing of terrorism. 

We know how these abuses, if left unchecked, can undermine our security, perpetuate crime and corruption and impact the integrity of the international financial system. In addition, money laundering and terrorist financing has potentially devastating economic, political and social consequences for countries that are in the process of developing domestic their economy, their financial system and building strong financial institutions. In response to these threats, all of us – including multilateral organizations such as the World Bank - must intensify and coordinate our efforts to build capacity to fight money laundering.  

Over the past few months, the World Bank has intensified its work on anti-money laundering and combatting the financing of terrorism. Because the Bank’s main objective is poverty reduction, the Bank considers good governance, legal reform, and adequate financial sector supervision and regulation as important priorities of economic development. As a result the Bank Board has recognized the importance of effectively addressing anti-money laundering and terrorist financing issues and has expanded its financial sector diagnostic work to encompass these issues. 

The Bank’s principal contribution to these efforts has been to assist countries in addressing structural and institutional weaknesses that may contribute to a lack of market integrity and financial abuse. Within its mandate the Bank has undertaken several efforts to fight money laundering:

1. The first major initiative has been to expand anti-money laundering diagnostic work in all financial sector assessment program (FSAP) work. 

The Financial Sector Assessment Program (FSAP) is a joint initiative of the World Bank and the International Monetary Fund. Its purpose is diagnostic, aiming to identify areas of vulnerabilities within Financial sectors in order to ultimately strengthen them. The FSAP has several objectives including the evaluation of the adequacy of legal and institutional infrastructures and assessment of compliance with selected international standards, including AML/CFT best practices.  

2. A second initiative is the Bank’s contribution towards a globally accepted and comprehensive methodology for assessments of Anti-Money Laundering regimes throughout the World, with a view towards implementing a ROSC.
The Bank and the Fund have already jointly developed a draft Anti-Money Laundering methodology for inclusion in the FSAP which was launched as a pilot program. This methodology assesses several factors necessary for an effective anti-money laundering regime including:   

· legal and institutional frameworks covering CFT elements; 

· compliance with international standards for anti-money laundering laws, regulations, policies, and practices (especially the FATF 40+8 Recommendations); 
· establishment of FIUs; 
· adequate customer identification procedures; 
· cooperation among financial supervisors and enforcement authorities with regard to suspicious transactions; and 
· adoption and implementation of effective anti-money laundering policies, procedures and training programs (in both the private sector and government). 
The draft methodology is now in the hands of the FATF, which has created a Working Group with a view to develop a unified assessment methodology covering all the FATF 40(8) Recommendations. This work is not yet completed, and there will be further discussions on the drafts by the next FATF Plenary. We have welcomed the comments made by the Egmont Group on the draft Annex I in this context and we integrated most of them. 

If approved by the FATF, the comprehensive methodology will be applied on a uniform, voluntary, and cooperative basis, and as stated earlier could be possibly used in ROSC assessments.

3. The Bank is also working toward integrating Anti-Money Laundering issues in the development strategies of the Bank’s Member States.
This initiative involves several activities to build AML/CFT capacity in member countries. As part of this strategy the Bank is integrating Anti-Money Laundering and terrorist financing issues in the Country Assistance Strategy known as the CAS. The CAS sets out a country’s three year strategy of developmental measures and priorities. Particular focus is being placed on countries where weaknesses in the integrity of the AML/CFT regime may result in a significant governance and development risk. 

4. Finally, the Bank is working on capacity building through intensified and coordinated technical assistance.
The provision of TA for enhancing AML/CFT compliance will be largely based on needs and recommendations identified in FSAPs. The TA will focus on:

· Formulation of AML/CFT laws and regulations that meet international best practices;

· Implementation of laws, regulations, policies and procedures by financial sector supervisors and other government entities charged with responsibility for enforcement of AML/CFT measures;

· Establishment of financial intelligence units that meet Egmont Group standards;

· Increased understanding of AML/CFT issues by government policy officials; and

· Development of training and awareness programs to address AML/CFT concerns in the public and private sectors.

With respect to TA coordination, the Bank is currently collaborating with the Fund, the UN, the FATF, the FATF Style Regional Bodies, to develop a mechanism for the coordination of AML/CFT TA. To this end the Bank and the Fund hosted a meeting on April 22 that most of the key providers, donors and facilitators of TA in this area attended. The Egmont Group participated actively in this meeting and was represented by Mr Blezzard. 

The expected benefits of this coordination are to avoid duplication of efforts and to enhance effectiveness of TA by identifying country demands for TA, resources and availability from different providers and potential gaps in existent TA programs.  

The meeting resulted in a consensus on the following 3 points:

 1.  Coordination of TA should be organized on a regional basis through the FSRBs, which are, where they exist, the best placed to identify the technical assistance needs of individual countries in their regions. 

2. Immediate country needs for AML/CFT TA should be identified and responded to by donors and providers. In this respect, the FSRBs agreed to identify their individual members’ specific TA needs by the end of May 2002 and send these requests to the providers and donors with copies to the Bank and Fund. TA providers and donors committed themselves to respond on a preliminary basis to the country requests by the end of June, keeping the respective FSRBs and the Bank and Fund informed.  

3. FIU development is critically needed in many countries. Assistance is needed in drafting legal frameworks and implementing techniques to screen unusual transactions. Moreover, new FIUs  need funding for facilities and equipment in addition to technical assistance.

  At last, the participants agreed to meet again in six months to discuss progress on TA coordination. The Bank is placing a lot of importance in enhancing TA efficiency. The establishment of FIUs is in almost all cases one of the most important and urgent need of the requesting countries. The Bank would like to establish a close partnership with the Egmont group as a body as well as with Egmont group members, in order to be able to provide responses as rapidly as possible to requests in this area.  
Presented by Mr Johan Khouw (European Anti-Fraud Office/European Commission)
Content of First Directive

· Prohibits the laundering of drugs money

· Broad coverage of financial sector

· KYC and record keeping, training and special vigilance
obligatory reporting of suspicions

Why was a second Directive needed?

· Main elements already suggested in the first Directive

· Shift away from the banking sector

· Typologies work of FATF, UN and G7 interest in the “gatekeepers”

Commission proposal

· Tabled in July 1999 - difficult discussions in Council and Parliament

· Political agreement reached in September 2000

· Conciliation and final adoption in December 2001 - implementation deadline 15 June 2003

Content of the second Directive

· Technical adjustments to first directive

· Wider range of predicate offences

· Wide coverage of non-financial activities and professions, implying KYC and a reporting obligation, with appropriate safeguards for the professions

Technical adjustments

· Coverage of bureaux de change and money transmitters, investment firms and collective investment funds

· Make clear who is responsible for supervising anti-money laundering defences in EU branches

Predicate offences

· Serious crimes = drugs offences, activities of criminal organisations, serious fraud against the Community budget, corruption and

· “an offence which may generate substantial proceeds and which is punishable by a severe sentence of imprisonment”

Non-financial activities and professions

· auditors, external accountants and tax advisors

· real estate agents

· notaries and other independent legal professionals

· certain dealers in high-value goods (for large cash sales) 

· casinos

Safeguards for the legal professions

only covered for vulnerable lines of business

not covered when legal proceedings are involved

or when “ascertaining the legal position for their client”

Member State option to allow reporting via a professional body

Will there be a third Directive?

· The second already envisages further action on predicate offences

· Link with the work of the FATF to review its 40 Recommendations

· Link with the work to combat terrorist financing and the FATF 8 Special Recommendations

Egmont Group Plenary – 7th June, 2002 – Monaco

Offshore Group of Banking Supervisors

Presentation by the Chairman, Colin Powell

Background of the Offshore Group

1.
The first meeting of the Offshore Group was held in 1980 in Basel when representatives of a number of offshore centres met with members of the Basel Committee on Banking Supervision.  The formation of the Offshore Group was seen as a means of allowing offshore centres to define their common ground more clearly, to participate in the defining and implementation of international standards of cross-border banking supervision and matters relating thereto, and to hammer out a positive, constructive and coordinated response to approaches made by other authorities for assistance for achieving effective financial regulation and international cooperation.

2.
The Offshore Group usually meets once a year.  The next annual meeting of the Offshore Group will be held in September, 2002 in Cape Town immediately prior to the International Conference of Banking Supervisors which will also be held in that location.

Membership of the Group

3.
There are currently nineteen members – Aruba, Bahamas, Bahrain, Barbados, Bermuda, Cayman Islands, Cyprus, Gibraltar, Guernsey, Hong Kong, Isle of Man, Jersey, Labuan, Macao China, Mauritius, Netherlands Antilles, Panama, Singapore and Vanuatu.

Conditions of Membership
4.
The Offshore Group has the following conditions of membership –

· a clear commitment is made to the application of the principles of effective banking supervision as embodied in the Basel Committee’s Concordat of 1983, the supplement to the Concordat, the Basel Committee’s minimum standards for the supervision of international banking groups and their cross-border establishments, the Basel Committee’s Report on Cross-Border Banking Supervision and the Basel Committee’s Core Principles;

· a clear commitment is made to the forty recommendations of the Financial Action Task Force (FATF) on anti-money laundering, and the eight special recommendations of the Task Force on terrorist financing;

· the necessary legislation and administration is in place to put these commitments into effect;

· there is evidence of a satisfactory track record of translating the commitments into effect.

Applications for membership require –

· written evidence to meet the criteria for membership, including copies of the relevant legislation; and

· a report on an on-site examination of the financial regulation and anti-money laundering practices in place, and the resources available to put those practices into effect, which examination is to be carried out by an independent assessor using a standard check list;

5.
Applications can be made for observer status in advance of full membership.  Observer status is offered for a transitional period of up to two years for those who have entered into the commitments referred to above, and have the necessary legislation in place, but where there is as yet insufficient evidence of a satisfactory track record of translating the commitments into effect to qualify for full membership.

The Work of the Offshore Group

6.
The Offshore Group has established an identity of purpose within its own membership and in its contacts with other supervisory authorities and international organisations.  The Group has sought to raise standards generally within offshore centres on the peer group principle.  

(i)
The Work with the Basel Committee

7.
Since its formation in 1980 the Offshore Group has had a close working relationship with the Basel Committee on Banking Supervision.   In 1996 the Offshore Group joined with the Basel Committee in the formation of a Working Group on Cross-Border Banking with the task of preparing a report on the supervision of cross-border banking.  That report presented a number of proposals for overcoming the impediments experienced by banking supervisors in conducting effective supervision of the cross-border operations of international banks.  The report was endorsed by banking supervisors from a hundred and forty countries at the 1996 International Conference of Banking Supervisors in Stockholm.

8.
In that report the view was expressed that supervisory authorities in all countries need to ensure that their banks remain vigilant for evidence that a serious crime has been committed, such as terrorism, theft, kidnapping, drug trafficking, extortion, money laundering or fraud and that all supervisors should be required to report such evidence, acquired in the course of their supervisory activities, to the appropriate authorities.  While recognising that there are legitimate reasons for protecting customer confidentiality, it is accepted by members of the Offshore Group that secrecy laws should not impede the ability of supervisors to ensure safety and soundness in the international banking system by preventing the sharing of relevant information with other relevant authorities.

9.
Through the Working Group on Cross-Border Banking the Offshore Group also joined with the Basel Committee in preparing a paper on customer due diligence, which the Basel Committee issued in October, 2001.  This paper reinforces the principles established in earlier Basel Committee papers by providing more precise guidance on the essential elements of “know your customer” standards and their implementation.  The Offshore Group members are fully committed to the “know your customer” standards contained in this paper.  The principles of the customer due diligence paper have also been adopted by the FATF Working Group on Customer Identification as part of the review of the Task Force’s forty recommendations.

(ii)
The Work with the Financial Action Task Force

 10.
The Offshore Group attends meetings of the FATF as an observer organisation and has been accorded equivalent status to that of the FATF style regional bodies.  The Offshore Group was represented on each of the three working groups set up by the FATF as part of its general review of the forty recommendations, and has played an active part in each of the groups.

11.
The Offshore Group has endorsed the action taken by the FATF in adopting a set of eight special recommendations on terrorism financing.  Offshore Group members either have already taken, or have indicated their firm intention to take, necessary further action to detect and deter any misuse of the financial institutions in their jurisdictions in the financing of terrorism and to support and contribute to the international effort through full, prompt and effective cooperation with other authorities.

12.
In 1997 the Offshore Group agreed with the Financial Action Task Force a procedure for assessing the performance of members of the Offshore Group in the implementation of anti-money laundering measures.  Of the members of the group, three have been covered by the FATF’s own mutual evaluation programme (Bahrain, Hong Kong and Singapore); one has been covered by the Council of Europe Programme with OGBS participation (Cyprus); seven have been covered by the Caribbean Financial Action Task Force’s programme (Aruba, Bahamas, Barbados, Bermuda, Cayman Islands, Netherlands Antilles and Panama); five have been evaluated in accordance with the procedure agreed between the OGBS and FATF (Gibraltar, Guernsey, Isle of Man, Jersey and Mauritius); and three have been evaluated jointly by the OGBS and the Asia Pacific group on money laundering  (Labuan, Macau China and Vanuatu).

(iii)
The Work on Standards for Trust and Company Service Providers

13.
The Offshore Group has established a Working Group on the Setting of International Standards for the Regulation of Trust and Company Service Providers in which a number of G10 countries, together with the OECD, the IMF and the FATF, are also participating.  The terms of reference of the Working Group are “to produce a recommended statement of minimum standards/guidelines for trust and company service providers; and to consider and make recommendations to the Offshore Group of Banking Supervisors for onward transmission to all relevant international organisations/authorities on how best to ensure the recommended minimum standards/guidelines are adopted as international standards and implemented on a global basis”.

14.
While the Offshore Group is a body of banking supervisors, most if not all of those who attend meetings of the group have a wider role embracing the regulation of financial institutions generally.  Accordingly, the Offshore Group is a convenient vehicle for international organisations to use in communicating with offshore centres

15.
In its participation in all international initiatives with which it is involved the Offshore Group has sought to ensure a proper emphasis on distinguishing between financial centres that comply or do not comply with agreed international standards, and not simply on distinguishing between jurisdictions according to whether they are described as offshore or onshore.

(iv)
The Group’s Future Work Programme

16.
The Offshore Group’s future work programme is to –

· engage in a second round of FATF type mutual evaluations;

· continue to actively participate in the review of the FATF forty recommendations;

· continue to actively promote compliance with the FATF forty recommendations on money laundering and the eight special recommendations on terrorist financing;

· support the programme of assessment of financial regulation and anti-money laundering measures being undertaken by the International Monetary Fund;

· encourage other offshore financial centres to raise standards so that they can meet the Offshore Group’s membership conditions;

· encourage member jurisdictions to participate in training programmes in improving financial, regulatory and anti-money laundering practices organised by the BIS Financial Stability Institute and other relevant international, regional and national organisations;

· continue to participate in the work of the joint Basel Committee/Offshore Group Cross-Border Banking Working Group;

· continue to actively promote compliance with the Basel Committee’s Core Principles;

· actively support the development of international standards and best practice guidance in fighting corruption, including being represented at the meetings of the ad-hoc Committee on the Negotiation of the UN Convention against Corruption;

· continue to work with all relevant organisations in the setting of standards, and monitoring compliance, on all matters of financial regulation and anti-money laundering.

Exposé de l’OMD

10ème réunion plénière du Groupe Egmont

(Monaco, 6 – 7 juin 2002)

Introduction
Je vous remercie Monsieur le Président. 

Mesdames et messieurs, bonjour.

Je me présente, Pierre Fond, Sous-Directeur de l’administration des douanes françaises, Sous-direction des Affaires juridiques et contentieuses et de la lutte contre la fraude, représentant l’Organisation mondiale des douanes. Au nom de l’OMD, je remercie le Groupe Egmont de son invitation à participer à cette importante réunion internationale.

Le fait d’assister à cet événement nous offre une excellente occasion de vous présenter le rôle que jouent l’OMD et la douane dans la lutte contre le blanchiment de fonds. Le Secrétariat de l’OMD n’a malheureusement pas été en mesure de participer à la dernière réunion plénière du Groupe Egmont en juin 2001 à La Haye, Pays-Bas, mais il avait assisté à la réunion précédente, à Panama, en mai 2000, et y avait présenté un exposé. La brève allocution que je prononcerai ici traitera donc essentiellement des activités entreprises par l’OMD au cours de ces deux dernières années.

L’Organisation mondiale des douanes a été créée en 1952 sous le nom de Conseil de coopération douanière. C’est une organisation intergouvernementale indépendante qui compte 161 Membres dans le monde entier et qui a pour mission de renforcer l’efficacité et l’efficience des administrations des douanes. 

L’activité de l’OMD en matière de lutte contre le blanchiment de fonds se compose de plusieurs types d’action. 

Réunion concernant le blanchiment des fonds  

L’OMD a organisé plusieurs réunions internationales sur le blanchiment de fonds. Ainsi, le Groupe de travail sur le blanchiment de fonds et les avoirs financiers s’est réuni à Bruxelles en septembre 2000. Son objectif était de pouvoir fournir aux Membres de l’OMD des renseignements à jour concernant le blanchiment des fonds et de mettre au point en matière de lutte contre la fraude une réponse douanière professionnelle et appropriée. Les délégués étaient notamment des experts douaniers nationaux et des observateurs venant d’organisations telles que le Groupe Asie/Pacifique sur le blanchiment de capitaux (APG), le Conseil de l’Europe, la Commission européenne, Europol, le GAFI, l’OIPC/Interpol et le Groupe des autorités de contrôle bancaire des centres extraterritoriaux (OGBS). Les sujets examinés comprenaient diverses questions de nature douanière comme la contrebande d’espèces monétaires, les systèmes de remise de fonds alternatifs et le blanchiment de fonds sur le plan commercial.

La question du blanchiment des fonds a de même été examinée lors du Groupe de travail du Comité de la lutte contre la fraude de l’OMD réuni en novembre 2001 et lors du Comité lui même réuni en janvier 2002.

Recommandation de l’OMD (élaboration de pratiques types)   

Dans le cadre de diverses réunions et questionnaires de portée mondiale, l’OMD a examiné les compétences standard dont dispose généralement la douane pour lutter contre le blanchiment de fonds. Ces travaux ont trouvé leur apogée en juin 2001 avec l’adoption par le Conseil (assemblée générale de l’OMD ) d’une recommandation exhaustive sur la lutte contre le blanchiment des fonds intitulée «Recommandation du Conseil de coopération douanière concernant la nécessité d’élargir et de renforcer le rôle des administrations des douanes en vue de réprimer le blanchiment des fonds et de récupérer le produit des délits ».  Cette Recommandation, dont le dispositif comporte 13 paragraphes, propose aux administrations membres des pratiques conseillées à examiner, à adopter et à mettre en œuvre en vue de renforcer les capacités de la douane à lutter contre le blanchiment des fonds.

Stratégie en matière de renseignement(s)   

Le CEN
, système de renseignements et de communication mis au point par l’OMD, repose sur la création d’un réseau informatisé d’échange de données qui reliera toutes les administrations des douanes et les BRLR (onze Bureaux Régionaux de Liaison chargés du Renseignement) aux fins de la lutte contre la fraude. Le CEN a commencé à fonctionner le 1er juin 2000. L’une de ses bases de données est exclusivement consacrée aux saisies d’espèces monétaires.

A la date du mois d’avril 2002, le CEN comptait 425 utilisateurs représentant au total 120 pays. La mise en œuvre efficace du système devrait permettre de renforcer encore la qualité et la quantité des renseignements concernant le blanchiment des fonds.

Elaboration de cadres légaux pour la coopération douanière 

L’OMD a créé et gère une Convention multilatérale
 (Convention internationale d’assistance mutuelle administrative en vue de prévenir, de rechercher et de réprimer les infractions douanières, entrée en vigueur le 21 mai 1980) qui permet aux administrations des douanes d’échanger des renseignements d’ordre stratégique, tactique et opérationnel au sujet des infractions douanières de toute nature commises à l’échelon international.

Cette Convention fait actuellement l’objet d’un examen pour mise à jour, tenant compte des nouveaux besoins des Parties contractantes et des Membres de l’OMD qui n’ont pas été pleinement pris en considération lors de son adoption. Les mesures à prendre pour lutter contre le blanchiment des fonds seront possiblement incorporées dans cette Convention multilatérale si sa révision est décidée.

L’OMD a également élaboré un modèle d’accord d’assistance administrative (Modèle d’accord bilatéral d’assistance mutuelle administrative en vue d’appliquer correctement la législation douanière, de prévenir, de rechercher et de réprimer les infractions douanières : juin 1996) qui a pour objet d’aider les Membres à élaborer leurs propres accords d’assistance.  Le Modèle d’accord bilatéral révisé, qui a été approuvé en janvier 2002, définit le blanchiment de fonds comme une infraction douanière potentielle.

Enquête de portée mondiale concernant les compétences dont dispose actuellement la douane pour lutter contre le blanchiment de fonds 

Le Secrétariat de l’OMD a consulté tous ses Membres lors d’une enquête destinée à déterminer les compétences dont ils disposent actuellement pour contrôler le produit des délits aux frontières. L’enquête portait sur des questions telles que la nature des contrôles exercés, la législation en vigueur et les compétences en matière d’enquête. Les conclusions de cette enquête publiées en mars 2001 ont été favorablement accueillies par les Membres qui les ont jugées très utiles pour mettre en place ou revoir les mesures de contrôle du blanchiment de fonds.

Formation et assistance technique

L’OMD a élaboré un module de formation sur le blanchiment des fonds ainsi qu’une cassette vidéo de sensibilisation à la question au bénéfice des agents des douanes.

Séminaires régionaux de haut niveau

Outre des réunions régulières, l’OMD a également organisé des séminaires régionaux de haut niveau. Le Séminaire sur la lutte contre la criminalité transnationale organisée, destiné aux responsables des services de lutte contre la fraude des administrations des douanes d’Afrique orientale et australe, qui s’est tenu à Nairobi (Kenya) en mai 2001 a permis d’examiner efficacement les questions de la contrebande d’armes/de drogue et du blanchiment de fonds. Ont participé à ce séminaire des fonctionnaires des douanes de haut niveau venant de 15 pays de la région et des experts d’organisations ayant le statut d’observateur auprès de l’OMD dont l’ESAAMLG
, l’UNAFRI
, l’ONUCDPC
 et Interpol. 

L’OMD a également organisé en mai 2000 à Chiang Mai, Thaïlande, un Séminaire destiné aux chefs des services de lutte contre la fraude des douanes des pays asiatiques qui était essentiellement consacré au trafic illicite de drogue et au blanchiment de fonds.

Dans la mesure où la question du blanchiment des fonds appelle une législation adéquate, une solution impliquant plusieurs services et une coopération à l’échelon international, l’OMD estime qu‘il est extrêmement important d’organiser des séminaires de haut niveau pour que  la douane soit associée et participe de manière appropriée aux stratégies de lutte contre le blanchiment de fonds mises en place à l’échelon national et international. 

Coopération avec les autres instances internationales  

Dans le cadre d’autres initiatives internationales, la coopération est primordiale pour relever ce défi. Pour éviter tout double emploi inutile ou chevauchement d’activité dans ce domaine, il y a évidemment beaucoup à faire conjointement ou dans le cadre d’une étroite collaboration. L’OMD a participé et contribué activement aux travaux des instances internationales telles que les Nations Unies, le GAFI (Groupe d’action financière) et les organes régionaux inspirés du GAFI, l’OIPC/Interpol, ainsi qu’à cette Assemblée plénière du Groupe Egmont. 

Par ailleurs, dans le cadre de la lutte contre le terrorisme, l’oMS a invité ses membres à appliquer les conventions de l’ONU en vigueur notamment celles concernant le financement du terrorisme (prévention et répression).

Clôture

La douane est un organe de contrôle essentiel, chargé de surveiller les mouvements transfrontaliers de marchandises. Elle possède les connaissances et les ressources nécessaires pour jouer un rôle efficace dans la lutte contre le blanchiment des fonds et les autres types de criminalité transfrontalière organisée. Dans la mesure où les institutions financières renforcent utilement les contrôles qu’elles exercent, les blanchisseurs de fonds se voient obligés de trouver d’autres moyens pour transférer les capitaux en empruntant les frontières, par exemple comme la contrebande d’or ou les systèmes de remise de fonds de nature commerciale, offrant ainsi à la douane une excellente occasion d’intervenir. 

A cet égard, les renseignements à fournir à la douane et que la douane doit fournir revêtent une importance majeure. Les membres de ce groupe pourraient juger utile de déterminer le moyen le plus efficace de faire participer la douane aux stratégies nationales de lutte contre le blanchiment des fonds adoptées dans chaque pays.

L’OMD continue d’examiner cette question en offrant différents programmes de lutte contre la fraude. Si vous souhaitez obtenir des renseignements complémentaires auprès de l’OMD, je vous fournirai les coordonnées de M. Shoichi Asano, du Secrétariat de l’OMD, qui est chargé du programme de l’Organisation en matière de lutte contre le blanchiment des fonds.

Mesdames et Messieurs, je vous remercie de votre attention.   

Vienna International Centre

P.O. Box 500  A-1400 Vienna (Austria)

Tel: (43-1) 260 60 43 13  Fax: (43-1) 260 60 68 78

E-mail: gpml@odccp.org
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THE UNITED NATIONS 

GLOBAL PROGRAMME AGAINST MONEY LAUNDERING
Preliminary Remarks

The Global Programme against Money Laundering (GPML) continues to provide technical assistance to States pursuant to the 2003 deadline stipulated in the UN Political Declaration whereby all States should adopt money laundering legislation and programmes in accordance with relevant provisions of the 1988 Convention. The main objective is indeed to strengthen the capacity of States and regional or sub-regional organizations to fight against the laundering of proceeds of crime. 

Activities encompass awareness raising of national authorities, drafting of legislation based on model legislation developed for civil law and common law countries and the training of the key players. The research pillar of the Programme explores money laundering related issues and brings support in the implementation of technical cooperation activities.

Money laundering is a dynamic field, frequently subject to changes in techniques, technology, jurisprudence and policy approaches (both at the national and international level). Activities of GPML naturally continue to be structured, and altered as necessary, to take account of current circumstances and thus to remain responsive to the changing needs of Member States and the international community.

Where possible assistance is being provided at the regional level to ensure a wider coverage and to promote a higher level of involvement and commitment through the setting up of regional mechanisms. 

Moreover, close cooperation with international organizations also engaged in the fight against money laundering enables GPML to diversify its action and the scope of its activities while avoiding duplication of efforts. Partners consist of FATF, IMF, Egmont Group, Interpol, Commonwealth Secretariat, Council of Europe and the FATF style regional bodies.

GPML’s Activity Highlights for 2001-2002.

Awareness Raising

GPML co-organized with the Russian Federation an International Conference on Illegal Economy and Money Laundering, held in St. Petersburg, 5-6 June 2001. About 120 participants representing 40 countries, international organizations and private enterprise attended sessions to exchange experiences and devise ways to set up an adequate legal and institutional framework for combating this crime. The Conference took place in the context of the discussions in the Russian Duma of the draft money laundering legislation enacted in August. 

Legal assistance

GPML reviewed and provided advice to legislation of Andorra, Gibraltar, Israel, Lebanon, Panama, the Philippines, the Russian Federation and Indonesia.

GPML is taking part to the ODCCP efforts to counter financing of terrorism. One initiative launched is the drafting of a model legislation in order for Member States to encompass in their domestic legal frameworks, relevant provisions of the UN Convention for the Suppression of Terrorist Financing that entered into force on 10 April.

Building institutional capacity

GPML mentors concluded their contracts in Antigua&Barbuda, Barbados and Jamaica. Mentors are placed for prolonged periods to assist new FIUs in tackling day-to-day operational problems, and judicial authorities in handling money laundering cases. Antigua&Barbuda asked the GPML mentor to continue his work on a self-funded basis.

GPML submitted the draft final report on the OECS regional FIU to the OECS States (Organization of Eastern Caribbean States), the OECS Secretariat, CFATF and the Caribbean Development Bank. The report comprises a number of legislative changes in the eight OECS States to secure the establishment of a regional FIU.

In close collaboration with the Commonwealth Secretariat, GPML is working on the placement of a mentor in the Pacific region, who will deliver technical assistance to a number of small states, including assistance in reviewing appropriate legislation, developing capacity in financial analysis, investigations and prosecutions.

Further to enactment of Haiti’s anti-money laundering legislation in March 2001, GPML is in the process of assisting the Government in the effective operability of the FIU created under the law as well as in the training of the financial sector.

In an effort to deliver assistance on a regional basis, GPML is supporting the development of regional groups against money laundering, particularly in Africa: GIABA (Groupe Intergouvernemental Anti-.Blanchiment en Afrique, for ECOWAS countries, West Africa), GABAC (Groupe Anti-Blanchiment d’Afrique Centrale, Central African States), ESAAMLG (Eastern and Southern Africa Anti-Money Laundering Group).

Training in financial investigations and intelligence-gathering

In September 2001, GPML co-organized with Interpol and the Royal Canadian Mounted Police a seminar on undercover financial investigative techniques in Ottawa, Canada. About forty participants from twelve countries attended in-depth technical sessions on undercover and related operations in proceeds of crime cases.

Following the successful first joint FIU training seminar held in Vienna in January 2001, the Egmont Training and Communications Working Group and GPML have decided to organize a second training event scheduled for early October 2002. The meeting will be hosted by the Mexican Government.

Research and Analysis

In March 2001, GPML published a study on Russian Capitalism and Money Laundering. It examines the money laundering problem in Russia in connection with the economic, political and social transformations underway in the country.

A study on the creation of the anti-money laundering environment in Slovenia is being finalized. 

The research component is also drafting comprehensive briefings of money laundering legal frameworks and mechanisms in each of the Central Asian States, including the circumstances that make these countries vulnerable to crime and money laundering and their capacity to address the problems.

GPML still administers on behalf of seven international organizations the International Money Laundering Network (IMoLIN), a practical tool in daily use by government officials, law enforcement and lawyers (https://www.imolin.org). Country pages containing full text of legislation are being updated. One of the features of IMoLIN is the Anti-money laundering International Database, a compendium and an analysis of relevant laws and regulations according to a standard questionnaire. Most of the analysis of countries that have money laundering provisions have been completed. A review of the template is being processed in order to reflect new anti-money laundering norms and standards.
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INTERPOL AND THE

 FIGHT AGAINST INTERNATIONAL TERRORISM
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During last months the international community has witnessed an unprecedented policy mobilization towards the attempt to establish of a global comprehensive legislative and regulatory framework aimed at combating terrorism and its form of financing. International organizations, regional bodies and other institutions are developing initiatives to include new elements of both prevention and control in existent legislation and call on mobilization of the private sector to counter the phenomenon in co-operation with the law enforcement sector.  

These developments are associated with the creation of new forms of financial information enforcement, through the establishment of specialized agencies at national level, and in the form of international and supranational co-operation.

Following these developments Interpol, through a series of recommendations, called on Interpol national administrations to take measures to record, and, where appropriate, report financial information connected with, arising from, related to or resulting from terrorists transactions and other crimes, including suspicious and large currency transactions and large currency exchanges involving domestic and/or foreign currency. The dissemination of such information is regulated through an Interpol database and/or national databases.  The recommendations also regulate the protection, dissemination and request procedure regarding information contained in the Interpol database.

Interpol is also engaged in rethinking how we collect data and from what entities such data should be collected. For example, we are moving to establish a database on stolen or counterfeit identity documents, which will serve as a way to make it more difficult for terrorists to move themselves and their money freely around the world. We also want Member States databases on fugitives and suspected terrorists to be made available to Interpol and to one another.  

Interpol is committed to detecting and preventing acts of terrorism. It does this by exchanging information with its 179 member countries through its secure messaging system or by convening experts to address the subject.

Interpol collects, stores, analyses and disseminates intelligence about suspect individuals and groups and their activities. Member countries and public sources of information that it also monitors provide this data. All terrorist-related information has to be shared in a systematic, timely and accurate manner. The veracity and timeliness of the information is often directly proportional to its usefulness to the specialized officers within Interpol’s Public Safety and Terrorism Branch who are tasked with assessing the threat and issuing alerts and warnings.

To help member countries report on suspect individuals, Interpol has issued a number of practical guidelines on the type of information needed. This includes information about suspect individuals and groups, modus operandi, evidence from scenes of the crime and the use of new technologies by terrorist groups. They should also report on other crimes, which may be linked to terrorism such as, for example: seizures of nuclear material, weapons trafficking, money laundering and as I said falsified travel and other identity documents.

Apart from its vital intelligence work, Interpol has also urged its member countries to intervene at the national level by monitoring suspicious financial transactions linked to terrorist activities in order to freeze their assets and so disrupt the funding of terrorism.

In the immediate aftermath of a terrorist act Interpol can also offer many other backup services, by for example, its:

· Disaster Victim Identification Unit with its wide network of international experts and laboratories;

· Computerized fingerprints capability for identifying suspects;

· Forthcoming international database of counterfeit, forged and stolen identity documents;

· Money laundering expertise;

· Analytical capability, which is uniquely placed to find criminal activity connections from a global perspective;

· Issue international notices for fugitive terrorists whose arrest is sought by member countries.

While the primary investigation of the acts of September 11 are being handled by the FBI, many investigative leads and evidence span the globe. Interpol member countries around the world are therefore actively involved in this international dimension of the investigation. After this terrible attacks Interpol set up a “Task Force” at its Headquarters in Lyon, France. Its role is to co-ordinate and accelerates the information to be forwarded to the Interpol National Central Bureau in Washington and, through it, to the FBI. It also requested that all its member countries give full co-operation to the investigation.

The international ramifications of this particular case, while involving U.S. targets, was connected with terrorist training in other countries, including the Philippines, for example. It is also interesting to note that the first request for a Red Notice for the Saudi-born militant, Usama bin Laden (with a view to his arrest) was made by Libya before the attacks. Many countries on the European, Asian and African continents have since been providing regular information, intelligence and relevant data. Interpol has also issued Red Notices for a number of other terrorist suspects through its global communication network and has published them on its web site to give them as wide circulation as possible. In fact, since September 11, Interpol has issued 55 Red Notices for terrorists who had committed or were connected to these global terrorist attacks. Interpol is also increasing its circulation of Blue Notices (requests for location of a suspect) of which 19 have already been issued for the presumed hijackers.  

Further Interpol developed various initiatives aimed at intensifying co-operation between the law enforcement community and the banking and financial institutions and associations and by the creation of a working group charged, to name but a few, to develop guidelines and memoranda of understanding with banking security associations and banks to co-operate more fully with law enforcement authorities in the investigation of financial crimes.

This policy was implemented and further developed after the terrorist attacks in the USA. Following the outcomes of the 1st International conference on Co-operation between Law Enforcement Agencies and Financial and Banking Institutions, 4 Regional Working Groups charged to identify mutual needs, challenges/obstacles and opportunities for an enhanced co-operation and for the sharing of information were created. The objective of these working groups is also: “to prevent the use of financial systems by terrorists, organised crime and other criminals in order to protect its integrity”

In April and November 2001, the African and the European Working Groups met respectively in Ghana and Italy. The Asian Group met in January 2002 in Riyadh (Saudi Arabia) and the Americas WG will meet within this year.  

The first round of meetings allowed participants to identify a set of actions that need to be adopted in order to improve the co-operation at national and international level.  

We already proposed a way to coordinate with that effort and to coordinate with FATF and other international organizations a plan of our own - to bring experts from around the world to examine the financial channels of terrorism with a view to providing guidance to financial institutions. Interpol’s initiative is complementary to FATF because Interpol’s symposium will include many non-FATF countries as well as non-governmental representatives from academia and the private financial community. Just some month ago, our sixteenth symposium on terrorism held in Lyon, began to frame the issues for such a special meeting.

As it relates to money laundering strategies, we want to build bridges to the Egmont Group. With the Egmont Group’s 58 nations and Interpol’s 179 Member States working on operational matters, we can provide with valuable and current data on the financing of terrorist activity within our Member States.

 
Let me close with one parting thought. What we are being asked to undertake is a very difficult and daunting, task. Attempting to understand the financial channels of terrorism and designing programs that prevent financial institutions from unwittingly being used by terrorists is more difficult than anything we have undertaken in the past. It requires an understanding of financial patterns more complex than the issues we have been dealing with over the past 12 years. We must approach this task with humility. We must also break down the barriers that too often have impeded effective cooperation. It is now time to rededicate us to building bridges and opening new channels of communication with those embarking on the same journey to fight terrorism. I pledge to you that Interpol will be your partner as you undertake your journey and thank you for having given me the honor of addressing you today.

新會員國報告資料

STATEMENT FOR Marshall Island

Mr. Minna Andrike, Chief of Revenue and 

Mr. Joseph Bigler, Advisor to FIU

Introduction and Salutation

1. Thank you Mr. Chairman for this opportunity to present our Financial Intelligence Unit to the Plenary of the Egmont Group.  We are privileged to sit in this Plenary as full-fledge member of this global grouping of FIUs.  Mr. Chairman, I bring greetings from the Republic of the Marshall Islands and blessings from our President, H.E. Kessai Note.

2. Before embarking on the presentation of our Financial Intelligence Unit, allow me, Mr. Chairman, to extend our sincere appreciation to the countless people who have assisted us in the design and operation of our Unit …., and for this purpose I especially wish to single out

a. Director James Sloan, Deputy Director William Baity, Senior Counsel Bess Michael, FIU Chief John Brewer and countless other staffs of FinCEN

On this same note, I also wish to extend our appreciation for the valuable support we have received from:

b. Chairman Boudewijn Verhelst of the Legal Working Group

c. The Director of Japan’s Financial Intelligence Office, Mr. Noriaki Mizuno, who also heads the Asia Pacific Review Group

d. Mr. Paul Dergerebedian of U.S. Treasury

e. Mr. Ric Power of AUSTRAK

f. Ms. Julia Ghose of the Egmont Secretariat

g. And the countless others who have assisted us in the process of establishing our Financial Intelligence Unit

I thank you indeed for your valuable support and assistance.

Allow me also, Mr. Chairman to extend the warmest greetings to the participating FIUs in this Plenary.

Presentation of the DFIU

3. Structurally, Mr. Chairman, our Unit is an administrative one whose primary function is to filter financial intelligence to the appropriate authorities.  Formally named the Domestic Financial Intelligence Unit (and assuming the acronym DFIU), our Unit comprises of the Banking Commissioner as Head and the Police Commissioner and myself as the other two members.  A representative from our Attorney General’s Office sits in our DFIU to provide legal support.  Mr. Chairman, we are finding the organizational structure of our DFIU to be the most befitting, given the smallness of our regime and the resource implications that are prevalent in small developing nations.

4. Our Unit does not engage in formal investigations but engages only in building up leads.  The DFIU receives AML disclosures from Banks and financial institutions, which currently include Suspicious Activity Reports (SARs) and Currency Transaction Reports (CTRs).  The DFIU analyzes these data and store them in an electronic database.  As of this date 3 SARs and more than 350 CTRs have been received.

5. Mr. Chairman, the philosophy of our DFIU is to have an informal structure with regard to sharing information with international administrative authorities.  In other words, a reciprocity agreement, exchange of letters, treaty or memorandum of understanding is  not required for the DFIU to share information with a other Financial Intelligence Units.  The DFIU is willing to exchange and share information contained within a SAR and/or CTR or any other relevant information necessary to assist in the investigation of possible money laundering.  However, the procedure for receipt of information from a foreign counterpart is not informal.  The DFIU understands that information obtained from a foreign counterpart may be for “lead” purposes only and that this information may need to be obtained through official channels in the foreign counterpart before it is used in a legal proceeding in the Republic of the Marshall Islands.  Therefore, when our DFIU receives information from a foreign FIU, we would request permission before using the disclosed information in a legal proceeding.  

6. A sign of the DFIU’s willingness to cooperate internationally is its quick response to inquiries from foreign governments and FIUs.  One example of the DFIU’s willingness to work with international authorities has been its quick action on requests for information from the United States following the events of September 11, 2001.  After September 11, the United States Department of State sent a list of names of individuals and entities suspected of terrorist activities to the DFIU to determine whether any of these names had a connection with the Marshall Islands.  After a thorough investigation of bank records, public financial documents and the corporate registry, the DFIU determined that no name on the list was associated with the Republic of the Marshall Islands.

7. The DFIU has also been proactive in contacting other FIUs for investigatory assistance and establishing lines of communications.  The DFIU, on two separate matters, contacted AUSTRAC and FINCEN regarding suspected fraudulent activities. Both requests asked the FIUs to provide information and investigatory support.   

8. The Marshall Islands has also participated in deliberations regarding the formation of a Regional Financial Intelligence Unit (RFIU), comprised of countries that are members of the Pacific Islands Forum.  The Marshall Islands is interested in the concept of the RFIU, but is aware that the development of such a unit will take a tremendous amount of time.  Accordingly, the focus of the Marshall Islands still remains on establishing its own effective anti-money laundering regime.

9. Now the Egmont Group provides an additional avenue of establishing lines of communication and strengthening working relationships with other FIUs worldwide.  The Republic of the Marshall Islands is proud that its DFIU is operational and meets the Egmont FIU definition. 

Conclusion

10. Mr. Chairman, it is a great honor and privilege to be extended an offer to join the Egmont Group, an honor which the Republic of the Marshall Islands has respectfully accepted.  The Marshall Islands has worked hard over the last two years to develop, train and operate an effective FIU.  Today, it is our conviction that we have achieved this goal.

11. The DFIU and the Marshall Islands Government look forward to working with the Egmont Group and assisting the international community in the fight against money laundering and terrorism. 

Thank you.

Suspicious Transaction Reporting Office

SINGAPORE
Introduction
The Suspicious Transaction Reporting Office (“STRO”) was formed in January 2000.  It is the central agency in Singapore for the receipt and analysis of Suspicious Transaction Reports (“STRs”).

STRO is a unit within the Financial Investigation Division of the Commercial Affairs Department.  The Commercial Affairs Department is the authority within the Singapore Police Force for investigations into white-collar crimes, money laundering and terrorist financing.

The Financial Investigation Division is in charge of the enforcement of anti-money laundering legislation in Singapore.  It is also responsible for the seizure and confiscation of the proceeds of crime. 

STRO comprises a total of 9 officers, 7 of whom are financial investigators with qualifications in law, accounting, business administration and other relevant professional fields.
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Table – The position of STRO within the Commercial Affairs Department of the Singapore Police Force, and the functions of the branches in the Financial Investigation Division.

Legal Framework for Sharing Information

Under Section 41 of the Corruption, Drug Trafficking and Other Serious Crimes (Confiscation of Benefits) Act, (we understand that a scan copy is available on the Egmont Group Website), STRO is authorised to share information with its foreign counterparts. 

Information from STRs can be shared with STRO’s foreign counterparts provided there is an arrangement with the foreign agency for the sharing of information on the basis of reciprocity and confidentiality.  It should be noted that any information that is shared is intended for intelligence or investigation purposes only, and not meant to be used as evidence in court.

The said arrangement can be in the form of a Memorandum of Understanding.

What Information Can be Shared
The types of information that can be shared include STR information, investigation database information, criminal records, immigration entry/exit records, records of the incorporation of companies and businesses, land title searches, and strategic law enforcement information (such as money laundering trends and patterns).   

Suspicious Transaction Reports

Under Section 39 of the Corruption, Drug Trafficking and Other Serious Crimes (Confiscation of Benefits) Act, it is mandatory for anyone to make a Suspicious Transaction Report if he has “reason to suspect” that any property is connected to criminal activity, and that such suspicion arose in the course of his business or employment.

The total number of STRs received and analysed by STRO for the last three years is as follows:

	Year
	Number of STRs

	1999
	189

	2000
	431

	2001
	558

	2002
	277  (till 30th April 2002)


Not only has there been an increase in the quantity of STRs, the quality of STR information has also increased.  In the last two years, we have had five convictions for money laundering offences.  STR information also provided useful leads in several other cases investigated by the Commercial Affairs Department and other law enforcement agencies.  

Contact Point

The contact person/correspondence address for STRO is:

Mr Ian Wong

Head, Suspicious Transaction Reporting Office

Commercial Affairs Department

391 New Bridge Road #06-701

Police Cantonment Complex, Block D

Singapore 088762

Tel: (65) 6557-3777 or (65) 6557-3861

Fax: (65) 6223-3171

Email:  STRO@spf.gov.sg 

Vanuatu FIU presentation to Xth Egmont Group Plenary Meeting

by Ms Viran Molisa
Greetings from Vanuatu! Vanuatu is a Pacific Island country located in the South West Pacific east of Brisbane, Australia, west of Fiji, south of Papua New Guinea and the Solomon Islands, and north of New Caledonia and New Zealand.

The Vanuatu FIU is created by the Financial Transactions Reporting Act No. 33 of 2000 and is established within the State Law Office. The State Law Office is headed by Vanuatu’s Attorney General and its principal functions are to provide legislative drafting services as well as advice to and representation for the Government. The Vanuatu FIU is a small unit, consisting of myself and one other legal officer of the State Law Office, Mr Tom Joe Botleng. The Unit commenced operations in September 2000.

The Vanuatu FIU is administrative in nature. Its functions are:

1. to receive suspicious transaction reports made by financial institutions;

Suspicious transaction reports are compulsory by law to be made by financial institutions where they have reasonable grounds to suspect that a transaction or proposed transaction is or may be relevant to the investigation or prosecution of any person for a money laundering or other serious offence. The suspicious transaction report must be given to the FIU as soon as possible, but no later than two working days after forming the suspicion;

2. to give copies of such reports to prosecutorial agencies, the Vanuatu Police Force, banking and company supervisors in Vanuatu, and to any law enforcement agencies or supervisory bodies outside Vanuatu;

3. to conduct investigations to ensure compliance with the Financial Transactions Reporting Act by financial institutions;

4. to receive information from and otherwise assist prosecutorial agencies, the Vanuatu Police Force, banking and company supervisors in Vanuatu, and any law enforcement agencies or supervisory bodies outside Vanuatu in relation to the detection, investigation or prosecution of a money laundering offence, or the enforcement of the Serious Offences (Confiscation of Proceeds) Act No. 50 of 1989;

5. to issue guidelines to financial institutions in relation to transaction record keeping and reporting obligations; and

6. to provide training programs for financial institutions about transaction record keeping and reporting obligations.

The Vanuatu FIU is not at all a prosecutorial or judicial body. It receives information by way of suspicious transaction reports or otherwise, analyses the information and if necessary, disseminates it to others for further investigation and or prosecution. Otherwise, the FIU assists other bodies in the detection, investigation or prosecution of money laundering or serious offences. It has limited powers of search and seizure. It may direct compliance through its directions to produce evidence. Significantly, information that the Vanuatu FIU has may be shared with law enforcement agencies or supervisory bodies outside Vanuatu without the need for a memorandum of understanding or any other agreement.

In terms of mutual assistance, the Attorney General is the Central Authority for Vanuatu pursuant to the Mutual Assistance in Criminal Matters Act No. 52 of 1989. This Act implements Vanuatu’s international obligations in relation to facilitating requests to Vanuatu, and by Vanuatu itself, for assistance in criminal investigations and prosecutions, including money laundering investigations and asset forfeiture actions.

In conclusion, I would like to take this opportunity of expressing our thanks and appreciation to a number of people. I would like to thank those members of the Egmont Group who have assisted and supported the Vanuatu FIU in various ways up to now. I would like to thank AUSTRAC and in particular Mr Ric Power, the Australian Federal Police, the Asian Development Bank, Mr Rowan Downing and the New Zealand FIU for their financial and other support to the Vanuatu FIU in our effort to join the Egmont Group. Also, thank you very much to the Legal Working Group of the Egmont Group for your favourable consideration of our application, and of course thank you to the administration and to you, the members of the Egmont Group. On behalf of the Vanuatu FIU, I sincerely thank you all for your assistance to Vanuatu in its efforts against money laundering, terrorist financing and other serious crime. Thank you for your attention and may I wish you all a fruitful time over the next few days.

參考案例

EGMONT GROUP SANITISED CASES

洗錢案例

This document contains 6 new sanitised cases contributed by the NCIS/UK in response to the request for sanitised cases disseminated on 20th May 2002.  Please send your contributions to the PAS which will update this document with your sanitised cases every 3 months. 

CASE 1 

A disclosure from a high street bank was made as a result of unexplained transactions in a joint account. The account had been opened recently and had received large cash deposits, followed quickly by withdrawals. In three months, approximately £12,000 had been deposited into the account. 

This activity was suspicious by itself, and was exacerbated by the fact that the bank was not aware what one of the parties did for a living, and that no bills or other transactions were going through the account. 

Investigations into the couple began as a direct result of the disclosure, which had been sent on to the Law Enforcement Agency by the Economic Crime Branch at the National Criminal Intelligence Service (NCIS) in the UK. It was quickly discovered that the name of one account holder was an alias, and a Production Order revealed that a total of £65,855 had been put into the account in 10 months. The funds were identified as proceeds from drugs trafficking. 

The subjects named in the disclosure have since been arrested and charged, along with members of their immediate family. One of these charges is ‘Assisting another to retain the benefit of drugs trafficking’. A full financial investigation is taking place, with a view to confiscation of identifiable assets.

Disclosures from the Economic Crime Branch at the National Criminal Intelligence Service (NCIS) in the UK can start off investigations into Money Laundering, and can result in convictions.

CASE 2

A Suspicious Transaction Report was received from a high street bank giving details of unusual behaviour in a business account. While initially happy to accept the business, the bank became suspicious later on due to the nature of transactions on the account and the behaviour of the account holder, and submitted a Suspicious Transaction Report.

While this appeared to be fairly innocuous, an investigation began when more Suspicious Transaction Reports were received on the same suspect from a number of different sources. The Suspicious Transaction Reports were compiled and more comprehensive intelligence packages were put together and disseminated to law enforcement. The investigation revealed that a foreign bank operating in London had been defrauded to the amount of £400,000 by a former employee.

The Suspicious Transaction Reports built up the picture of how this illicit money had been and was to be laundered. The initial Suspicious Transaction Report had in fact been made on a company account for one of several front companies set up by the suspect. Funds had been placed into these accounts specifically to ensure successful placement and layering. Law enforcement was then also able to identify other business accounts set up for the same reason.

Further Suspicious Transaction Reports were received from several casinos. They had become suspicious after repeatedly being asked to cash Bankers Drafts for up to £20,000. These would be held by the casinos in order for the suspect to bet against. When the evening’s entertainment was over, any winnings as well as the remaining deposit would be withdrawn and replaced into different bank and building society accounts. 

The number of Suspicious Transaction Reports and suspicion surrounding the criminals meant that law enforcement closely monitored any financial transactions that they made. This ensured that a third method of laundering was uncovered. The criminal had a foreign exchange business in an offshore centre. Some of the illicit funds were placed into this business, perhaps in the hope that it would be more difficult to trace.  

The structure of the Suspicious Transaction Reporting System enabled two criminals to be caught, up to half of the defrauded money to be reclaimed and a number of Modus Operandi to be identified. The criminal has since been arrested and charged with conspiracy to defraud and theft, as well as money laundering, and awaits trial.

Virtually all crime is committed to make money. This then has to be laundered. In this case the co-operation of the financial services, the Economic Crime Branch at the National Criminal Intelligence Service (NCIS) in the UK and law enforcement meant that several attempts to launder money were thwarted and the original fraudster and money launderer was arrested.

CASE 3

A Suspicious Transaction Report was received from a well-known high street bank which gave details of a business account that was not following the expected pattern of credits and debits. Within a matter of days this Suspicious Transaction Report had been processed and an intelligence package had been sent out to law enforcement. The account had raised suspicion because, while it was receiving a number of deposits for several thousand pounds on a regular basis, taking the balance to approximately £300,000, there were no debits to the account at all. Furthermore, deposits were also all originating from the same source.

A speedy investigation by law enforcement revealed that the funds were moving from a company account for a genuine business, X, into an account purporting to be a business account but which was actually only held by one individual. That individual was also the accountant for Company X, and was drawing cheques from his employers on a regular basis, possibly defrauding them to the amount of £500,000. Within a week of the intelligence package being disseminated, the criminal had been arrested and admitted the offences.  Following his arrest, the money was secured, preventing any further loss.  

This demonstrates how quickly action can take place to disrupt criminals when cases are fast tracked through the Economic Crime Branch at the National Criminal Intelligence Service (NCIS) in the UK and the agencies involved work quickly together. Within the space of a week the financial institution had disclosed, the Economic Crime Branch at the National Criminal Intelligence Service (NCIS) in the UK had put an intelligence package together and sent it out to law enforcement. 

CASE 4

A Suspicious Transaction Report was received detailing a foreign national studying in London. His account was receiving credits worth $230,000, apparently from his parents at home. The Police investigating the Suspicious Transaction Report discovered that the main subject and his parents were currently of interest to the overseas Authorities, who had already issued a Mutual Legal Assistance Treaty (MLAT) to UK law enforcement, and the Suspicious Transaction Report identified funds that were part of this enquiry. 

This is a good example of where information received by the Economic Crime Branch at the National Criminal Intelligence Service (NCIS) in the UK is of use to other countries. The data that we process and the packages we compile can be important outside of the UK.

CASE 5

A disclosure was received from solicitors who had been instructed by their client to purchase his council house on his behalf. There was concern because the client in question was known to the criminal department within the firm and he indicated that he would not need a mortgage to buy the property. 

This disclosure was sent out to the relevant police force and it was discovered that the main suspect of the disclosure had used the proceeds of drug trafficking to purchase a property. Previous to receipt of the disclosure he had been arrested, along with five others, for drug offences, and a restraint order had been put in place against him. This Suspicious Transaction Report ensured that the order will now include the property mentioned in the disclosure. 

Suspicious Transaction Reports can bring to the attention of law enforcement other assets owned by individuals charged with criminal offences. These can then be added to confiscation orders already put in place. 

CASE 6

A Suspicious Transaction Report was received from a high street bank, which had become concerned about a bank account that had received a number of deposits totalling almost £500,000 in cash. The bank made some of its own enquiries and it transpired that the account holder worked in the bullion section of another large bank. This information was passed onto the Economic Crime Branch at National Criminal Intelligence Service (NCIS) in the UK who sent out an intelligence package to law enforcement. 

As a direct result of this disclosure, it was discovered by the police force involved that the account holder and three of his colleagues had stolen approximately £750,000 from the incinerator room where old notes were about to be destroyed. It was this money that the bank had disclosed on. 

So far, one person involved has been arrested and charged with money laundering and over £700,000 has been recovered.

This is a prime example of where financial institutions, the National Criminal Intelligence Service and law enforcement have worked together to achieve not only an arrest, but also recovery of stolen assets. 

� EMBED OrgPlusWOPX.4  ���





�








� 1999-2001年由荷蘭負責，今年起由英國負責，目前每個國家支援秘書業務的任期為兩年。


� Mr. Boudwijn VERHELST曾於2000年應本局邀請來台訪問。


� 當時亞洲地區僅有香港加入。


� The permanent membership is italicized and underlined.


� The Heads of FIUs adopted the recommendation of (2) Vice-Chairs.


� Customs Enforcement Network : réseau douanier de lutte contre la fraude.


� Convention de Nairobi, signée le 9 juin 1977 à Nairobi (Kenya). Elle compte à ce jour 49 Parties contractantes. La France  a ratifié cette convention le 12.04.01.


� ESAAMLG : Eastern and Southern Africa Anti-Money Laundering Group (Groupe anti-blanchiment de l’Afrique Orientale et Australe).


� UNAFRI : United Nations African Institute for the Prevention of Crime and the Treatment of Offenders (Institut africain des Nations Unies pour la Prévention du crime et le traitement des délinquants).


� UNODCCP : United Nations Office for Drug Control and Crime Prevention (Office des Nations Unies pour le Contrôle des Drogues et la Prévention du Crime).





PAGE  

_1083219246.bin

